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CHAPTER I
INSTRUCTIONS FOR TENDERERS (IFT)
[Note: will not be changed by the Contracting Authority]

Section 1. General provisions

	1. Purpose of the procurement procedure
1.1. The contracting authority issues the award documents for the procurement of goods, as specified in the Procurement Data Sheet (hereinafter PDS).
2. The principles underlying the award of the procurement contract 
2.1. The principles underlying the award of the public procurement contract are:
a) [bookmark: _Toc392179951][bookmark: _Toc392180122][bookmark: _Toc449539012]free competition;
b) efficiency of the use of public funds and minimization of the risks of the contracting authorities / entities;
c) transparency;
d) equal, impartial and non-discriminatory treatment of all tenderers and economic operators;
e) [bookmark: _Toc392179954][bookmark: _Toc392180125][bookmark: _Toc449539015]environmental protection;
f) observance of the rule of law;
g) confidentiality;
h) taking responsibility within the public procurement procedures.

3. Source of funding 
3.1. The PDS will specify the source of funding for the contract payments to be awarded.
3.2. The contracting authority shall ensure that, when the public procurement procedure is initiated, the financial means are allocated and intended exclusively for the procurement in question.
4. Participants in the tender
4.1. Participant in the tender can be any resident or non-resident economic operator, natural or legal person of public or private law or association of such persons, who has the right to participate, under the conditions of Law no. 131/2015 on public procurement (hereinafter Law no. 131/2015), to the procedure for awarding the public procurement contract.
4.2. [bookmark: _Toc392180129][bookmark: _Toc449539019]The right to participate in the procedures for awarding public procurement contracts may be reserved by the Government to some protected workshops and social insertion enterprises if the majority of involved employees are persons with disabilities who, by the nature or severity of their deficiencies, cannot carry out a professional activity under normal conditions.
5. Costs of participation in the procurement procedure
5.1. The tenderer shall bear all costs related to the preparation and submission of the offer, and the contracting authority shall not be liable for these costs, regardless of the conduct or the result of the tender procedure.
5.2. When submitting offers, the economic operator, as the case may be, will pay a fee. The manner of payment of the mentioned fee, as well as its amount are established by the Government.
5.3. The payment of the fee for the submission of the offer will be made through the electronic procurement platform through which the offer is submitted. 


6. Language of communication within the tender
6.1. The offer, the European Single Procurement Document (hereinafter ESPD), the Award Documents and all correspondence between the tenderer and the contracting authority will be drawn up in the state language. The supporting documents and the printed literature, which are part of the offer, may be in another language, provided that they are accompanied by an accurate translation of the relevant excerpts into the state language. 
6.2. The contracting authority may, as appropriate, specify in the PDS the possibility of submitting the offer in another international language.
7. Sections of Award Documents
7.1. The award documents shall include all the sections indicated in this point and shall be read in conjunction with any modification under IFT8.
CHAPTER I. Instructions for tenderers 
CHAPTER II. Procurement Data Sheet
CHAPTER III. Forms for submitting the offer
CHAPTER IV. Technical and price specifications.
CHAPTER V. Contract form
8. Clarification and modification of Award Documents
8.1. The participant requesting clarifications on the award documents will contact the contracting authority in writing form, by electronic means of communication. The contracting authority will respond in writing, by electronic means of communication to any request for clarification, before the deadline for submission of offers.
8.2. [bookmark: _Toc392180133][bookmark: _Toc449539023]Until the expiry of the deadline for submission of offers, the contracting authority has the right to modify the award documentation either on its own initiative or as response to the request for clarification of an economic operator, extending, as appropriate, the deadline for submission of offers, so that from the date of notification of the modifications operated until the new deadline for submission of offers to remain at least 50% of the initially established deadline.
8.3. If the economic operator has not submitted the request for clarification in due time, thus making it impossible for the contracting authority to comply with the deadlines provided for in Article 34, paragraph (4) of Law no. 131/2015, the latter is entitled not to answer.
9. Corruption practices and other prohibited practices
9.1. Contracting authorities and participants in public tenders shall comply with the highest standards of behavioural ethics in the conduct and implementation of procurement processes, as well as in the fulfillment of public procurement contracts.
9.2. If the contracting authority finds that the tenderer has been involved in the practices referred to in point IFT9.4  within the competition process for the public procurement contract or during the fulfillment of the Contract, it shall:
a. exclude the tenderer from the respective procurement procedure by including him in the Prohibition List, according to the provisions of the Regulation on the List of the prohibited economic operators; or 
b. undertake any other measures provided for in Article 40 of Law no. 131/2015.
9.3. If the Public Procurement Agency, in the process of monitoring public procurement procedures, finds that an economic operator has been involved in the practices referred to in point IFT9.4, it shall immediately report to the competent bodies any cases of corruption or attempted corruption committed by the respective economic operator.
9.4. In the procurement and Contract fulfillment procedures, are not allowed:
a. to promise, offer or give to a person in charge, personally or through a mediator, goods or services, or any other thing of value, in order to influence the actions of another Party;
b. any act or omission, including misinterpretation, which knowingly or negligently misleads or tends to mislead a Party, in order to obtain a financial or other benefit or to avoid an obligation;
c. the agreement prohibited by law, between two or more Parties, made in order to coordinate their behavior in public procurement procedures;
d. to damage or prejudice, directly or indirectly, any Party or property of that Party, in order to improperly influence its actions;
e. deliberate destruction, falsification, counterfeiting or concealment of the evidence materials of the investigation, or giving false information to investigators, in order to essentially prevent an investigation conducted by the relevant bodies in order to identify practices referred to in letter a) -d); as well as threatening, harassing or intimidating any Party to prevent it from disclosing information on matters relevant to the investigation or conducting the investigation.
9.5. The staff of the contracting authority shall exclude corrupt practices in order to obtain personal benefits in connection with the conduct of the public procurement procedure.



Section 2. Qualification criteria
	10. General criteria
10.1. In order to confirm the qualification data in the public procurement procedure, the economic operator will complete and present the ESPD, in accordance with the requirements established by the contracting authority.
10.2. The submission of any ESPD form other than the one requested by the contracting authority, will serve as basis for disqualification from the public procurement procedure. 
 
10.3. The contracting authority will apply qualification criteria and requirements only regarding:
a) the eligibility of the tenderer or candidate;
b) the ability to pursue the professional activity;
c) the economic and financial capacity;
d) the technical and / or professional capacity;
e) the quality assurance standards;
f) the environmental protection standards.

11. Eligibility of the tenderer or candidate
11.1. Any resident or non-resident economic operator, natural or legal person of public or private law or association of such persons has the right to participate in the procedure for awarding the public procurement contract. 
11.2. Any tenderer or candidate who has been convicted, in the last 5 years by final decision of a court, for participating in the activities of a criminal organization or group for corruption, fraud and / or money laundering, terrorist offenses or crimes related to terrorist activities, terrorist financing, child labour and other forms of trafficking in human beings, shall be excluded from the procedure for awarding the public procurement contract.
11.3. Any tenderer who is in any of the following situations, shall be excluded from the procedure for awarding the public procurement contract, respectively it is not eligible if:
a.    is in the process of insolvency as a result of a court decision;
b. has not fulfilled its obligations to pay taxes, fees and social security contributions to the component budgets of the general consolidated budget, in accordance with the legal provisions in the Republic of Moldova or in the country where it is established;
c. has been convicted, in the last three years, by a final decision of a court, for an act that has violated professional ethics or for committing a mistake in professional matters;
d. presents false information or does not present the information requested by the contracting authority, in order to demonstrate the fulfillment of the qualification and selection criteria;
e. has breached the obligations applicable in the field of the environment, employment and social insurance, if the contracting authority demonstrates this by any appropriate means;
f. is guilty of professional misconduct, which calls into question its integrity, if the contracting authority proves this by any appropriate means;
g. has concluded agreements with other economic operators aimed at distorting competition, if this fact is established by a decision of the competent body in this respect;
h. is in a situation of conflict of interests that cannot be effectively remedied by the measures provided for in Article 79 of Law no. 131/2015;
i. is included in the List of the prohibited economic operators.

11.4. The contracting authority may, as appropriate, establish in the award documentation the possibility of providing evidence by economic operators who are in one of the situations referred to in points IFT11.2 and IFT11.3, presenting the measures taken by them to demonstrate their reliability, despite the existence of a basis for exclusion.
11.5. The contracting authority shall extract the information necessary to establish the existence or non-existence of the circumstances referred to in points IFT11.2 and IFT11.3 from the available databases of public authorities or third parties. If this is not possible, the contracting authority must accept as sufficient and relevant to demonstrate that the tenderer / candidate does not fall into one of the situations referred to in points IFT11.2 and IFT11.3 any document considered to be probative in this respect in the country of origin or in the country where the tenderer is established, such as certificates, criminal records or other equivalent documents issued by the competent authorities of that country.
11.6. In the cases referred to in point IFT11.3, in accordance with the national law of the State in which the tenderers are established, such requests shall apply to natural and legal persons, including, where appropriate, to company directors or any person with power of representation, decision or control over the tenderer / candidate.
11.7. If in the country of origin or in the country where the tenderer / candidate is established, documents as those set out in point IFT11.4 are not issued or those documents do not concern all the situations set out in points IFT11.2 and IFT11.3, the contracting authority has the obligation to accept an affidavit or, if there are no legal provisions in that country on the affidavit, the contracting authority will accept an authentic declaration given before a notary, an administrative or judicial authority or a professional association that have competences in this respect.
11.8. Any economic operator in any of the situations set out in points IFT11.2 and IFT11.3 which can lead to its exclusion from the award procedure may provide evidence that the measures taken by it are sufficient to demonstrate its credibility in relation to the reasons for exclusion, unless the economic operator has been excluded by a final decision of a court from participating in public procurement procedures.
11.9. The contracting authority shall assess the measures taken by economic operators taking into account the particular gravity and circumstances of the crime or the misconduct. If the contracting authority considers that the measures taken are insufficient, the contracting authority shall inform the tenderer/ candidate about the reasons for the exclusion.
12. Capacity to exercise professional activity
12.1. The contracting authority shall require any tenderer to provide proof of a form of registration as a legal person, the legal capacity to supply goods in accordance with the legal provisions of the country in which it is established.
13. Economic and financial capacity
13.1. If the contracting authority requests the demonstration of economic and financial capacity, it shall indicate in the award documentation the information that the economic operators are to submit for this purpose. The economic and financial capacity is achieved, as the case may be, by presenting one or more relevant documents, such as:
a. appropriate bank statements or, as the case may be, evidence of occupational risk insurance; 
b. financial statements or, if the publication of such statements is required by the law of the country in which the tenderer is established, extracts from the financial statements;
c. [bookmark: _Toc392180146][bookmark: _Toc449539036]statements concerning the total turnover or, as the case may be, statements concerning the turnover in the field of activity related to the object of the contract in a previous period covering the activity of the last 3 years, insofar as the respective information is available. In the latter case, the contracting authority has the obligation to take into account the date on which the economic operator was established or started its commercial activity.
13.2. For the purposes of point IFT13.1 (letter c), the minimum annual turnover imposed on economic operators shall not exceed twice the estimated value of the contract, except in justified cases, such as those related to special risks related to the nature of the goods.
13.3. When a contract is divided into batches, the turnover index applies to each individual batch. However, the contracting authority shall determine the minimum annual turnover imposed on economic operators in respect of groups of batches, if the successful tenderer is awarded several batches to be executed at the same time.
13.4. If, for duly justified objective reasons, the economic operator does not have the opportunity to present the documents requested by the contracting authority, it shall have the right to demonstrate its economic and financial capacity by presenting other documents that the contracting authority may consider probative insofar as they reflect a true and fair view of the economic and financial situation of the tenderer / candidate.
13.5. The tenderer / candidate can also demonstrate his economic and financial capacity by the support provided by another person regardless of the nature of the legal relations existing between the tenderer / candidate and the respective person.
13.6. In the case provided for in point IFT13.5, the tenderer / candidate has the obligation to prove the support that he receives by presenting in writing, a clear commitment of that person, concluded in authentic form, by which this person confirms that he will make available to the tenderer / candidate the financial resources invoked.
13.7. The person providing financial support must meet the relevant selection criteria and must not be in any of the situations set out in point IFT11.2 and point IFT11.3 letters (c-g), which determine the exclusion from the award procedure.
13.8. An association of economic operators also has the right to rely on the capabilities of the members of the association or of other persons.
14. Technical and / or professional capacity 
14.1. In the case of applying a procedure for the award of a contract for the procurement of goods, in order to verify the technical and / or professional capacity of tenderers, the contracting authority has the right to request them, depending on the specifics, quantity and complexity of the goods to be provided and only to the extent that this information is relevant to the performance of the contract and it is not available in the databases of public authorities or third parties, the following:
a. a list of the main deliveries of similar goods made in the last 3 years, containing values, delivery periods, beneficiaries, regardless of whether the latter are contracting authorities or private clients. Deliveries of goods are confirmed by the presentation of certificates / documents issued or countersigned by an authority or by the beneficiary customer. If the beneficiary is a private client and, for objective reasons, the economic operator does not have the possibility to obtain a certification / confirmation from him, the demonstration of the deliveries of goods is made by a declaration of the economic operator;
b. a statement on the technical equipment and the measures applied to ensure quality, as well as, where appropriate, a statement on the study and research resources;
c. information on the staff / specialized technical body at its disposal or whose commitment to participate has been obtained by the tenderer, in particular to ensure quality control;
d. information on the studies, professional training and qualifications of the management staff, as well as of the persons responsible for the performance of the contract, if they do not represent evaluation factors established by the contacting authority;
e. a statement on the annual average of the employed staff and of the management staff in the last 3 years;
f. if applicable, information on the environmental protection measures that the economic operator may apply during the performance of the contract;
g. information on the equipment, installations, technical equipment that the economic operator will have for the proper execution of the contract;
h. information on the contract items which the economic operator intend to subcontract.
14.2. In order to fulfill the contract, the technical and professional capacity of the tenderer may be supported by another person, regardless of the nature of the legal relations existing between the tenderer and the respective person.
14.3. In the case provided for in point IFT14.2, the tenderer / candidate has the obligation to prove the support that he benefits by presenting in writing a clear commitment of the person concerned, concluded in authentic form, by which this person confirms that he will make available to the tenderer / candidate the financial resources invoked.
14.4. The person providing financial support must meet the relevant selection criteria and must not be in any of the situations set out in point IFT11.2 and point IFT11.3 letters (c-g), which determine the exclusion from the award procedure.
14.5. The tenderer / candidate has the right to have the support of other persons only when the latter will carry out the activities or services for the fulfillment of which the respective professional capacity is necessary.
15. Quality assurance standards.
15.1. The contracting authority requires the presentation of certificates, issued by independent bodies, certifying that the economic operator complies with certain quality assurance standards, it must relate to quality assurance systems, based on the relevant series of European standards certified by bodies complying with the series of European certification standards, or relevant international standards, issued by accredited bodies.
15.2. In accordance with the principle of mutual recognition, the contracting authority is required to accept equivalent certificates issued by bodies established in the Member States of the European Union. If the economic operator does not hold a quality certificate as required by the contracting authority, the latter shall be obliged to accept any other certifications submitted by that economic operator, in so far as they confirm the assurance of an appropriate level of quality.


16. [bookmark: _Toc392180150][bookmark: _Toc449539040]Environmental protection standards.
16.1. The contracting authority may require the presentation of certificates, issued by independent bodies, certifying that the economic operator complies with certain environmental protection standards, which must relate:
a) either to the Environmental Management and Audit System (EMAS);
b) either to ecological management standards based on the series of European or international standards in the field, certified by bodies complying with European Union legislation or with European or international certification standards.
16.2. In accordance with the principle of mutual recognition, the contracting authority is required to accept equivalent certificates issued by bodies established in the Member States of the European Union. If the economic operator does not hold an environmental certificate as required by the contracting authority, the latter is required to accept any other certifications submitted by that economic operator, in so far as they confirm the provision of an appropriate level of environmental protection.
17. Qualification of candidates in case of association
17.1. In the case of an association, the requirements for the fulfillment of the qualification and selection criteria related to the ability to pursue the professional activity and those related to the eligibility of the tenderer or candidate must be met by each associate. The criteria regarding the economic and financial situation and those regarding the technical and professional capacity can be fulfilled by the proportional cumulation to the tasks that belong to each associate. Criteria for turnover, in the case of an association: the average annual turnover taken into account will be the overall value, resulting from the sum of the average annual turnover corresponding to each member of the association. In the case of an association, the requirements for quality assurance standards and environmental protection standards must be met by each member of the association. 


Section 3. Preparation of offers
	18. Documents that constitute the offer
18.1. The offer shall include the following:
a) the financial proposal, which will include, as the case may be, the offer guarantee;
b) the technical proposal, as well as supporting and optional documents requested by the contracting authority;
c) The European Single Procurement Document; 
18.2. Economic operators will prepare offers in a structured and secured manner, as response to the participation notice published by the contracting authority in the AIS ‘‘SRPP’’, and will submit offers electronically, using the interactive workflows provided by the electronic platforms, except for the cases provided for in Article 33 paragraphs (7) and (11) of Law 131/2015.
19. [bookmark: _Toc392180153][bookmark: _Toc449539043]Documents to demonstrate the conformity of the goods  
19.1. In order to establish the conformity of the goods with the requirements of the award documents, the tenderer will submit, as part of his offer, documentary evidence attesting that the goods comply with the delivery conditions, technical specifications and standards specified in CHAPTER IV.
19.2. In order to demonstrate the technical conformity of the proposed goods, the proposed quantities and the delivery terms, the tenderer will complete the Technical Specifications Form (F4.1) and Price Specifications (F4.2). The tenderer will also include specialized documentation, drawings, extracts from catalogs and other supporting technical data, as appropriate.
20. Alternative offers
20.1. The economic operator is entitled to submit alternative offers only if the contracting authority has explicitly stated in the participation notice and in the PDS point 3.1 that it allows or requests the submission of alternative offers with the specification in the award documentation of the mandatory minimum requirements that the economic operators must comply with them, as well as any other specific requirements for the submission of alternative offers. If the award documentation does not explicitly state that the contracting authority allows or requests the submission of alternative offers, the latter shall not be entitled to consider alternative offers.
21. Offer guarantee
21.1. The tenderer will submit, as part of his offer, an offer guarantee (F3.2), as specified in PDS point 3.2.
21.2. The offer guarantee will correspond to the amount specified in PDS point 3.3, in Moldovan lei, and will be:
a) in the form of a bank guarantee from a licensed banking institution, valid for the period of validity of the offer or other extended period, as the case may be, in accordance with point IFT23.2; or
b) transfer to the contracting authority's account; or
c) other forms accepted by the contracting authority, specified in PDS point 3.2.
21.3. If an offer guarantee is required in accordance with the point IFT21.2, any offer not accompanied by such a properly prepared guarantee will be rejected by the contracting authority as inadequate.
21.4. The offer guarantee of the unsuccessful tenderers will be refunded immediately upon the occurrence of any of the following events:
a) expiration of the validity term of the offer guarantee
b) concluding a public procurement contract and submitting the performance guarantee of the contract, if such a guarantee is provided in the award documentation;
c) suspension of the tender procedure without concluding a public procurement contract;
d) withdrawal of the offer before the expiry of the deadline for submission of offers, if the award documentation does not provide the inadmissibility of a such withdrawal.
21.5. The offer guarantee will be withheld if:
a) the tenderer withdraws or modifies his offer during the period of validity of the offer specified by the tenderer in the Offer Form, except for the cases provided for in point IFT23.2; or
b) the successful tenderer refuses:
· to submit the Performance Guarantee according to point IFT42;
· to sign the contract according to point IFT43.
21.6. The offer guarantee submitted by the Association must be on behalf of the Association that submitts the offer.
22. [bookmark: _Toc392180156][bookmark: _Toc449539046]Prices
22.1. The prices indicated by the tenderer in the Offer Form (F3.1) and in the Price Specifications (F4.2) will comply with the requirements specified in point IFT22.
22.2. All batches and items must be listed and evaluated separately in the Technical Specifications (F4.1) and Price Specifications (F4.2).
22.3. The price to be specified in the Offer Form will be the total amount of the offer, including VAT.
22.4. Incoterms terms, such as EXW, CIP, DDP and other similar terms, will be subject to the rules set out in the current edition of Incoterms, published by the International Chamber of Commerce, as stated in the PDS point 3.4.
22.5.      The prices will be indicated as shown in the Price Specifications (F4.2).
22.6. The contracting authority will make payments in accordance with the methodology and conditions indicated in the PDS point 3.7.
23. Validity term of the offers
23.1. The offers will remain valid for the period specified in PDS point 3.8. from the deadline for the submission of offers set by the contracting authority. An offer valid for a shorter period will be rejected by the contracting authority as inappropriate.
23.2. In exceptional cases, before the expiry of the validity period of the offer, the contracting authority may require tenderers to extend the period of validity of the offer. The request and the response to the request will be published in the AIS ‘‘SRPP’’. If a guarantee is required under the public procurement procedure, in accordance with the provisions of point IFT23, the economic operator shall extend the validity of the guarantee accordingly. A tenderer may refuse the request for extension without losing the guarantee offer. Tenderers who accept the extension request will not be asked and will not be allowed to modify the offer.
24. Currency of the offer
24.1. The prices for the requested goods will be indicated in Moldovan lei, except in cases where the PDS point 3.9. provides otherwise.
25. Offer format
25.1. The offer will be prepared in electronic format, in accordance with the requirements of the contracting authority, with the help of the existing instruments in the AIS ‘‘SRPP’’, except for the cases provided for in Article 33 paragraphs (7) and (11) of Law no. 131/2015.


Section 4. Submission and opening of offers

	26. Submission of offers
26.1. The offer, written and signed, as the case may be, is presented in accordance with the requirements set out in the award documentation, using the AIS ‘‘SRPP’’, except for the cases provided for in Article 33 paragraphs (7) and (11) of Law no. 131/2015. The contracting authority shall issue to the economic operator, necessarily, a receipt indicating the date and time of receipt of the offer or confirming its receipt in cases where the offer has been submitted by electronic means. The presentation of the offer involves the submission in a common set of the technical proposal, the financial proposal, the ESPD and the guarantee offer.
26.2. When submitting the offer through the AIS ‘‘SRPP’’, the economic operator will take into account the time required to upload the offer in the system, providing sufficient time to submit the offer within the established terms.
27. Deadline for submission of offers
27.1. Offers must be submitted no later than the date and time specified in PDS point 4.2. The contracting authority may, at its discretion, extend the deadline for the submission of offers by amending the award documentation in accordance with IFT7.
28. Delayed offers
28.1. AIS ‘‘SRPP’’ will not accept offers submitted after the deadline for submission of offers.
28.2. In the cases provided for in Article 33 paragraphs (7) and (11) of Law no. 131/2015, offers submitted after the opening of the deadline for offers specified in the PDS point 4.2, will be registered by the contracting authority and returned to the tenderer, without being opened.
29. Modification, substitution and withdrawal of offers
29.1. [bookmark: _Toc392180165][bookmark: _Toc449539055]Unless the award documentation provides otherwise, the tenderer shall have the right to modify or withdraw the offer before the expiry of the deadline for the submission of offers, without losing the right to withdraw the offer guarantee. Such a change is valid if it was made before the deadline for submission of offers.

30. Opening of offers
30.1. The contracting authority will open the offers under the AIS ‘‘SRPP’’ system at the date and time specified in the PDS point 4.2.
30.2. The information regarding the tenderers and the offers are made public by their publication in the AIS ‘‘SRPP’’.



Section 5. Evaluation and comparison of offers

	31. Confidentiality
31.1. AIS ‘‘SRPP’’ will provide adequate mechanisms for non-admission of disclosure of the content of offers submitted by participants until the date set for their opening by the authorized persons of the organizer of the public procurement procedure, in accordance with the law. Thus, the application of possible anti-competitive practices in public procurement procedures will be prevented.
32. Clarification of offers
32.1. The contracting authority may, if necessary, request from any of the tenderers a clarification of their offer in order to facilitate the examination, evaluation and comparison of offers. No changes in the prices or content of the offer shall be requested, offered or permitted, except for the correction of arithmetic errors discovered by the contracting authority during the evaluation of the offers, in accordance with IFT33.
32.2. If the tenderer does not comply with the request of the contracting authority to reconfirm the qualification data for the conclusion of the contract, his offer shall be rejected and another successful offer shall be selected from the remaining offers in force.
32.3. The economic operator shall be required to reply to the request for clarification from the contracting authority no later than three days after the date of dispatch.
33. Determining the conformity of offers
33.1. The contracting authority's assessment of the adequacy of an offer shall be based on the content of the offer.
33.2. It is considered that the offer complies with the requirements, the one that corresponds to all the terms, conditions and specifications in the award documents, not having essential deviations or having only insignificant deviations, errors or omissions that can be removed without affecting the essence of the offer. A deviation will be considered insignificant if:
a) it does not substantially affect the scope, quality or performance of the goods specified in the contract;
b) it does not substantially limit the rights of the contracting authority or the obligations of the tenderer under the contract;
c) would not unfairly affect the competitive position of other tenderers submitting offers in accordance with the requirements.
33.3. If a offer does not comply with the requirements of the award documents, it will be rejected by the contracting authority.
34. Nonconformities, errors and omissions
34.1. The contracting authority has the right to consider the offer in accordance with the requirements if it contains insignificant deviations from the provisions of the award documents, errors or omissions that can be removed without affecting its essence. Any such deviation shall be expressed quantitatively, as far as possible, and shall be taken into account when evaluating and comparing offers.
34.2. If the tenderer who has submitted the most advantageous offer does not accept the correction of arithmetic errors, his offer shall be rejected.
35. [bookmark: _Toc392180171][bookmark: _Toc449539061]Evaluation of offers
35.1. The examination, evaluation and comparison of offers shall be carried out without the participation of tenderers and other unauthorized persons. The contracting authority will examine the offers to confirm that all the documents referred to in point IFT18 have been submitted and to determine the completeness of each document submitted.
35.2. The contracting authority establishes the successful offer(s) by applying the award criterion and the evaluation factors provided in the award documentation, using the evaluation instruments within the AIS ‘‘SRPP’’, except for the cases provided for in Article 33 paragraphs (7) and (11) of Law no. 131/2015.
36. Qualification of the tenderer
36.1. The contracting authority will determine whether the tenderer is qualified to perform the Contract.
36.2. The assessment of the qualification will be based on a thorough examination of the tenderer's qualification documents, included in the offer according to the provisions of point IFT18, clarifications possible in accordance with the point IFT32, as well as based on the criteria established in points IFT11-16. The criteria that were not included in these points will not be used in assessing the tender's qualification.
36.3. An affirmative assessment will be the premise for the award of the contract to the respective tenderer. A negative assessment will result in the disqualification of the offer, in which case, the contracting authority may proceed to the next most economically advantageous offer, in order to make a similar assessment of that tenderer's capabilities in the execution of the contract.
37. Disqualification of the tenderers
37.1. The contracting authority will disqualify the tenderer who submits documents containing false information for the purpose of qualification, or documents that confuse or make false representations in order to demonstrate its compliance with the qualification requirements. If this is proven, the contracting authority may declare the tenderer ineligible for subsequent participation in public procurement contracts, by including him/her in the List of the prohibited economic operators.
37.2. The List of the prohibited economic operators represents an official document and it is drawn up, updated and kept by the Public Procurement Agency according to the provisions of Article 25 of Law no. 131/2015, in order to limit the participation of economic operators in public procurement procedures.
37.3. The tenderer may be disqualified if he is insolvent, the procedure of seizure of the patrimony has been initiated against him, he is in bankruptcy or in liquidation process or if the activities of the tenderer are suspended or there is a lawsuit regarding any of the mentioned ones.
37.4. The tenderer is disqualified in case of application of administrative or criminal sanctions, during the last 3 years, against the management persons of the economic operator in connection with their professional activity or with the presentation of erroneous data in order to conclude the public procurement contract.
37.5. The tenderer is disqualified for non-payment of taxes and other mandatory payments in accordance with the law of the country in which it resides. The contracting authority will require tenderers to demonstrate the permission to conclude public procurement contracts and the composition of the founders and affiliates.
37.6. The contracting authority disqualifies the tenderer if it finds that he is included in the List of the prohibited economic operators.
37.7. The contracting authority will not accept the offer if the tenderer does not meet the qualification requirements.
38. Cancellation of the procedure
38.1. The contracting authority, on its own initiative, cancels the public procurement procedure in the cases provided for in Article 71, paragraph (1) of Law no. 131/2015. The contracting authority has the obligation to communicate through AIS ‘‘SRPP’’ or through other means of communication if the contracting authority carries out procedures based on Article 33 paragraphs (7) and (11) of Law no. 131/2015, to all participants in the public procurement procedure, within 3 days from the date of cancellation, both the termination of the obligations they created by submitting offers and the reason for the cancellation.


Section 6. Award of the contract
	39. Award criterion
39.1. The contracting authority will award the contract according to the criteria set out in the PDS point 6.1. to those tenderer whose offer was assessed according to the established criteria as well as to other conditions and requirements of the award documents, provided that the tenderer is also qualified for the execution of the contract.
40. The right of the contracting authority to change the quantities during the award
40.1. At the time of the award of the contract, the contracting authority has the possibility to reduce the quantity of goods with the consent of the economic operator, if the sum of the contracts is higher than the estimated value of the procurement, initially specified in CHAPTER IV in order to comply with the financial resources allocated, but without making any change in the unit price or in other terms and conditions of the offer and of the award documents. 
41. Notice of award
41.1. Before the expiry of the period of validity of the offer, the AIS ‘‘SRPP’’ system will allow contracting authorities to prepare the award notice and notification of tenderers, whether or not they have been awarded the standardised contract.
41.2. The communication through which the information is provided, is transmitted by electronic means to the addresses indicated by the tenderers in their offers.
41.3. The unsuccessful tenderers will be informed of the reasons why their offers have not been selected.
42. Performance Guarantee
42.1. At the time of the conclusion of the contract, but not later than the expiration date of the offer guarantee (if requested), the successful tenderer will present the Performance Guarantee in the amount provided by the PDS point 6.2., using the Performance Guarantee Form (F3. 3), included in CHAPTER III, or another form acceptable to the contracting authority, but corresponding to the conditions of the form (F3.3).
42.2. The refusal of the successful tenderer to submit the Performance Guarantee or to sign the contract will be a sufficient reason for the cancellation of the award and the forfeiture of the offer guarantee. In this case, the contracting authority may award the contract to the next tenderer with the highest ranked offer, whose offer complies with the requirements and which is considered by the contracting authority to be qualified in the execution of the Contract. In this case, the contracting authority will ask all remaining tenderers to extend the validity of the offer guarantee. At the same time, the contracting authority is entitled to reject all other offers.
43. Signing the contract
43.1. Once the award notice has been sent, the contracting authority will send to the successful tenderer the completed Contract Form (F5.1) and all other component documents of the contract.
43.2. The successful tenderer will sign the contract only after the deadlines have been met, in the appropriate manner, and will return it to the contracting authority within the time period specified in the PDS point 6.5.
44. Right of objection
44.1. Any economic operator who considers that, in the procurement procedures, the contracting authority, by the decision issued or by the procurement procedure applied with the violation of the law, has infringed a right recognized by law, as a result of which it has suffered or may suffer damages, has the right to challenge the decision or procedure applied by the contracting authority, in the manner established by Law no. 131/2015.
44.2. Complaints will be submitted directly to the National Agency for Solving Complaints. All complaints will be submitted, examined and settled in the manner established by Law no. 131/2015.
44.3. The economic operator, within up to 5 days, or as the case may be, 10 days from the date on which it found out about the circumstances that served as grounds for objection, has the right to submit to the National Agency for Solving Complaints a reasoned complaint of the actions, of the decision or procedure applied by the contracting authority.
44.4. Complaints regarding the participation notice in the public procurement procedures and the award documentation will be submitted until the deadline for submission of offers.










CHAPTER II
PROCUREMENT DATA SHEET (PDS)
	
The following specific data regarding the requested services will complete, supplement or adjust the provisions of CHAPTER I. In case of a discrepancy or conflict, the provisions of this CHAPTER will prevail over the provisions of CHAPTER I.
Instructions for completing the Procurement Data Sheet are provided in italics.


1. General provisions
	
	Nr.
	Heading
	Data of the Contracting Authority / Organizer of the procedure

	1.1.
	Contracting authority / Organizer of the procedure, IDNO:
	National Bank of Moldova,
fiscal code: 79592

	1.2.
	Object of the procurement
	Instant payments software solution (licenses, implementation services and warranty services)

	1.3.
	Number and type of procurement procedure:
	No. ocds-b3wdp1-MD-1615975211331
Open tender

	1.4.
	Type of the procurement object 
	Goods

	1.5.
	CPV code: 
	48422000-2

	1.6.
	Source of budget allocations / public money and budget period:
	Own budget for 2021

	1.7.
	Budget Allocation Manager:
	National Bank of Moldova

	1.8.
	Payments / financial means from the development partner:
	not applicable

	1.9.
	Name of the buyer, IDNO:
	National Bank of Moldova
fiscal code: 79592

	1.10.
	Recipient of goods / services:
	National Bank of Moldova
fiscal code: 79592

	1.11.
	Language of communication:
	Romanian and English. Tenders may be submitted in Romanian and / or English

	1.12.
	Place / Method of transmission of clarifications regarding the award documentation
	By email at:
achiziții.contracte@bnm.md or through the electronic system AIS ''SRPP'' M-TENDER

	1.13.
	Procurement contract reserved for protected workshops
	not applicable

	1.14.
	Type of contract:
	Goods

	1.15.
	Special conditions on which the performance of the contract depends (optional):
	not applicable





2. List of goods and technical specifications:
	No. d/o
	CPV code
	Name of goods
	Unit of measure
	Quantity

	Full technical specification required, Reference standards

	Lot: Instant payments software solution (licenses, implementation services and warranty services)

	1
	48422
000-2
	Licenses for the software solution for an Instant payments system (IPS), including one year of standard support from the manufacturer
	unit
	1*
	* The quantity will be determined in the tender process. 
Deadline for delivery: According to the needs of implementation, but recommended no earlier than finalization of design specifications and no later than final system acceptance. 
*The licenses and one year of standard support from the manufacturer will become active from the date of the final acceptance of the solution.
In case of activation of licenses until the date of acceptance of the solution, all costs imposed by the licensee during the implementation phase will be borne by the Tenderer.
Detailed technical conditions are described in the Chapter IV - Specifications and requirements (F4.4).

	2
	72212
422-3
	Implementation services for IPS
	service
	1
	Deadline for delivery: 
 - no more than 20 months (since the start of the project until the final acceptance of the solution);
Detailed technical conditions are described in Chapter IV. -  Specifications and requirements (F4.4)
Note: In order to ensure efficient implementation, the contracting authority reserves the right to postpone the launch phase (Go-live) for a period of up to 3 months.

	3
	79633
000-0
	Training services related to IPS
	service
	1
	In accordance with detailed technical conditions that are described in Chapter IV- Specifications and requirements (F4.4)

	4
	72267
000-4
	Warranty services (maintenance and support) for IPS. 
	month
	12
	In accordance with detailed technical conditions that are described in Chapter IV - Specifications and requirements (F4.4).
During 12 months from the date of final acceptance of the system

	5
	72212
422-3
	Man/hours for additional development and change requests.
	man/hour
	300
	Additional developments and change requests will be counted through man-hours work effort and will not exceed the volume of 300 hours and will be paid according to the actual volume requested.



3. Preparation of offers
	3.1
	Alternative offers:
	not accepted

	3.2
	Offer guarantee:
	Forms for Offer guarantee a/b:
a) The tender shall be accompanied by an Offer guarantee (issued by a commercial bank) according to Form no. 3.2 of section 3 - Forms.
or
b) The Offer guarantee shall be sent to the account of the contracting authority by transfer, according to the following bank details:
For EUR:
Beneficiary: National Bank of Moldova
Bank name: De Nederlandsche Bank, N.V.
IBAN: NL90FLOR0600126226
Banking account: FLORNL2A
For USD:
Beneficiary: National Bank of Moldova
Bank name: Federal Reserve Bank of New York
IBAN: 021087125
Banking account: FRNYUS33
For MDL:
Beneficiary: National Bank of Moldova
Fiscal code: 79592
Bank name: National Bank of Moldova
Fiscal code: 79592
IBAN: MD12NB000000000004914852
Banking account: NBMDMD2X

with note “For Offer guarantee in the public tender no. ocds-b3wdp1-MD-1615975211331 of 17 June, 2021”

Note: Any commission applied for the transfer of the offer guarantee, charged by the intermediary banks will be borne by the tenderer. The tenderer will ensure the transfer of the full amount of the tender bond/performance bond to the NBM account

	3.3.
	The offer guarantee will be worth:
	1% of the tender’s value without VAT. 

The period of validity of the offer guarantee will exceed the period of validity of the offer by 20 calendar days.

The offer guarantee will be issued in EUR / MDL / USD
If the value of the guarantee for the offer differs from the currency of the offer, then the correspondence of the value of the guarantee to the value of the offer will be calculated at the official exchange rate set by the NBM on the date of opening the offers.

Note: The Tender Bond presented by an Association must be formulated on the behalf of the Association submitting the tender.

	3.4.
	The applicable edition of Incoterms and the accepted commercial terms will be:
	Not applicable

	3.5.
	Delivery term:
	Deadline for delivery: no more than 20 months (since the start of the project until the final acceptance of the solution) + 12 months after the date of final acceptance of the solution for the warranty period.
Note: In order to ensure efficient implementation, the contracting authority reserves the right to postpone the launch phase (Go-live) for a period of up to 3 months.

	3.6.
	Place of delivery of goods:
	The implementation of the activities related to the project will take place at the headquarters of the National Bank of Moldova, bd. Grigore Vieru 1, mun. Chisinau, MD-2005, Republic of Moldova, except for those that do not involve the NBM team and / or can be done remotely, and this doesn’t diminish the quality of the deliverables covered by that subject of this acquisition.

	3.7.
	The payment method and conditions will be:
	The payment for the contract’s object will be made in the currency of the offer. In case the winning Tenderer is a resident of the Republic of Moldova, the payment will be made in MDL.

Payment will be made in installments - corresponding to the main documents delivered during the project, based on the project plan proposed by the Tenderer and agreed with the NBM and the estimated effort for each phase.

The payments for the contract  will be distributed as follows:
a) 15% of the total cost of the contract without the cost of 300 man/hours for additional developments and change requests, after accepting deliverables of analysis and design phases;
b) 25% of the total cost of the contract without the cost of 300 man/hours for additional developments and change requests, after accepting deliverables of build phase;
c) 45% of the total cost of the contract without the cost of 300 man/hours for additional developments and change requests, after accepting deliverables of training, testing and go-live phases;
d) 10% of the total cost of the contract without the cost of 300 man/hours for additional developments and change requests, after the final solution acceptance at the end of the project;
e) 5% of the total cost of the contract without the cost of 300 man/hours for additional developments and change requests will be paid semi-annually in 2 installments during the warranty period of the solution, after signing the Acts of acceptance of the warranty services.

Payment will be made by the contracting authority, after accepting the respective phases, based on the corresponding acceptance Act signing by the Parties and invoice issued by Supplier, within 15 working days  from their receipt and acceptance of documents by the contracting authority.

The total volume of 300 man-hours for further developments and change requests will be used at the request of the Beneficiary throughout the whole project, including the warranty period of the solution and will be paid, for the actual volume used, according to the payment scheme indicated above.

	3.8.
	The validity period of the offer will be:
	120 calendar days. The validity period will be shown explicitly in the tender documents.

	3.9.
	Offers in foreign currency:
	Offers will be submitted in MDL / EUR / USD.

	3.10.
	Demo session
	As part of the tender, Tenderers must demonstrate how the solution achieves the demonstration scenarios, as well as the ability to align the solution offered with the requirements of the technical tender (Specifications - F4.4). In this regard, the Tenderer will include in the technical offer the access links of the video recordings of the demonstration sessions. Access to these links will be provided by the Tenderer  by communicating to the contracting authority the login and password.
 Offers submitted by Tenderers, which will not contain the link / links to video recordings with demonstration sessions, will be subject to disqualification during the evaluation stage.

The Demo session will be held by the Tenderers according to the demonstration scenarios and the requirements indicated in the Requirements for the technical offer (Specifications - F4.4)



4. Submission and opening of offers
	4.1
	The place / method of submitting the offers is:
	The offers will be submitted electronically through the AIS ''SRPP'' M-Tender system

The Tenderers will consider that all the information placed by the Tenderer within the MTender system is public and will be available for viewing by any user who will access the M-Tender system.

	4.2.
	The deadline for submission of offers is:
	The deadline for submission of offers is: June 17, 2021
[bookmark: _GoBack]Date, Time: 17.06.2021,  02:00 PM

	4.3.
	Persons authorized to be present at the opening of offers (unless offers have been submitted through AIS ''SRPP'').
	
	The opening of the offers takes place through the electronic system AIS ''SRPP'' M-Tender



5. Evaluation and comparison of offers
	5.1.
	Prices of the offers submitted in different currencies will be converted into:
	MDL

	
	Exchange rate source for conversion purposes:
	Official exchange rate set by the National Bank of Moldova 

	
	The applicable exchange rate date will be:
	Date of opening the offers

	5.2.
	The procedure for evaluation:
	 The evaluation will be carried out based on the following: the whole list of positions, because such method of evaluation is required for the proper execution of the future contract and all positions included in the lot are interdependent.

	5.3.

	The evaluation factors will be the following:
	The contracting authority shall perform the evaluation using the following components and weights:

	Financial evaluation				60%
	Evaluation of performance criteria	            40%

Financial evaluation (Sf) of submitted tenders shall be made for each Tenderer separately, based on the price of the financial offer according to the form F4.2 "Price specifications" and other TCO (Total Cost of Ownership) cost components for a period of 5 years following the warranty period of the IT solution according to the form F4.5.
Total financial evaluation score (Sf) for each Tenderer shall be calculated as follows: Sf =  60 x (Pmin /Po),  
Pmin – minimum price of submitted tenders;
Po – price of the tender subject to evaluation.

At the same time Po is calculated as follows:
Po= PF4.2+PF4.5 (TCO), where: 
PF4.2 - Sum of prices indicated by the Tenderer for the items specified in Form F4.2 "Price specifications"; 
PF4.5 (TCO) - Sum of items indicated in Form F4.5 “ Total Cost of Ownership”, namely Table 1 “ TCO summary”, rows- r.2 + r.7 + r.8

In case of arithmetical errors, the correction of the value of the tender shall be made only with the written consent of the Tenderer. In case the arithmetic error correction is not accepted by the Tenderer, the respective tender shall be rejected being considered non-compliant with the requirements.
Correction of arithmetic errors shall be performed, as applicable:
· in case of discrepancies between the unit price and total price (obtained by summing up the total unit prices), the unit prices shall be taken as reference, the total price being recalculated;
· in case of discrepancies between the amounts expressed in letters and those expressed in numbers, the amounts in letters shall be taken as reference, and those expressed in numbers shall be adjusted accordingly.

Evaluation of performance criteria (Sc) of tenders shall be carried out by allocating a number of points for each characteristic, depending on the technical and professional performance, both at entity and individual level (people assigned to the project) as well as on the quality of the submitted technical proposal, as indicated in the table below. The characteristics to be evaluated shall correspond to the qualification criteria presented in the tender document, unless indicated otherwise below:

	Performance criteria
	Maximum score 

	1. Tenderer’s offered solution *
	5,00

	1.1. Comparative advantages of the proposed licensing model
	2,00

	1.2. Reference portfolio (number of successful implementations for the offered solution, client reference list)
	2,00

	1.3. Evolution of the product (history of developments, the published feature roadmap) 
	1,00

	2. Tenderer’s response to the functional requirements *
	30,00

	2.1. Comparative advantages of the core functionality met natively by the solution
	15,00

	2.2. Compliance with the relevant standards and best practices:SWIFT MX ISO20022, SCT instant rulebook and other relevant standards
	8,00

	2.3. Comparative advantages for reporting component (number of default reports, creation of templates, creation of ad-hoc reports, data filtering in reports etc.)
	7,00

	3. Tenderer’s response to non-functional requirements *
	25,00

	3.1. Comparative advantages of the architectural characteristics and technological platform of the solution (new technologies, open modular architecture, platforms, interfaces for integration etc.)
	4,00

	3.2. Comparative advantages of the characteristics of administration and configuration of the solution (parameterization capabilities – creation of dynamic forms, workflows, automation of actions, management from a centralized console etc.)
	5,00

	3.3. Comparative advantages of the characteristics of flexibility (flexible changing capabilities, ways to integrate with third party systems etc.)
	5,00

	3.4. Comparative advantages of usability characteristics (web based interfaces, optimization of actions performed by users, visualization of optimized graphics, user space customization, templates, notifications etc.)
	4,00

	3.5. Comparative advantage of security features and resilience to system failures
	4,00

	3.6. Comparative advantages of features and tools that ensure easy management and maintenance of the solution (e.g. user administration of the roles and access rights, data archiving, diagnostic console etc.)
	3,00

	4. Tenderer’s response to implementation and post-implementation requirements *
	10,00

	4.1. Comparative advantages of project management approach, including management of change and risk (e.g. the use of a hybrid approach - waterfall and agile)
	4,00

	4.2. Comparative advantages of the approach related to implementation services
	3,00

	4.3. Comparative advantages for warranty post-implementation services (maintenance and support)
	3,00

	5. Evaluation of the Tenderer and of the project team **
	25,00

	5.1. Number of completed projects, performed by the Tenderer:
· more than or equal to 3 completed projects,
· 2 completed projects,
· 1 completed and 1 in progres

	7,00

7
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	5.2. Project team experience and expertise
	13,00

	5.3. Standards, certificates, membership of a relevant organization, Tenderer’s rating, Tenderer’s and project team references quality
	5,00

	6. Quality of the Technical proposal
	5,00

	6.1. The quality demo session
	2,00

	6.2. The quality of the technical proposal description
- more than 71% of responses are of good quality ***
- between 40%-70% of responses are of good quality ***
- less than 29% of responses are of good quality ***
	1,50
1,50
0,60
0,00

	6.3. Price structure (Assessment quantified based on form F4.3 Financial tender structure)
6.3.1. No. of man/hours, Total (estimated as the ratio between offered number of man-hours to the highest number of man-hours offered in the tender)
6.3.2. The share of implementation services in total price reported at the highest share (this being a reasonable one)
6.3.3. The distribution of price components on deliverables, tasks, resources. Their correlation quality 
	1,50


0,4



0,5


0,6



*The evaluation of requirements shall be performed on the basis of the results of responses given by the Tenderer in technical proposal in the response to the requirements indicated in Section 4. Specifications and Requirements.
**The evaluation will be carried out by reporting relevant quantitative data submitted by the Tenderer at the maximum value of these submitted by Tenderers in their tenders.
Total score of the evaluation of performance criteria for each Tenderer separately shall be calculated using the following formula: Sc =0,4 *(Σc), where:
Sc – total score of the evaluation of performance criteria;
Σc – sum of points gained from the evaluation of each performance criteria.
***The reply shall be considered qualitative if complies with the following criteria: The response has a high degree of detail and is described in a clear and easy to understand manner. Throughout the text, there are references made as to support documentation, or templates that provide adequate support in understanding how the requirements will be covered. They are not being used abstract and ambiguous in interpretation expressions. The answer is not confined to a too general or abstract expression (e.g., Yes, Ok, will be developed, etc.). There is a coherence and a logical link between different components, including other answers that relate to the same context.

The winning tender shall be estimated by summing the score for evaluation of performance criteria and financial evaluation score, by applying weights above, using the following formula: St =  Sf  + Sc  where: 
St  – total score of tender; 
Sf – score of financial proposal evaluation;
Sc – score of evaluation of performance criteria.

	


6. Award of the contract
	6.1.
	The evaluation criterion applied for the award of the contract will be:
	Evaluation criteria shall be applied: the most quality-cost ratio

	6.2.
	Amount of the Performance Guarantee (is determined as a percentage of the awarded contract price):
	5% - for implementation period of the solution
1% - for warranty period

	6.3.
	Performance guarantee of the contract:
	Forms of performance Guarantee a/b:

a. Performance Guarantee (issued by a commercial bank) in accordance with form F3.3.
For the Performance Guarantee of 5% of the total value of the contract related to the implementation period of the solution:Validity period of the performance guarantee will exceed by at least 30 business days the planned date of signing the Act of final acceptance of the solution at the end of project, including the accepted tolerances, in accordance with the Project Plan;
For Performance Guarantee of 1% of the total value of the contract related to the warranty period:Validity period of the performance guarantee will exceed by at least 30 business days the period between the date of signing the Final Acceptance Act and the end of the guarantee period for the IT solution.

b. The Performance guarantee by transfer to the contracting authority's account, according to the following bank details:

For EUR:
Beneficiary: National Bank of Moldova
Bank name: De Nederlandsche Bank, N.V.
IBAN: NL90FLOR0600126226
Banking account: FLORNL2A
For USD:
Beneficiary: National Bank of Moldova
Bank name: Federal Reserve Bank of New York
IBAN: 021087125
Banking account: FRNYUS33
For MDL:
Beneficiary: National Bank of Moldova
Fiscal code: 79592
Bank name: National Bank of Moldova
Fiscal code: 79592
IBAN: MD12NB000000000004914852
Banking account: NBMDMD2X

with note “For Performance Guarantee in the public tender no. ocds-b3wdp1-MD-1615975211331 of 17 June, 2021”

Note: Any commission applied for the transfer of the performance guarantee, charged by the intermediary banks will be borne by the tenderer. The tenderer will ensure the transfer of the full amount of the tender bond/performance bond to the NBM account

	6.4.
	Form of legal organization to be taken by the association of the group of economic operators to whom the contract has been awarded
	Not required

	6.5.
	Maximum number of days for signing and presenting the contract to the contracting authority:
	40 calendar days



The content of this Procurement Data Sheet is identical to the data of the procedure within the Automated Information System “STATE REGISTER OF PUBLIC PROCUREMENT”. The Procurement Working Group confirms the correctness of the content of the Procurement Data Sheet, for which it is responsible according to the legal provisions in force.


Head of the working group:      

Aureliu CINCILEI (signed electronically)                 
















































CHAPTER III
OFFER SUBMISSION FORMS
	
The following tables and forms will be completed by the tenderer and will be included in the offer.

	Form
	Name

	F3.1
	Offer form

	F3.2
	Offer guarantee 

	F3.3
	Performance Guarantee

	F3.4
	Statement of conformity of the submitted offer with its original

	F3.5
	Statement on the quality of participant in the procedure

	F3.6
	Association Agreement 

	F3.7
	Statement on the list of members of association and, where applicable, subcontractors and part / parts of the contract are fulfilled by them

	F3.8
	Recommendation letters

	F3.9
	Statement on the list of main similar goods delivered and services rendered in the last 5-7 years

	F3.10
	List of key experts proposed for contract implementation

	F3.11
	Curriculum Vitae

	F3.12
	Statement on availability of team members

	F3.13
	List of structural validation of tender

	F3.14
	Qualification requirements form

	F3.15
	Questionnaire for Customer

	F3.16
	Statement on the tenderer's disputes

	F3.17
	Declaration regarding the confirmation of the identity of the effective beneficiaries and their non-classification in the situation of conviction for the participation in activities of a criminal organization or group, for corruption, fraud and/or money laundering






Offer form (F3.1)

	[The tenderer will complete this form in accordance with the instructions below. Changes to the format of this form will not be allowed, as well as no substitutions will be accepted in its text.]

Date of submission of the offer: 	“___” _____________________ 20__
Procurement procedure No.: 	_______________________________________
Participation notice No.: 	______________________________
To:  	____________________________________________
[full name of the contracting authority]
________________________________________________________ declares that: 
[name of the tenderer]
a) They have been examined and there are no reservations regarding the award documents, including modifications no. ______________.
[enter the number and date of each modification, if any]
b) ____________________________________________________________ undertakes
[name of the tenderer]
to supply/provide, in accordance with the award documents and conditions stipulated in the technical and price specifications, the following goods _______________________ ________________________________________________________________________. 
[enter a brief description of the goods]
c) The total amount of the offer without VAT constitutes:
____
[enter the price per batches (where applicable) and the total offer in words and figures, indicating all the respective amounts and currencies]
d) The total amount of the offer with VAT constitutes:
_____
[enter the price per batches (where applicable) and the total offer in words and figures, indicating all the respective amounts and currencies]
e) This offer will remain valid for the period specified in the PDS3.8., starting with the deadline for submission of the offer, in accordance with the PDS4.2., the offer will remain mandatory and may be accepted at any time until the expiration of this period;
f) In case of acceptance of this offer, ____________________________________________ 
                          [name of the tenderer]
undertakes to obtain a Performance Guarantee in accordance with PDS6, for the proper execution of the public procurement contract.
g) We are not in any conflict of interests, in accordance with point, in accordance with Article 79 of Law no. 131 of 03.07.2015 on public procurement.
h) The signatory company, its affiliates or subsidiaries, including each partner or subcontractor that are part of the contract, have not been declared ineligible based on the provisions of the legislation in force or based on the regulations with impact on the field of public procurement.

Signed:________________________________________________ 		
[signature of the person authorized to sign the offer]

Name:_________________________________________________ 	
In the capacity of: ________________________________________ 
[official position of the person signing the offer form] 
Tenderer: _____________________________________________
Address: ________________________________________________
Date: ’’___” _____________________ 20__




Offer guarantee (F3.2)
	[The issuing bank will complete this bank guarantee form in accordance with the instructions below. The bank guarantee will be printed on the bank's letterhead, on special protected paper.]
	__________________________________________________________________
[Name of the bank and address of the issuing office or subsidiary]
Beneficiary: 	_______________________________________________________ 
[name and address of the contracting authority]
Date: “___” _____________________ 20__

OFFER GUARANTEE No._________________

_____ 	was informed that 
[Name of the bank]
_______ 	(hereinafter referred to as „Tenderer”)
[Name of the tenderer]
will submit the offer to you on “___” _____________________ 20__ (hereinafter referred to as "offer") for delivery / provision__________________________________________
[object of the procurement]
according to the participation notice no. ____________of “___” __________________ 20___.

At the request of the Tenderer, we, _______, hereby, 
[Name of the bank]
irrevocably undertake to pay you any amount or amounts that do not exceed the total amount of:
______________________ (_______________________________________________________)
	[amount in figures] 					([amount in words])
upon receipt by us of the first written request from you, accompanied by a declaration stating that the Tenderer violates one or more of his obligations regarding the terms of the offer, namely:
a) withdrew his offer during the period of validity of the offer or modified the offer after the expiration of the deadline for submission of offers; or
b) being notified by the contracting authority, during the period of validity of the offer, about the award of the contract: (i) fails or refuses to sign the contract form; or (ii) fails or refuses to provide a performance guarantee, if required under the terms of the tender, or has not performed any of the conditions specified in the award documents prior to the signing of the procurement contract.

This guarantee will expire if the tenderer becomes the successful tenderer, upon receipt by us of the copy of the contract award notice and following the issuance of the Performance Guarantee issued to you at the request of the Tenderer. 

This guarantee is valid until “___” __________________ 20___.

_________________________________________
[authorized signature of the bank]





Performance Guarantee (F3.3)

[The commercial bank, at the request of the successful tenderer, will complete this form on the letterhead, in accordance with the instructions below.]

Date: “___” __________________20___
Tender No .: ____________________________
Bank Office:_____________________________________
[enter the full name of the guarantor]
Beneficiary: 	________________________________________
[enter the full name of the contracting authority]


PERFORMANCE GUARANTEE
No. _______________


We, [enter the legal name and address of the bank], have been informed that the company [enter the full name of the Provider ] (hereinafter referred to as “ Provider ”) has been awarded the Public procurement contract for the provision of services ______________ [object of the procurement, describe the services] according to the invitation to tender no. ________from _________201__ [number and date of the tender] (hereinafter referred to as "Contract").

Therefore, we understand that the Provider must submit a Performance Guarantee in accordance with the provisions of the award documents.

At the request of the Provider, we hereby irrevocably undertake to pay you any amount (s) not exceeding [enter the amount (s) in figures and words] upon receipt of the first written request from you, by which you declare that the Provider does not fulfill one or more obligations under the Contract, without discussion or clarification and without the need to demonstrate or show the grounds or reasons for your request or for the amount indicated therein.

This Guarantee will expire no later than [enter the number] from [enter the month] [enter the year],and any request for payment related to it must be received by us at the office up to this date including.

[signatures of the authorized representatives of the bank and of the Provider]



Statement of conformity of the submitted offer with its original (F3.4)

Economic operator,
________________________
(name)

Undersigned .............................................. .........., legal representative / proxy of .................................. .................................................. (name / name and headquarters / address of the economic operator), as Tenderer in the procedure for awarding the public procurement contract having as object the purchase of the IT solution for instant payments (licenses, implementation services and guarantee services) organized by the National Bank of Moldova, declare on its own responsibility, under the sanction of exclusion from the award procedure and the sanctions applied to false statements, the following:

The offer submitted on behalf of the Tenderer (name ), through the SIA platform "RSAP / MTender", electronically signed is in accordance with the bid signed in handwriting and stamped by the authorized representatives of the members of the association.



Date: [DD.MM.YYYY]
(name and surname) ____________________, (signature and stamp), as legal representative / authorized to submit the offer for and on behalf of _______ ( name of economic operator).







[bookmark: _Toc378843958]STATEMENT ON THE QUALITY OF PARTICIPANT IN THE PROCEDURE (F3.5)

Economic operator,
________________________
       (name)

I, the undersigned ……….. (full name of the authorized person), authorized representative of ............................... (name of the economic operator), declare under sole responsibility, under the sanctions applied to false public documents, that in the procedure for the award of procurement contract for the purchase of______________________________________________________________________________________________________________________________________ organized by the National Bank of Moldova, I participate and submit the tender:
□ on my own behalf;
□ as an associate member in the association headed by: (name of the leader);
□ as subcontractor;
  (Please check the appropriate option.)
We confirm that we do not participate in this tender for the same contract in no any other form. 
(Only for members of the association) We confirm that the leader is authorized to require and receive instructions for and on behalf of each associate member, is responsible on its own and on behalf of the associate members for contract execution, that all association members are committed to stay together throughout the execution of the contract and that associate members will be responsible jointly to the Beneficiary for the implementation of the project, for the action or inactions of the leader or each associate member.
The undersigned declares that:
□ I am not a member of any group or network of economic operators;
□ I am a member of the group or network, which list with information is attached to this document.
(Please check the appropriate option.)
I also declare that the information provided is complete and correct in every detail and I understand that the contracting authority has the right to ask for any additional information for verification and confirmation of statements and documents accompanying the tender.
Date: [DD.MM.YYYY]
(name and surname)____________________, (signature and stamp), as __________________, __________________, duly authorized to sign the tender for and on behalf of _    _________________________________________________.
              (name of economic operator)



[bookmark: _Toc378843959]ASSOCIATION AGREEMENT (F3.6)
to participate in the procedure for award of procurement contract

Economic operator,
________________________
(name)


We, the signatories:  	_______________________
_______________________
associate to jointly execute the procurement contract for the purchase ______________________________________________________________________________________________________________________, of the National Bank of Moldova.
Contractual activities that will be carried out jointly:
1. ___________________________________
2.___________________________________
3. ___________________________________
To mention for each member of the association the activities that each member of them will provide. 

1. Conditions of management and leadership of the association:
Leader of the association _____________ undertakes the responsibility and receives instructions on behalf of the members of the association. 
Upon undertaking the responsibility, the leader of the association shall present to the contracting authority the ways in which it intends to assume the responsibility of the activity to be carried out jointly. The way in which the joint tender will be carried out with the contribution of each member of the association shall be presented to the contracting authority.
The members of the association will be jointly and severally liable to the Beneficiary for the implementation of the project, for the actions, inactions of the Leader or of each of the members of the association.
The leader shall ensure the management and implementation of the project in accordance with the contract provisions, local legislation and in accordance with the NBM instructions, with maxim professionalism, efficiency and applying the best practices in the field.
The leader shall have the final responsibility for the implementation of the project. 
2. Methods to share the results of carried out economic activities:
according to the share of participation of each party to the performance of the tasks agreed to be carried out jointly.
3. Reasons for termination of the association and the share-out of liquidation results: 
· termination of the association in case of denunciation of the association agreement by a member of the association. The denunciation of the association agreement made unilaterally by one of the partners may not be opposed to the Beneficiary and does not disengage the denouncer from its obligations undertaken in the tender. The denouncer shall remain committed and responsible to the Beneficiary until the assumed obligations are achieved effectively and in good faith.
· the results of liquidation shall be shared according to the participation share of each Party until the termination date of the association.
4. Physical, value and percentage share-out of procurement contract undertaken by each member of association for the implementation of the objective subject to tender: 
_______ % ___________________________
_______ % ___________________________
The members of the association guarantee to the Beneficiary that the disputes that may arise in connection with the obligations they have undertaken jointly through a joint tender will not affect in any way the execution in good faith of the obligations assumed.
Leader of the association:
______________________
Other provisions: __________________________________________________________
___________________________________________________________________ 
The leader of the association shall present to the Beneficiary the express and authentic authority under which it acts on behalf and for the members of the association. 
The authority shall include explicitly the powers that have been entrusted by the members of the association and shall include all specific responsibilities undertaken by the leader on behalf of the association to the contracting authority. In case of failure to present this authority, the association will not be able to prove the way in which it understands to act in order to carry out the joint tender, which shall be signed by each member of the association and properly undertaken. 

Date:					       	LEADER OF THE ASSOCIATION,
______________						__________________

                                         MEMBER OF THE ASSOCIATION,
    ___________________
This agreement of association is a reference model and shall be filled out according to the specific requirements of the object of the contract(s). The association shall maintain validity for a period at least equal to the time required to conduct procurement contract subject to this procedure.



[bookmark: _Toc378843960]STATEMENT ON THE LIST OF MEMBERS OF ASSOCIATION AND SUBCONTRACTORS AND THE AREAS OF RESPONSIBILITY TO BE AWARDED (F3.7)

Economic operator,
_______________________
    (name)
I, the undersigned,…………………………...(full name of the authorized person), authorized representative of................................... <name/name and surname and headquarter/address of the Tenderer>, declare under sole responsibility, under the sanctions applied to false public documents, that the data presented in the table below is true.
I declare that the information provided is complete and correct in every detail and I understand that the contracting authority has the right to ask for any additional information for verification and confirmation of statements and documents accompanying the tender.
Hereby, I authorize any institution, trading company, bank or other legal entity to provide information to authorized representatives of the National Bank of Moldova regarding any technical or financial aspect in connection with our activity.
	Legal entity name (associate member or subcontractor)
	
Activities from the contract
	Approximate value
	
% from the value of the contract 
	Address
	Associated agreement / subcontractor with specimen signature

	Leader of the association 

	
	
	
	
	
	

	Associate member 1

	
	
	
	
	
	

	Associate member 2

	
	
	
	
	
	

	Subcontractor 1

	
	
	
	
	
	


A list of activities and their corresponding value for each associate member and for which subcontractors are proposed shall be included in this table, together with names and addresses of proposed subcontractors.
 
Date: [DD.MM.YYYY]
(name)____________________, (signature and stamp), as __________________, duly authorized to sign the tender for and on behalf of _______________________ (name of economic operator).


RECOMMENDATION LETTER (F3.8)

[bookmark: _Toc320784932][bookmark: _Toc323821995]Beneficiary
(name and contact details)

Hereby, we certify that (name of Provider) provided to (name of Beneficiary) services (type of services), according to the contract signed on (date of signature).
The subject and the main objective of the contract were as following (to be indicated).
The total value of the rendered services was (to be indicated).
The period of the rendered services was (to be indicated).

This recommendation letter is a sample and shall be filled in according to the type of the contract. The recommendation letter may be presented in any other form, considering the required information stated above.




Beneficiary,

......................
(name and authorized signature) 

Contact person
Tel:
E-mail:

[bookmark: _Toc378843963]
STATEMENT ON THE LIST OF MAIN SIMILAR GOODS DELIVERED AND SERVICES RENDERED IN THE LAST 5-7 YEARS (F3.9)

Economic operator,
________________________
             (name)
I, the undersigned, authorized representative of ................................... <name/name and surname and headquarter/address of the Tenderer>, declare under sole responsibility, under the sanctions applied to false public documents, that the data presented in the table below is true. 
I declare that the information provided is complete and correct in every detail and I understand that the Beneficiary is entitled to ask any additional information for verification and confirmation of statements and documents accompanying the Tender.
Hereby, I authorize any institution, trading company, bank or other legal entity to provide information to authorized representatives of the National Bank of Moldova regarding any technical or financial aspect in connection with our activity.
LIST OF MAIN SERVICES RENDERED IN THE LAST 5-7 YEARS
	No.
	Number and object of the contract/ Type of services provided
	Purposes of providing services

	The role in the fulfilment of the contract (*)
	Share fulfilled by the Tenderer (%)
	Performance indicators of the project (measurable)
(***)
	Name, headquarter/address of the Beneficiary /Client/ website
	Period of contract 
(**)

	0
	1
	2
	3
	4
	5
	6
	7

	1
	
	
	
	
	
	
	

	2
	
	
	
	
	
	
	

	3
	
	
	
	
	
	
	

	4
	TOTAL
	
	
	-
	
	
	



Methods for managing applied knowledge:
Appendixes:
Copies of recommendations of the Beneficiary, according to F3.12.
Date: [DD/MM/YYYY]		
Economic operator,
......................
(name and authorized signature)
_____ 
 *) To specify the role of the Tenderer in the execution of contract, which may be: a single contractor or contractor leader (leader of the association), associated contractor, subcontractor. 
**) To specify the starting date and the initial (extended) date to finalize the contract. 
***) To specify the main measurable key performance indicators of the project, reflecting its major benefits. These are to be expressed in % or other quantitative indicators. There may be also included qualitative indicators.
[bookmark: _Toc378843964]
LIST OF KEY EXPERTS PROPOSED FOR CONTRACT IMPLEMENTATION (F3.10)


Economic operator,
__________________
(name)
	No.
	Name and surname
	Proposed role
	Work experience in the requested field
	Work experience in the organization
	Work experience in the banking area
	Work experience in the central banking area
	Languages

	1
	
	
	
	
	
	
	

	2
	
	
	
	
	
	
	

	3
	
	
	
	
	
	
	

	4
	
	
	
	
	
	
	

	5
	
	
	
	
	
	
	

	6
	
	
	
	
	
	
	




Please find attached to the statement the CVs of proposed staff proposed to execute the procurement contract and relevant documents to support each of the resume.
Date: [DD.MM.YYYY]				
Economic operator,……....………………………..
(name, authorized signature and stamp)



CURRICULUM VITAE (F3.11)

1. [bookmark: _Toc320784940][bookmark: _Toc329179757]Role proposed within the project:
1.  Name:
2.  Surname:
3.  Date of birth:
4.  Marital Status:
5. Education:
	Institution
(from – to)
	Degree and schooling level:

	
	

	
	



6. Foreign languages: to indicate the level of competence from 1 to 5 (1 – fluent; 2 – advanced; 3 – intermediate; 4 – elementary; 5 - beginning)
	Language
	Reading
	Speaking
	Writing

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


7.  Member of professional bodies/associations:
8.  Other abilities: (e.g. P.C., etc.)
9.  Current professional position:	
10.  Seniority at current work:
11.  Relevant qualifications for the project:
12.  Specific experience in projects (according to the criteria indicated in the Tender Document):
	Project Name/project beneficiary
	Main activities of the project
	From – to (DD/MM/YYYY)
	Responsibilities

	
	
	
	

	
	
	
	

	
	
	
	




13.  Professional experience
	From - to
	Location
	Economic operator
	Position
	Description of main responsibilities

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



14.  Other relevant information (e.g., Publications)
15.  Appendixes (copies of the diploma, certificates, references, etc.)



Name and signature. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 

Authorized signature of the representative of the tenderer: . . . . . . . . . . . . . . . . . . . . . 

Date (DD/MM/YYYY) . . . . . . . . . . . . . . . .



STATEMENT ON THE AVAILABILITY OF TEAM MEMBERS (F3.12)

during the contract of delivery of a software solution _______________________ (licenses, implementation services and warranty services), which make the object of the procurement procedure

Economic operator,
________________________
                (name)

I, the undersigned ............................................, legal representative/appointee of the .................................. (name and location/address of economic operator), as a Tenderer to the procedure of award of procurement contract for the procurement of instant payments software solution (licenses, implementation services and warranty services), organized by the National Bank of Moldova, declare under sole responsibility, under penalty of exclusion from the award procedure and the sanctions applied to false in statements, the following:
· team members will be available to ensure local presence in the Republic of Moldova during the project, when necessary; 
· team members will be insured until the end of provision of contract;
· in case there will appear the need to change a member of the team, this change shall be made after the coordination and written consent of the NBM;



Date: [DD.MM.YYYY]
(name)____________________, (signature and stamp), as __________________,
duly authorized to sign the tender for and on behalf of _________________________                                                           (name of economic operator)


[bookmark: _Toc378843967]

LIST OF STRUCTURAL VALIDATION OF TENDERER (F3.13)

1. Qualification documents
	No.
	Required information
	Tenderer Statement of conformity 
(Yes/No/N/A)
	Reference to page of tender
	Tenderer’s comments

	1. 
	Offer Form (F3.1)
	
	
	

	2. 
	Offer Guarantee (F3.2) 
	
	
	

	3. 
	Performance guarantee (F3.3) 
Note: This form is presented by the Tenderer only at the time of signing the contract.
	
	
	

	4. 
	Statement of conformity of the submitted offer with its original (F3.4)
	
	
	

	5. 
	Statement on the quality of participant in the procedure (F3.5)
	
	
	

	6. 
	Association Agreement (F3.6)
	
	
	

	7. 
	Letter of authority signed by the persons entitled to representation and signature of all associate members - appointing authority
	
	
	

	8. 
	Letter of authority from the person authorized to sign the tender on behalf of the Tenderer (to each associate member) / to engage the Tenderer in the procurement procedure
	
	
	

	9. 
	The express and authentic power of attorney of the Leader on the basis of which he acts in the name and for the associate members.
	
	
	

	10. 
	Statement on the list of members of association and, where applicable, of subcontractors and part / parts of the contract of fulfilment by them (F3.7)
	
	
	

	11. 
	Authorization for the area of activity and/or License of activity
	
	
	

	12. 
	Financial Reports or extracts from Balance sheet and Profit and loss account, or auditor’s reports for the last 3 years of activity (as of 31.12.2017, 31.12.2018 and 31.12.2019)
	
	
	

	13. 
	Recommendation letters from beneficiaries (F3.8)
	
	
	

	14. 
	Statement on the list of main similar goods delivered and services rendered in last 5-7 years (F3.9)
	
	
	

	15. 
	Relevant certificates attesting services / products quality (e.g., ISO 9001, 20000, 27000 etc.)
	
	
	

	16. 
	List of experts proposed for contract implementation (F3.10)
	
	
	

	17. 
	Curriculum vitae of key experts specified in the key experts list(F3.11)
	
	
	

	18. 
	Probative documents, issued by the employer / employers or beneficiaries with information on the specific experience of key experts
	
	
	

	19. 
	Statement on availability of team members (F3.12)
	
	
	

	20. 
	[bookmark: _Toc392180202][bookmark: _Toc449539090]Qualification requirements form (F3.14)
	
	
	

	21. 
	Questionnaire for provider/supplier (F3.15)
Note: This form is presented by the Tenderer only at the time of signing the contract.
	
	
	

	22. 
	Statement on the tenderer's disputes (F3.16)
	
	
	

	23. 
	Declaration regarding the confirmation of the identity of the effective beneficiaries and their non-classification in the situation of conviction for the participation in activities of a criminal organization or group, for corruption, fraud and/or money laundering (F3.17)
	
	
	

	24. 
	Proof of registration of the legal entity:
Extract from the State Register/ Ascertaining certificate issued by the competent trade register regarding the founders and the administrator
	
	
	

	25. 
	Certificate of bank account or other similar document that evidences a bank account
	
	
	

	26. 
	Certificate confirming the absence or existence of arrears from the national public budget
	
	
	

	27. 
	The European single procurement document (ESPD)
	
	
	

	28. 
	Technical specifications (F4.1)
	
	
	

	29. 
	Price specifications (F4.2)
	
	
	








2. Financial proposal (structure of costs)
	No.
	Required information 
	Tenderer Statement of conformity 
(Yes/No/N/A)
	Reference to page of tender 
	Tenderer’s comments

	a. 
	Financial proposal for implementation services (F4.3)
	
	
	

	b. 
	Total Cost of Ownership (TCO) (F4.5)
	
	
	



3. Technical proposal
	No.
	Required information 
	Tenderer Statement of conformity 
(Yes/No/N/A)
	Reference to page of tender 
	Tenderer’s comments

	a. 
	Tenderer’s understanding of the general objectives on implementation of the project and its perimeter (Chapter IV – Requirements (F4.4))
	
	
	

	b. 
	Executive summary – overview on the implementation project, including Tenderer’s opinion on difficulties/ pain points usually encountered in such complex implementations (Chapter IV – Requirements (F4.4))
	
	
	

	c. 
	Working hypotheses for the project in general and for each phase (Chapter IV – Requirements (F4.4))
	
	
	

	d. 
	Description of the proposed solution (functional and technical solution, technologies, description of models/components) (Chapter IV – Requirements (F4.4))
	
	
	

	e. 
	Links of the video recordings of the demonstration sessions (Chapter IV – Requirements (F4.4))
	
	
	

	f. 
	Description of working principles applied by the Tenderer during the project (Chapter IV – Requirements (F4.4))
	
	
	

	g. 
	Required additional software components and recommended hardware configuration (Chapter IV – Requirements (F4.4))
	
	
	

	h. 
	Proposal of number of licenses and the way the licensing policy will be enforced in the context of project requirements, including any type of additional licenses needed to use the proposed system (Chapter IV – Requirements (F4.4))
	
	
	

	i. 
	Implementation strategy: description of the approach, deliverables and methodology / standards for the implementation steps (Chapter IV – Requirements (F4.4))
	
	
	

	j. 
	Project organizational chart  (Chapter IV – Requirements (F4.4))
	
	
	

	k. 
	Approach to project management (including quality assurance and change management) (Chapter IV – Requirements (F4.4))
	
	
	

	l. 
	Project Management Plan(Chapter IV – Requirements (F4.4))
	
	
	

	m. 
	Description of the approach, deliverables and tools used for Project Management related activities (Chapter IV – Requirements (F4.4))
	
	
	

	n. 
	Description of the approach, deliverables and tools used for Analysis phase (Chapter IV – Requirements (F4.4))
	
	
	

	o. 
	Description of the approach, deliverables and tools used for Design phase (Chapter IV – Requirements (F4.4))
	
	
	

	p. 
	Description of the approach, deliverables and tools used for Implementation/Build phase (Chapter IV – Requirements (F4.4))
	
	
	

	q. 
	Description of the approach, deliverables and tools used for Testing phase (Chapter IV – Requirements (F4.4))
	
	
	

	r. 
	Description of the approach, deliverables and tools used for Training phase (Chapter IV – Requirements (F4.4))
	
	
	

	s. 
	Description of the approach, deliverables and tools used for Go live and Final Acceptance phases (Chapter IV – Requirements (F4.4))
	
	
	

	t. 
	Description of warranty services  (maintenance and support) and the way they comply with the NBM requirements (Chapter IV – Requirements (F4.4))
	
	
	

	u. 
	The proposed approach to the change management process  (Chapter IV – Requirements (F4.4))
	
	
	

	v. 
	Model of standard maintenance and support agreement (Chapter IV – Requirements (F4.4))
	
	
	

	w. 
	Model of standard licensing agreement (Chapter IV – Requirements (F4.4))
	
	
	

	x. 
	Model of product warranty agreement (Chapter IV – Requirements (F4.4))
	
	
	

	y. 
	The original version of project management plan (Chapter IV – Requirements (F4.4))
	
	
	



Note: The Tenderer may supplement the list above according to the structure of the tender submitted.

Date: __/__/_____
(name)____________________, (signature and stamp), as an assignee, duly authorized to sign the tender for and on behalf of the association _______________________ (name of economic operator)




QUESTIONNAIRE FOR CUSTOMER (F3.15)

1. Data on the Provider / Supplier ( legal entity / individual )
1.1 Full name / Name, surname____________________________________
1.2 Form of legal organization / - _______________________________________
1.3 Fiscal Code / IDNO _________________
1.4 Number and date of state registration /  politically exposed (Yes / No) ________________________
1.5 Headquarters and legal address / domicile address___________________________________
1.6 Phone number, fax, e-mail _______________________________________________
1.7 The person empowered to open and manage the account
      1.7.1 Name, surname ____________________________________________
      1.7.2 Date and place of birth, IDNP___________________________________
      1.7.3 Domicile address ____________________________________________
      1.7.4 Position held ___________________________________________
      1.7.5 Phone, fax, e-mail ___________________________________________
      1.7.6 Politically exposed (Yes / No) __________

2. Information on the nature of the business relationship with the NBM
2.1 Field of activity _______________________________________________________________________

2.2 Purpose and reason for initiating the business relationship / occasional transactions _______________________________________________________________________
______________________________________________________________________
2.3 Planned activities ______________________________________________________________________________________________________________

3. Declaration on the beneficial owner
3.1 The beneficial owner is the following person:
3.2 Data on the beneficial owner:
      3.2.1 Name, surname ___________________________________________
      3.2.2 Date and place of birth, IDNP________________________________
      3.2.3 Domicile address ___________________________________________
      3.2.4 Position held ____________________________________________
      3.2.5 Phone, fax, e-mail ____________________________________________
      3.2.6  Politically exposed (Yes / No) _________


Date_____/______/____________                                 Signature of provider / supplier ___________________________                                              __________________________ S.P.




         beneficial owner - individual who owns or controls in the last resort an individual or legal entity or beneficiary of an investment company or administrator of the investment company, or person in whose name an activity is carried out or a transaction is carried out and / or who holds, directly or indirectly, the right of ownership or control over at least 25% of the shares or the voting right of the legal person or over the assets under fiduciary administration;

STATEMENT ON THE TENDERER'S DISPUTES (F3.16)


Economic operator,
________________________
(name)

Undersigned .............................................. .........., legal representative / proxy of .................................. .................................................. (name / name and headquarters / address of the economic operator), declare on my own responsibility, under the sanctions applied to the act of forgery in public documents, that the data presented in the attached table are real:

a) Disputes in which the Tenderer has been involved during the last 5 years:

	Cause of dispute: 
	Result or sentence and amount involved:

	...
	...

	...
	...



b) Disputes in which the Bidder was / is involved, during the current fiscal year:

	Cause of dispute:
	The current situation of the process and the estimated impact on the financial situation of the Tenderer:

	...
	...

	...
	...



The information provided is complete and correct in every detail and I understand that the contracting authority has the right to request, for the purpose of verifying and confirming the declarations, situations and documents accompanying the tender, any additional information for the purpose of verifying the data in this declaration.


Date: [DD.MM.YYYY]
(name and surname) ____________________, (signature and stamp), as legal representative / authorized to submit the offer for and on behalf of _______ ( name of economic operator).






DECLARATION 
regarding the confirmation of the identity of the effective beneficiaries and their non-classification in the situation of conviction for the participation in activities of a criminal organization or group, for corruption, fraud and/or money laundering (F3.17)

The undersigned, __________________ authorized representative of _____________ (name of the economic operator) as bidder / associate bidder designated winner in the public procurement procedure no. _________________ from __ / __ / ___, declare on my own responsibility, under the sanctions applicable to the act of forgery in public documents, that the beneficiary / beneficiaries of the economic operator in the last 5 years have not been convicted by a final court decision for participating in the activities of a criminal organizations or groups, for corruption, fraud and / or money laundering.

	Name and surname of the beneficial owner
	IDNP of the beneficial owner

	
	

	
	

	
	




Date of completion: ____________________
Signed: ___________________________
Name surname: __________________________________
Function: ____________________________
Name of the economic operator ________________________
IDNO of the economic operator ___________________________





CHAPTER IV
TECHNICAL AND PRICE SPECIFICATIONS

When writing the tender and the response to the requirements of the contracting authority to the procurement subject, Tenderer will lead to the requirements stated in the specifications and requirements for technical and financial offer, listed below.

The following tables and forms will be completed by the tenderer and will be included in the offer. In case of a discrepancy or conflict with the text of CHAPTER I, the provisions of this CHAPTER will prevail over the provisions of CHAPTER I.

	Form
	Name 

	F4.1
	Technical specifications

	F4.2
	Price specifications

	F4.3
	Financial proposal (structure of costs)

	F4.4
	Specification and requirements

	F4.5
	Total cost of ownership (TCO)
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TECHNICAL SPECIFICATIONS (F4.1)
[This table will be completed by the Tenderer in columns  4, and by the Contracting Authority – in columns 1, 2, 3, 5]

	Tender number: ocds-b3wdp1-MD-1615975211331 of 17 June, 2021

	Tender name: The procurement of instant payments software solution (licenses, implementation services and warranty services)



	CPV Code
	Name of the goods/services
	Technical complete required specification
	Technical complete offered specification
	Standard reference

	1
	2
	3
	4
	5

	
	Goods
	
	
	

	Lot: The procurement of instant payments software solution (licenses, implementation services and warranty services)

	48422000-2
	Licenses for the software solution for an Instant payments system (IPS), including one year of standard support from the manufacturer
	According the detailed technical conditions described in Chapter IV - (Specification and requirements (F4.4))
 
	
	n/a

	72212422-3
	Implementation services for IPS
	
	
	n/a

	79633000-0
	Training services related to solution
	
	
	n/a

	72267000-4
	Warranty services (maintenance and support) for IPS. 
	
	
	n/a

	72212422-3
	300 man/hours for additional development and change requests.
	
	
	n/a



Signed: _______________ Name: _____________________ Position: ________________

Tenderer: _______________________ Address: _______________________


PRICE SPECIFICATIONS (F4.2)
[This table will be completed by the Tenderer in columns 5, 6, 7, 8, and by the Contracting Authority – in columns 1, 2, 3, 4,9,10]

	Tender number: ocds-b3wdp1-MD-1615975211331 of 17 June, 2021

	Tender name: The procurement of instant payments software solution (licenses, implementation services and warranty services)

	CPV Code
	Name of the goods/services
	Units
	Quantity
	Unit price (without VAT)
	Unit price (with VAT)
	Amount
(without VAT)
	Amount
(with VAT)
	Deadline for delivery
	Budget classification (IBAN)

	1
	2
	3
	4
	5
	6
	7
	8
	9
	10

	
	Goods
	
	
	
	
	
	
	
	

	Lot: The procurement of instant payments software solution (licenses, implementation services and warranty services)

	48422000-2
	Licenses for the software solution for an Instant payments system, including one year of standard support from the manufacturer
	license
	* Will be determined in the tender process
	
	
	
	
	Deadline for delivery: According to the needs of implementation, but recommended no earlier than finalization of design specifications and no later than final system acceptance. 
*The licenses and one year of standard support from the manufacturer will become active from the date of the final acceptance of the solution.
In case of activation of licenses until the date of acceptance of the solution, all costs imposed by the licensee during the implementation phase will be borne by the Tenderer.
Detailed technical conditions are described in the Chapter IV  - Specifications and requirements (F4.4).
	

	72212422-3
	Implementation services 
	service
	1
	
	
	
	
	Deadline for delivery: 
 - no more than 20 months (since the start of the project until the final acceptance of the solution);
Detailed technical conditions are described in Chapter IV - Specifications and requirements (F4.4)
Note: In order to ensure efficient implementation, the contracting authority reserves the right to postpone the launch phase (Go-live) for a period of up to 3 months.
	

	79633000-0
	Training services related to solution
	service
	1
	
	
	
	
	In accordance with detailed technical conditions that are described in Chapter IV - Specifications and requirements (F4.4)
	

	72267000-4
	Warranty services (maintenance and support) 
	month
	12
	
	
	
	
	In accordance with detailed technical conditions that are described in Chapter IV - Specifications and requirements (F4.4).
During 12 months from the date of final acceptance of the system
	

	72212422-3
	Man/hours for additional developments and change requests
	man-hours
	300
	
	
	
	
	Additional developments and change requests will be counted through man-hours work effort and will not exceed the volume of 300 hours and will be paid according to the actual volume requested.
	

	TOTAL
	
	
	
	
	



Signed: _______________ Name: _____________________ Position: ________________

Tenderer: _______________________ Address: _______________________

THE STRUCTURE OF THE FINANCIAL PROPOSAL (F4.3)
		
1. Table: Staff category cost 
[Staff category cost – it includes effort and fees for categories of staff in the team proposed by the tenderer, according to the grouping proposed. One category will necessarily be project management. Please indicate the categories of personal and effort / fees for each category, including the proportion of fieldwork (at the NBM headquarters). All amounts will be expressed in EUR / MDL / USD, depending on the currency of the bid submitted.]


	Staff category
	Estimated billable man-hours
	Estimated no. of man-hours of fieldwork at NBM
	Rate per man-hour (fee, EUR/ MDL/ USD)
	Total amount of cost (fee, EUR/ MDL/ USD)

	Ex. project manager, business analyst, etc.
	
	
	
	

	 
	
	
	
	

	 
	
	
	
	

	Total
	
	
	
	

	Note: 1 man-day = 8 man-hours

	
2. Table: Cost per task 
[Cost per task – it includes fees for categories of personnel and tasks from project (project phases as they are described by the tenderer – e.g. Analysis, Design etc.). It should be indicated for each category of staff and main tasks of the project the corresponding fees, respectively the proportion related to fieldwork (NBM headquarters). All amounts will be expressed in EUR / MDL / USD, depending on the currency of the bid submitted.]

	Task
	No. of man
hours, total
	No. of man hours of fieldwork, total per task

	Staff category
	Total amount (fees, EUR/MDL/USD)

	
	
	
	ex. Project Manager
	Business analyst
	Developer
	Instructor
	...
	

	
	
	
	man hours
	EUR/ MDL/ USD
	man hours
	EUR/ MDL/ USD
	man hours
	EUR/ MDL/ USD
	man hours
	EUR/ MDL/ USD
	man hours
	EUR/MDL/USD
	

	Ex. Elaboration of design specifications
	h
	h
	h
	0.00
	h
	0.00
	h
	0.00
	h
	0.00
	h
	0.00
	0.00

	Ex. Build
	h
	h
	h
	0.00
	h
	0.00
	h
	0.00
	h
	0.00
	h
	0.00
	0.00

	…
	h
	h
	h
	0.00
	h
	0.00
	h
	0.00
	h
	0.00
	h
	0.00
	0.00

	Total
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	0.00







Signed: _______________ Name: _____________________ Position: ________________

Tenderer: _______________________ Address: _______________________








TOTAL COST OF OWNERSHIP (TCO) (F4.5)
This Form shall be used by the Tenderer to respond to the requirements related to financial proposal as they are described in the specification from tender documents, intended for the description of the components Total cost of ownership (TCO).

The form is structured as follows:

Table 1: TCO summary - [table aggregating cost components, detailed in other tables below this form, including for a period of 5 years after the end of the warranty period (single and recurring costs).]

	No
	Name
	Period under contract
	Year 2
	Year 3
	Year 4
	Year 5
	Year 6
	TOTAL (EUR/ MDL/ USD)

	1
	Licenses for the software solution for an Instant payments system (IPS), including one year of standard support from the manufacturer 
	 
	n/a
	n/a
	n/a
	n/a
	n/a
	

	2
	Standard support from the manufacturer for licenses after warranty period
	n/a
	
	
	
	
	
	

	3
	Implementation services for IPS
	 
	n/a
	n/a
	n/a
	n/a
	n/a
	

	4
	Training services related to IPS
	
	n/a
	n/a
	n/a
	n/a
	n/a
	

	5
	Warranty services related to implementation of IPS
	
	n/a
	n/a
	n/a
	n/a
	n/a
	

	6
	Man Hours for additional development and change requests during the implementation and warranty period (300 man-hours)
	
	n/a
	n/a
	n/a
	n/a
	n/a
	

	7
	Post-warranty services for implementation services of IPS, after one year of standard support
	n/a
	 
	 
	 
	 
	 
	

	8
	Development services, based on change requests in estimated volume of 100 man / hours after the expiry of the warranty period
	n/a
	
	
	
	
	
	

	TOTAL COSTS
	
	
	
	
	
	
	





Table 2: Licenses of the IPS software solution 
[All licenses delivered will include in their cost one year of support and maintenance]

	Goods
	Q-ty
	Period
	Price per unit
	License price
	Support and maintenance
	Discount for licenses
	Discount for support and maintenance
	TOTAL LICENCES (EUR/MDL/USD)
	TOTAL SUPPORT AND MAINTENANCE
(EUR/MDL/USD)

	
	
	
	
	
	%
	EUR/ MDL/ USD
	%
	EUR/ MDL/ USD
	%
	EUR/ MDL/ USD
	
	

	1. Licenses for IPS*

	Licenses for the production environment 
	 
	 
	 
	 
	
	
	 
	 
	
	
	 
	

	[Please list the application/system module]
	
	 
	In case licensing per user applies
	In case licensing per module applies
	
	
	 
	 
	
	
	 
	

	Licenses for the testing environment
	 
	 
	 
	 
	
	
	 
	 
	
	
	 
	

	…
	 
	 
	 
	 
	
	
	 
	 
	
	
	 
	

	Licenses for the back-up environment
	
	
	
	
	
	
	
	
	
	
	
	

	....
	
	
	
	
	
	
	
	
	
	
	
	

	TOTAL
	
	 
	 
	0.00
	
	0.00
	 
	0.00
	
	0.00
	0.00
	0.00




Table 3: Implementation services and warranty servicess (for 12 months)
	Type of service
	% in total services
	Cost, EUR/MDL/USD

	I. Implementation services
	
	

	Analisys
	%
	

	Design
	%
	 

	Build (Installation and Configuration/Development) 
	%
	 

	…..
	%
	 

	II. Warranty services (12 months)
	
	 

	Warranty services (maintenance and support)
	%
	 

	III. Man hours for additional development and change requests during implementation and warranty period
	
	

	300 man hours
	%
	

	 
	Total 
	0.00




Table 4: Requirements towards infrastructural specifications
[Infrastructure specifications will be indicated for each lot separately.]

	a. Server configuration in accordance with proposed architecture

	Component
	Recommended
	Recommended quantity

	Name of required component
	The recommended model for component, features recommended
	The recommended quantity for the component (pcs.)

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 



	b. Specifications of licenses needed for the database management system and estimated costs

	Product Name
	Licensing model (per user, processor etc.)
	No of recommended licenses
	Estimated costs*
	

	Production environment
	 
	
	
	

	(Licenses for database) 
	 
	
	
	

	(Licenses for operation systems)
	
	
	
	

	Test environment
	 
	
	
	

	(Licenses for database) 
	 
	
	
	

	(Licenses for operation systems)
	
	
	
	

	Back-up environment
	 
	
	
	

	(Licenses for database) 
	 
	
	
	

	(Licenses for operation systems)
	
	
	
	



Table 5: Cost estimation regarding the licenses for the gateway solution (solutions, implemented on the side of IPS participants, that keep the account balances of end users and can authorize, on behalf of the participant, the debit/credit of end users accounts)

	Business Area
	Estimated additional costs to the solution license
	Estimated costs for the implementation services 
	Estimated additional costs for the support and maintenance
	Other costs if applicable (to be explained)
	TOTAL
(EUR)

	Gateway solution, implemented on the side of IPS participants
	
	
	
	
	

	TOTAL
	
	
	
	
	


Note: The information on licensing costs for the gateway solution is for information purposes only and is not taken into account in the financial evaluation.


Signed: _______________ Name: _____________________ Position: ________________

Tenderer: _______________________ Address: _______________________
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[bookmark: _Toc378844880]SPECIFICATIONS AND REQUIREMENTS (F4.4)
1. [bookmark: _Toc371007250][bookmark: _Toc379282464][bookmark: _Toc379293481][bookmark: _Toc378844881]TECHNICAL AND FINANCIAL TENDER REQUIREMENTS
1.1. [bookmark: _Toc371007251][bookmark: _Toc379282465][bookmark: _Toc379293482]General provisions
1.1.1. This chapter describes the requirements regarding the format and structure of the tender.
1.1.2. The Tenderer is required to get acquainted with all instructions, forms, conditions included in the present document. 
1.1.3. The offers shall be complete and sufficiently detailed to give the Beneficiary the opportunity to understand easily all aspects. The offers will include the sections described below, prepared in accordance with the requirements of the Tender documents.
1.2. [bookmark: _Toc371007252][bookmark: _Toc379282466][bookmark: _Toc379293483]The technical offer
1.2.1. The technical offer will comprise the following items, but without being limited to:
a. Tenderer’s understanding of the project objectives and his perspective on the manner they can be achieved, scope of work description, delimitation of out of scope items.
b. Executive summary – overview on the implementation project: timelines set for both stages of implementation, major phases, deliverables, limitations etc., including Tenderer’s opinion on difficulties/ pain points usually encountered in such complex implementations, and how the proposed approach and other measures can help for a smooth implementation. The bidder can propose several approaches (methodologies) to implement the solution with an argumentation indicating their advantages and disadvantages (e.g. Waterfall, Agile, or Hybrid approaches).
c. Working hypotheses for the project in general and for each stage, phase or aspect in particular as deemed necessary.
d. Proposed IPS solution: functional and technical architecture, technologies and modules description.
e. Proposed implementation strategy, included but not limited to: 
i. general approach,
ii. implementation: phases, milestones, duration, priorities,
iii. working hypotheses, 
iv. risk management,
v. licensing policy, 
vi. interoperability approach, etc. 
f. Description of approach, deliverables and methodology/ standards for the implementation (analysis, design, build, testing, go live, soak period, final acceptance). The Tenderer will provide sample of deliverables. Also, the Tenderer will describe: the objectives, the main activities and the specific instruments and tools to achieve them.
g. Answers to the tender requirements from F4.4, section 7-10. In this section the Tenderer shall include all technical and other relevant information that will meet all requirements described in the Section F4.4. The responses should be accompanied with properly supported evidence, probative documents, examples of deliverables, print screens, explanations, etc. In order to assure a complete understanding for the Tenderer and Beneficiary of requirements and responses, the Tenderer will:
i. Provide detailed answers to all requirements by adding and completing an additional column to the requirements tables (Section 7-10). Responses must provide relevant details on how the requirements are to be met. Generic responses such as: Yes, OK, Corresponds, etc. Will be considered as incomplete and will be evaluated accordingly);
ii. Provide additional information as requested in tables (Section 7-10) marked with italic text;
iii. Present examples of deliverables such as, but not limited to: system documentation, testing scenarios and scripts, migration manual, training plan, business requirements, functional specifications etc.
h. Description of training provided within the project. The Tenderer will describe the methodology and instruments used for training phase, the content of the training courses and will provide sample of deliverables. The Tenderer will provide the proposed curricula for each application module and for the power users (administrators, developers, etc.) training also. Beside curricula, Tenderer will mention the number of days planned for each training session. 
i. Description for the project management: 
i. Project organizational chart;
ii. Project management approach, including the approach for Quality Assurance and for Change Management.
iii. Project management plan[footnoteRef:1] covering at least the following initial items: project plan (phases, milestones, duration, responsibilities etc.), quality management plan, risk management plan, resources management plan, change management plan, communication plan. The management plan will also include in the annex of the project initiation documents, the registers of inherent risks, problems, delivery, communication, etc.; patterns of reports on weekly progress, for the end phases, of exceptional, closure phases of the project; Patterns of minutes of meeting, etc. [1:  Project Management Plan is part of the tender. The updated version will be attached to the signed contract. After the selection of the winner, the project management plan submitted in the tender can be updated and supplemented with an agreement of the contracting parties, but the basic elements such as steps, major phases, duration, etc. can not be changed if these can influence the factors of the tenders’ evaluation. 
] 

f) Examples of deliverables, other than mentioned above. 
g) Required additional software and recommended hardware configuration.
h) Proposed service level agreement (SLA).
i) Appendices:
i. Model of standard maintenance and support agreement 
ii. Model of standard licensing agreement  
iii. Model of Product warranty. 

1.3. Demonstration session 
1.3.1. As part of the tendering procedure, Tenderers are required to provide a demonstration concerning the system capabilities (TDS 3.10). 
1.3.2. The demonstration session should include a presentation as much detail as possible of the processes described in the Specifications – F4.4. of the solution to be offered. In this regard, the Bidder will include in the technical offer the access links of the video recordings of the demonstration sessions. Access to these links will be provided by the bidder by communicating to the contracting authority the login and password.
1.4. [bookmark: _Toc371007253][bookmark: _Toc379282467][bookmark: _Toc379293484]The financial offer and other costs
1.4.1. The format for the financial offer is Form F4.3. “The structure of financial offer”. The required information need to be filled in according to the categories in the template provided. This is a fixed price project; there should be no extensions or additional requests for price up-dates. 
1.4.2. The financial offer has to comprise the relevant working hypotheses that would ensure a good understanding by the Beneficiary regarding the formulated tender. 
1.4.3. It is required that the financial offer comprises within the fix budget (zero cost tolerance) a reserve of 300 man-hours for additional developments necessary to execute change requests required to meet any need to adapt the solution, based on a change management process proposed by the Tenderer.
1.4.4. The Tenderer must provide the information related to the Total Cost of Ownership (TCO) – Form F4.5. The required information needs to be filled in according to the categories in the provided template, and is for information purpose only, but participates in the financial evaluation (according to p. 5.3 of Chapter 2 of the tender documentation). TCO covers a period of 5 years following the warranty period of the IPS software solution. 
1.4.5. The Tenderer shall not increase the tariffs for maintenance and post-implementation support described in the TCO format for the entire period quoted, without possibility to update them depending on inflation or other factors.

2. [bookmark: _Toc378844885]OVERVIEW OF THE CURRENT ENVIRONMENT

2.1.  Overview of payment systems landscape in Moldova
Automated Interbank Payments System (AIPS) is the only interbank payment system in the country. The AIPS has two components: the Real Time Gross Settlement (RTGS) system for large-value and time-critical payments, and the Designated-time Net Settlement (DNS) system for low value (retail) payments. Both components operate in domestic currency – the Moldovan Leu (MDL). In 2019, the AIPS settled 13.6 million payments. The payments value reached MDL 1020 billion at the end of 2019. In 2019, the RTGS system accounted for about 9.8 percent of the total volume and 93.7 percent of the total value of transactions in the AIPS. The AIPS is owned and operated by the NBM. It started operations in 2006 and allows participants to transfer funds between themselves, on its own account or on behalf of clients, in real time on a safe and secure basis. Transactions are settled in the accounts of the participants that are maintained with the National Bank of Moldova. Only 11 commercial banks, the State Treasury within the Ministry of Finance (MOF), Tiraspol Settlement Centre, the Central securities depository (CSD), the Deposits guarantee fund and non-bank payment service providers (PSP) have access to AIPS. Of those, non-bank PSP have access only to DNS system. 
The cash leg of CSD  transactions (except OTC transactions) settle in the RTGS, as part of Automated Interbank Payment System.
The Designated-time Net Settlement (DNS) system is the clearing system for MDL- denominated credit transfers of low value. It settles two times a day multilateral net obligations of the participants in the RTGS system. Access to the DNS component of the AIPS is the same as the access to the RTGS component.
On March 27, 2020 the National Bank of Moldova (NBM) has approved the Concept related to the payment area development in the Republic of Moldova. According to this concept, there appeared a need to implement additional developments and improvements in the AIPS system:

· Logical splitting of AIPS into two separate components (RTGS and DNS). Allowing access for non-banking PSP only to the DNS component of AIPS requires the separated operational and liquidity risks management at the system`s level;
· Implementation and support of ISO 20022 MX messages, migration from MT to the MX message formats used for exchange of financial information;
· Implementation of a liquidity management mechanism used by the participants at the AIPS level;
· Implementation of any mechanisms for statistical analysis and control of transactions at the AIPS level.
The project for AIPS modernization is planned to be implemented during 2021-2022 period.





3. [bookmark: _Toc378844891]PROJECT IMPLEMENTATION OBJECTIVES AND SCOPE
3.1 The scope of the acquisition and implementation of an Instant payments system (IPS) is to provide clearing and instant settlement of retail payments, initiated by individuals, corporates and government. The IPS system shall become a cross platform, that offer interoperability for all PSP in the local market, by processing their payment messages originated from different channels: pc, mobile, acceptance network etc..
3.2 The implemented solution for the IPS shall meet the following main objectives:
a. The features of the IPS, the scheme organization as well as the legal framework should meet requirements as set out in SCT Instant Rulebook.
b. The IPS shall include such functionalities as central alias service (CAS) and request to pay (RTP). It would also have the capacity to provide new functionalities as payment markets develop.
c. The system would use modern, off-the-shelf and proven technology. The new software and hardware infrastructure will be operated and administrated by NBM , as well as integrated in the NBM environment to benefit from economies of scope.
d. The IPS shall have a close integration with RTGS system of AIPS, the latter being a funding source for all IPS payments.
e. The system would be able to offer flexible participation and provision of access rules (direct/indirect participation).
3.3 Services and products included in the scope of the Tender: 
a. Software licenses for IPS solution, which will meet the requirements from Chapter 4, F4.4., section 6 to 8;
b. Implementation services described in Chapter 4, F4.4., section 9;
c. Post implementation services, described in Chapter 4, F4.4., section 10.
3.4 The following elements are out of the Tender scope: 
a. organizational change management;
b. procurement of the infrastructure platform needed to run the IPS solution. 
3.5 The project location is NBM’s headquarters, 1 Grigore Vieru Avenue, Chisinau, Republic of Moldova. Implementation project activities will be conducted from NBM headquarters, with the exception of those that do not involve NBM team and can be performed remotely, also taking in consideration pandemic situation which could involve adjustment of some activities, without affecting the outcome.
4. [bookmark: _Toc379282475][bookmark: _Toc379293492]
REQUIREMENTS STRUCTURE
4.1 The requirements are structured based on their nature in the following chapters and sub-chapters/sections:
a. Functional requirements concerning the business needs of IPS system (Chapter 4 (F 4.4), Section 7). 
b. Non-functional requirements concerning the capacity of the system to be used, maintained and adjusted on time to meet the business requirements (Chapter 4 (F 4.4), Section 8). 
c. Implementation requirements concerning the phases and deliverables, implementation project management, services to be provided, data migration, etc. (Chapter 4 (F 4.4), Section 9).
d. Requirements for post-implementation and support services (Chapter 4 (F 4.4), Section 10). 
4.2 All requirements are classified as "Mandatory" and "Recommended". The tenderer must confirm compliance with all mandatory requirements, otherwise the offer is liable to disqualification. Compliance with the recommended requirements will be considered as an important advantage of the offer, which will be awarded additional points corresponding to the criterion to be assessed.
4.3 The tenderer should describe how each individual requirement is met in a way that allows the NBM to have a good understanding of the offer. The failure to offer a reasonable level of detail in the offer and / or when the NBM addresses the clarification questions, gives the NBM the right to disqualify the offer.
4.4 The tenderer must indicate other references in his offer regarding a particular requirement, if applicable (chapter, page, annex, etc.).
4.5 NBM has the right to disqualify the offer if the tenderer's response to the requirements is clearly proven erroneous. Questions for clarification and answers must precede such a disqualification decision.


5. THE UNDERLYING PRINCIPLES FOLLOWED IN THE PROJECT
Given the objectives set out in these Tender documents, the Tenderer, while preparing the technical tender shall present his perspective upon the following basic principles to be applied throughout the project:
5.1 [bookmark: _Toc378844895]Orientation to objectives – the implementation team, the tasks and the implementation services and deliverables to be performed under this tender, shall demonstrate a consistent orientation towards the achievement of primary objectives of IPS project indicated on item 3.2. and achievement of specific objectives of the project, stated in the same item. Within the technical tender, the Tenderer shall prove on all possible dimensions that the actions planned under the tender will ensure the successful achievement of the primary objective and specific objectives.
5.2 Commitment and Responsibility - the Tenderer shall assume full commitment and responsibility for the success of the project, up to his obligations.
5.3 Professionalism and competence - the Tenderer shall prove a high level of professionalism, competence and experience in the field. In order to support the required level of professionalism and competence in accordance with the requirements, the Tenderer should have permanent allocation capacity within the project of highly qualified specialists, as required, and if necessary, to attract specialists from different fields to cover any skills needed in achieving their objectives.
5.4 Quality – the term quality should be treated at its absolute value and responsibility. In this context, the Tenderer will follow within the technical tender to express upon their vision on the quality of each deliverable in part, as well as on implementation process as a whole.
5.5 Know-how –the Tenderer shall prove sufficient know-how to ensure successful achievement of objectives. Thus, the technical tender should include detailed descriptions of the principle approach in this project, to be described all the methodologies, techniques and tools used in performing the tasks set. The Tenderer should as well take into account and explain how it shall ensure the transfer of one part of this necessary know-how to the Beneficiary to understand and implement the set objectives.
5.6 Efficiency and Effectiveness - The Tenderer shall demonstrate a high level of efficiency and effectiveness of implementation services which is to be provided. Within the technical tender, the Tenderer shall submit the details of his vision related to the proving of the level of efficiency and effectiveness of rendered services, which will also refer to clearly established quantitative and qualitative indicators.
5.7 Flexibility - given the complex nature of the project, the Tenderer shall explain the degree of flexibility in allocating additional resources if necessary, which it can possibly take in an eventual contract.



6. [bookmark: _Toc379282478][bookmark: _Toc379293495]LICENSING REQUIREMENTS
6.1 The Tender must include in the Tender price, all costs related to IPS solution licenses.
6.2 Tenderer will describe the tendered licensing model, giving details on why the proposed model is best for IPS and will display a comparative chart of licensing models the Tenderer is usually tendering. 
6.3 Tenderer will issue the license according to the following scheme:
a. The licenses will be issued in the name of NBM;
b. The NBM will have the right upon its decision to initiate the transfer of license rights procedure without any additional costs imposed by the Vendor. 
6.4 All the provided licenses related to the solution will be perpetual, which will allow the Purchaser / Beneficiary to use the licensed software indefinitely.
6.5 The licenses for IPS shall be handed over to NBM on a hard copy support.
6.6 Tenderer will provide a break-down of the proposed licensing model (e.g. by modules, by user/group of users/server/processor – as applicable). 
6.7 Tenderer will provide the optimal licensing model considering a number of 30 registered participant, 15 administrative users from NBM and 200 users from participants, and the requirements regarding the performance and characteristics of resilience of the solution. Also, the license will cover all the specified types of interfaces specified in Chapter 8. The Tenderer will allow the subsequent extension of the number of licenses, under the price conditions specified in table 2 “Licenses of the IPS software solution”, the form (F4.5) “Total costs of the ownership (TCO)”, at the NBM request.
6.8 In the case of the volumetric licensing system, the solution should not refuse the initiation and execution of transactions in case of exceeding volumetric licensing. 
6.9 Any eventual request for additional information necessary to define the number of licenses will be sent by the Tenderer to NBM during the Q&A period. 
6.10 When calculating the number of licenses please also consider the following situations:
a. NBM will maintain the development and the test environments even after going into production, for development and testing purposes. The Tenderer will take into account such situation, and if additional licenses are needed, a separate line into TCO file will be included (Test Environment licenses) and associated costs will be shown.
b. For resilience and back-up purposes NBM intends to implement an active/ active node architecture geographically distributed. The Tenderer will take into account such situation, and if additional licenses are needed, a separate line into TCO file will be included (Back-up licenses) and associated costs will be shown. 
6.11 The software licenses will be delivered according to the implementation needs, but not earlier than the completion of the design specifications and no later than system acceptance phase. 
6.12 All delivered software licenses shall include the price for one year of support and maintenance, provided by the licenses manufacturer, which will start from the system acceptance date. In case of earlier activation of licenses, all the costs for support and maintenance services, provided by the licenses manufacturer during the implementation stage, will be supported by the Tenderer.
[bookmark: _Toc378844896]

7. FUNCTIONAL REQUIREMENTS
[bookmark: _Toc378844898][bookmark: _Toc378844897]This section sets out the requirements for the functionalities that the applicative solution should have. The IT system required in this procurement must meet the minimum functional requirements set out below.
It is expected that the requirements specified in this document could be met by off-the-shelf applications through parameterization and without extensive customization. The scope of this document is therefore limited to describing the user’s needs in such a way that they can be matched against the functionality of existing products. This document is not intended for use as a requirements specification for the development of a new system.
7.1. General functional Requirements
	Requirement ID
	Requirements
	Classification

	7.1.1. General requirements

	FR.1 
	The offered application should be an end-to-end solution that fully supports the entire lifecycle of instant payments processes, according with the best practices in the industry.
	Mandatory

	FR.2 
	IPS uses messages in line with the ISO20022 standard.
IPS uses the ISO20022 standard version which can be improved in the course of implementation. All the messages in the system will be in line with that standard, when possible. All the messages in the system are xml messages.
	Mandatory

	FR.3 
	IPS will carry out the technical validation of every received message, which must include at least: validation of existence of mandatory fields defined in the message format, and of optional fields used in one of the processes.
Additional business validation of messages has been established for every process.
	Mandatory

	FR.4 
	IPS will terminate the technical validation of a message as soon as the first validation error is encountered and send an appropriate rejection message to the Sender.
As the first validation error is encountered, IPS stops the processing and notifies the Sender thereof with a message. The message contains the code indicating the reason for rejection.
	Mandatory

	FR.5 
	IPS will receive only those messages from the Sender that have a digital signature. Only the messages specified as such in the technical documentation depart from this rule.
ACK and NACK messages are not considered messages in terms of this rule.
	Mandatory

	FR.6 
	IPS enables A2A interface to users.
IPS enables sending messages in A2A mode to users.
	Mandatory

	FR.7 
	IPS enables users to use web interface.
IPS allows users to perform monitoring and reconciliation of payments via web interface.
	Mandatory

	7.1.2. Liquidity

	f
FR.8 
	Every Participant in the system has at least one IPS account 
At least one IPS account is opened for every Participant in IPS regardless of whether they are a direct or an indirect participant. If a Participant has more than one account, the account is explicitly stated in the message, otherwise IPS will use the default account. If no default account has been defined, and a Participant has more than one IPS account, IPS will reject the transfer order by sending an appropriate error message.
	Mandatory

	FR.9 
	Every IPS account has an account structure, established by operating rules.
	Mandatory

	FR.10 
	Every IPS account can be uniquely identified by means of a BIC. IPS system uses 11-character BIC registered in SWIFT or a pseudo BIC assigned by the NBM in this format.
The BIC (or other unique identifier of a Participant similar to the BIC – pseudo BIC) attached to an account is unique in the IPS system.
	Mandatory

	FR.11 
	Every Direct Participant in the system has a special account opened in the NBM’s RTGS system.
A special account is opened for every Direct Participant in the RTGS system which is used for the execution of transfer orders in IPS or for liquidity transfer to/from RTGS, through integration with IPS.
	Mandatory

	FR.12 
	Every Indirect Participant in IPS has an open IPS account connected to exactly one RTGS account of the Direct Participant (settlement bank).

	Mandatory

	

	FR.13 
	Every IPS account is connected to exactly one RTGS account. An RTGS account may be connected to several IPS accounts 
A Direct Participant’s IPS account is connected to its RTGS account, an Indirect Participant’s IPS account is connected to the Direct Participant’s RTGS account.
	Mandatory

	FR.14 
	A participant’s IPS account limit is set by the Direct Participant to whose RTGS account that IPS account is connected.
The Direct Participant sets the limit for all IPS accounts connected to its RTGS account.
	Mandatory

	FR.15 
	IPS account limit setting is done by sending an appropriate message in the IPS system.
The Direct Participant sets the IPS account limit by sending an appropriate message, whose technical and business validity are checked by IPS.
	Mandatory

	FR.16 
	IPS will perform business validation of the limit setting message sent by a direct participant. Message processing will be disrupted and it will be rejected at the encounter of the first error.
IPS validates the inbound message and informs the direct participant of any errors that occurred in the course of business validation. Validations carried out are specified in more detail below. In addition to these validations, technical validations are also carried out.
	Mandatory

	FR.17 
	IPS will validate the authorisation of a direct participant to set the IPS account limit. The Direct Participant whose RTGS account is connected to the IPS account to which the limit is being set is the only one with the limit setting authorisation.
IPS validates the direct participant-sender’s BIC and checks if the RTGS account connected to the IPS account to which the limit is being set, corresponds to that BIC.
	Mandatory

	FR.18 
	IPS will check whether the new limit amount pushes the IPS account balance to below zero and will reject the limit setting message with an error message.
IPS will set a new limit amount on the IPS account only if the IPS account balance is not below zero.
	Mandatory

	FR.19 
	A Direct Participant may set limits to IPS accounts to which its RTGS account is connected without making sure to have coverage on the RTGS account for all defined limits.
IPS allows for the sum of limits on IPS accounts connected to the RTGS account to be higher than the amount of funds on that account since it is not possible to have a lack of liquid funds, as the RTGS account balance in IPS is also checked in the course of transfer order execution (see FR.65).
	Mandatory

	FR.20 
	IPS will notify the IPS account holder when the IPS account position reaches the configured parameter in the system (for example 90%) relative to the set limit.
IPS will also notify the Direct Participant whose RTGS account is connected to that IPS account of limit utilization.
	Mandatory

	

	FR.21 
	IPS will notify the Direct Participant when the RTGS account balance in IPS reaches the configured parameter (for example 80%).

IPS will notify the Direct Participant that the RTGS account balance in IPS has reached the configured parameter relative to the RTGS account balance in the RTGS system (for example 80%).
	Mandatory

	FR.22 
	A direct participant transfers funds to/from its RTGS account during a business day and operating hours of the RTGS system with a conditional message MT202 (MX message after SAPI modernization).
A direct participant must not breach the IPS operating rules regarding the RTGS account balance in IPS, when changing its RTGS account balance in the RTGS system. The message which breaches the IPS operating rules will be rejected in the RTGS system.
	Mandatory

	FR.23 
	IPS will update the RTGS account balance in the RTGS system several times during a business day and operating hours of the RTGS system, in predefined periods, so that it corresponds to the RTGS account balance in the IPS system at the moment of update. Update is mandatory at the beginning of an RTGS system business day (immediately following load balances – reading RTGS account balances from the previous business day of the system), and before the period determined for issuing statements of account at the end of the RTGS system business day.
The process may also be initiated by the operator upon request (for example in case of direct/indirect participant’s inability to settle their liabilities).
	Mandatory

	7.1.3 Reporting

	FR.24 
	IPS must enable Participants to view the balance of IPS accounts in A2A and U2A modes.

U2A and A2A (A Participant may check the balance in the IPS account on the screen or by an appropriate message).
	Mandatory

	FR.25 
	IPS must enable Direct Participants to view the balance of the RTGS account in IPS.

U2A and A2A
	Mandatory

	FR.26 
	IPS must provide all the queries necessary for monitoring the work in the system to Participants.

A2A.
	Mandatory

	FR.27 
	IPS will initiate report generation at the end of the RTGS system day or at the moment defined under the IPS operating rules or in line with the schedule previously requested by the Participant.
Statement of account turnover and Statement of account for all Participant accounts.
	Mandatory

	FR.28 
	IPS should provide generation of reports that contain data available since the last report up to the present moment.
	Mandatory

	FR.29 
	IPS will validate the authorisation of Participants to perform certain queries in line with account ownership in IPS.

The NBM has query authorisation for all accounts and all transactions in the system. A Direct Participant has query authorisation for all IPS accounts connected to its RTGS account.
	Mandatory

	

	7.1.4. Administrative functions

	FR.30 
	IPS is required to enable the NBM to connect direct and indirect participants in the system.

	Mandatory

	FR.31 
	IPS enables the NBM to block/unblock a Participant’s IPS account.

Separate blocking of credit and debit functions of an IPS account is required.
	Mandatory

	FR.32 
	IPS provides predefined tests for checking participants’ operation to the NBM.
Functionality needs to be provided that will enable validation of participants’ compliance with the requirements defined in SLA (originating from the operating rules).
	Mandatory

	FR.33 
	IPS should provide an appropriate graphic interface which will enable the NBM staff to configure IPS system parameters as a whole and individually.
	Mandatory

	FR.34 
	Change of direct participant for a given indirect participant.
The purpose of the change is to ensure business continuity for the indirect participant in the system in case it decides to change the direct participant.
	Mandatory

	FR.35 
	IPS is required to enable the NBM to create and delete direct and indirect participants in the system.
Only system participants with zero balance on the IPS account may be deleted from the system.
	Mandatory

	FR.36 
	An appropriate software solution (A2A) needs to be provided for the NBM as a system participant.
	Mandatory

	FR.37 
	IPS needs to enable the NBM to define the maximum period for retention of transaction data in the system.
	Mandatory


7.2. [bookmark: _Transfer_Order] Transfer Order
List of messages in processing of transfer orders:
	Message
	Description
	Message

	Transfer order
	Message for initiating the transfer of funds in IPS
	pacs.008 (DS-02 SCT Inst)

	Rejection of transfer orders
	Message IPS sends to the Payer in case of failure to process a transfer order due to validation error, rejection of a transfer order by the Payee, insufficient funds or timeout.
	pacs.008 (DS-03 SCT Inst)

	Payee’s response
	Message sent by the Payee to IPS on acceptance/rejection of a transfer order
	pacs.002

	Error message to the Payee
	Message notifying the Payee that the response has not arrived in due time or that the Payee’s response failed the validity check
	pacs.002

	Confirmation of transfer order execution
	Message sent by IPS to the Payer and Payee on transfer order execution (positive confirmation)
	pacs.002



List of processes related to execution of transfer orders
	Process code
	Description

	IPS.PMNT.01
	General conditions

	IPS.PMNT.02
	Business and technical validation of transfer orders; the transfer order has been rejected and the Payer informed thereof at the occurrence of the first error in the course of validation.

	IPS.PMNT.03
	Reservation of funds in the Payer’s account; if reservation is not possible, the transfer order is rejected and the Payer informed thereof with a rejection message.

	IPS.PMNT.04
	Forwarding a transfer order to the Payee

	IPS.PMNT.05
	Waiting for a reply by the Payee until a timeout occurs

	IPS.PMNT.06
	Technical and business validation of the Payee’s response; Payee’s response has been rejected and the Payee informed thereof at the occurrence of the first error in the course of validation; the decision whether the transfer order has been accepted or rejected.

	IPS.PMNT.07
	Un-reservation of funds in case of transfer order rejection

	IPS.PMNT.08
	Execution. Change of credit and debit account balance and informing Participants



	7.2.1. General conditions (IPS.PMNT.01)

	FR.38 
	IPS processes transfer orders following the principle "first-in-first-out" without prioritisation or reordering of received orders.
Participants are not able to influence IPS in order to process a specific transfer order by assigning a higher priority to it. However, bearing in mind the payment authorisation process, distributed architecture of the system solution, network responsiveness, which affect the processing of incoming transfer orders, participants cannot rely on those orders being processed in the same order they were sent in. 
	Mandatory

	FR.39 
	IPS will execute a transfer order immediately and will not queue or hold a transfer order for later processing. A transfer order with the execution date and time later than the reception date and time and standing order are an exception to this rule.
IPS does not queue a transfer order, but executes it immediately, transfer order is not held for later execution in case of insufficient funds or for some other reason. A transfer order with the execution date and time later than the reception date and time and standing order described in another customer request and configured at the system level are an exception to this rule.
	Mandatory

	FR.40 
	IPS will reserve funds from a transfer order in the Payer’s IPS account in order to ensure order execution.
Upon receipt of a transfer order from the Payer, IPS reserves funds on the Payer’s IPS account and debits or unreserves funds depending on whether the transfer order has been executed or rejected by the Payee or for some other reason (timeout). The procedure is necessary to ensure the execution of transfer orders.
	Mandatory

	FR.41 
	The Payer will specify the data source in the field (xx) of the transfer order created based on the data in the CAS.
The transfer order contains fields (flags) that serve to specify the data source for the payer and/or payee from the CAS.
	Mandatory

	FR.42 
	The Payer transfers the required reference data of the received bill in the fields (xx) in the transfer order created based on the data received in the bill – invoice payment process (BP).
The transfer order contains fields (flags) that serve to specify the data source for the payer and/or payee from the CAS.
	Mandatory

	FR.43 
	By sending a positive response to a transfer order created based on the data received in the bill – invoice payment process (BP) (which contains the required reference data of the received bill in the fields (xx)), the Payee confirms that transfer order elements (the Payee’s BBAN, the Payee’s BIC, the amount, ... ) are in compliance with the BP request.
Confirmation of elements from the bill – invoice in a transfer order.
	Mandatory

	7.2.2. Validation (IPS.PMNT.02)

	FR.44 
	IPS will perform business validation of a transfer order sent by the Payer. Transfer order processing will be terminated as soon as the first validation error is encountered and that order will be rejected with an appropriate message.
IPS validates a received transfer order and informs the Payer of any errors that occurred during business validation. More detailed business validations are specified below. In addition to these, technical validations are also carried out.
	Mandatory

	FR.45 
	IPS validates the authorisation of a Payer to deliver a transfer order based on the sent BIC (field AT-06 in DS-02 SCT Inst).
IPS validates the Payer’s transfer order in terms of validation of authorisation to debit the IPS account.
	Mandatory

	FR.46 
	For each transfer order, IPS will identify the IPS account for debiting and the RTGS account connected to that IPS account. IPS account identification will be derived from the Payer’s BIC (field AT-06 in DS-02 SCT Inst) and the currency of the transfer order.
The Payer’s BIC from the field AT-06 of dataset DS-02 SCT Inst is uniquely linked to the IPS account connected to exactly one RTGS account.
	Mandatory

	FR.47 
	For each transfer order, IPS will identify the IPS account that is credited and the RTGS account connected to that IPS account. Account identification will be derived from the Payee’s BIC (field AT-23 in DS-02 SCT Inst) and the currency of the transfer order.
The Payee’s BIC from the field AT-23 of dataset DS-02 SCT Inst is uniquely linked to the IPS account connected to exactly one RTGS account.
	Mandatory

	FR.48 
	For each transfer order, IPS checks whether the Payee is a system participant. The Payee’s BIC (field AT-23 in DS-02 SCT Inst) will be used for Payee’s identification.
IPS will reject every transfer order if it is determined that the Payee is not in the system or cannot be identified based on the transfer order.
	Mandatory

	FR.49 
	IPS will validate that the received transfer order was already forwarded, i.e. if it is a duplicate. The validation is conducted based on the Payer’s message in the time interval defined at the system level (for example: 30 days). The validation is conducted based on the Payer’s BIC (AT-06 in DS-02 SCT Inst) and reference (AT-43 in DS-02 SCT Inst). The time interval relates to the period in which executed transfer orders are kept in the system (for example, 30 days retention period).
The DS-02 dataset of the SCT Inst scheme defines two identification fields, of which the field AT-43 is filled by the Payer, but that identifier does not have to be unique at the system level because different Payers may use the same identifier. For that reason the uniqueness validation of the transfer order uses the combination of the BIC and message reference.
Rules of unique identification will be described in operational rules. It is assumed that a special field within ISO20022 (dedicated to unique transaction/message identification) will be used for this purpose. The best approach is to have lifetime unique identification of each transaction with incremental increase of this ID for each new transaction.
	Mandatory

	FR.50 
	IPS will not debit the blocked IPS account.
IPS will reject the transfer order if the IPS account that should be debited is blocked for debiting.
	Mandatory

	FR.51 
	IPS will not reduce the balance in the blocked IPS account.
IPS will not reduce the balance in the IPS account blocked for debiting. The transfer order will be rejected.
	Mandatory

	FR.52 
	IPS will not debit the IPS account if its RTGS account is blocked for debiting.
IPS will reject the transfer order if the RTGS account, connected to the IPS account that should be debited, is blocked for debiting.
	Mandatory

	FR.53 
	IPS will not credit the IPS account blocked for crediting.
IPS will reject the transfer order if the IPS account that should be credited is blocked for crediting.
	Mandatory

	FR.54 
	IPS will not increase the balance in the IPS account blocked for crediting.
IPS will not increase the balance in the IPS account blocked for crediting. The transfer order will be rejected.
	Mandatory

	FR.55 
	IPS will not credit the IPS account if its RTGS account is blocked for crediting.
IPS will reject the transfer order if the RTGS account, connected to the IPS account that should be credited, is blocked for crediting.
	Mandatory

	FR.56 
	IPS validates that the timestamp (field AT-50 in DS-02 SCT Inst) is later than the configuration parameter or earlier than another configuration parameter.
IPS has a time configurable window for which it accepts transfer orders in relation to the stated timestamp (AT-50 in DS-02 SCT Inst). For example, not earlier than 0.1 second and no later than 20 seconds, excluding transfer orders with a future date and standing orders (it is in SCT Inst timestamp).
All timestamps use the IPS system time as the reference time.
	Mandatory

	FR.57 
	IPS validates that the transfer order currency corresponds to the currency of the debit and credit accounts.
IPS executes the transfer order provided that the debit and credit accounts are in the same currency as the transfer order.
	Mandatory

	FR.58 
	IPS will validate dates of opening and closing of IPS debit and credit accounts from the transfer order in relation to the operating day of the system. It is validated that the operating day is later than the opening date and/or earlier than the closing date.
IPS rejects the transfer order if at least one of the accounts does not fulfil the stated requirement. For the purpose of business validation of a transfer order, IPS account is opened on the opening date and closed in the moment it is blocked due to licence revocation, which can happen before the actual closing date due to procedures prescribed by regulations.
	Mandatory

	FR.59 
	IPS will validate dates of opening and closing of RTGS accounts based on data from the transfer order in relation to the system operating day. It is validated that the operating day is later than the opening date and/or earlier than the closing date.
IPS rejects the transfer order if at least one of the RTGS accounts does not fulfil the stated requirement. An RTGS account is opened on the opening date and closed before the closing date, i.e. in the moment it is blocked due to licence revocation.
	Mandatory

	FR.60 
	IPS will validate that the amount from a transfer order is not greater than the configured amount for the currency of the transfer order.
The NBM Decision defines the maximum amount that can be executed in the payment system that is not systemically important. IPS needs to have the possibility to set that parameter at the system level. Besides, IPS could have such configuration that will allow the system participant to define its requests that are not larger than the ones in the system regarding the amount in the transfer order.
	Mandatory

	FR.61 
	IPS will validate that the transfer order has IBAN of the payer and payee – end customers.
Account numbers of the payers and payees – end customers are compulsory fields in the dataset DS-02 SCT Inst in the transfer order. IPS will only validate their presence, but not their content..
	Mandatory

	FR.62 
	IPS will notify the Payer in case the transfer order has an error by sending an order rejection message.
IPS will send the Payer information on the error which occurred during the transfer order validation. The error notification should be localised in terms of language.
	Mandatory

	7.2.3. Reservation of funds (IPS.PMNT.03)

	FR.63 
	IPS will reserve funds in the Payer’s IPS account after the validation of the transfer order. Reserved funds are not available for execution or reservation under other orders, return of funds or withdrawal of liquidity from the connected RTGS account.
IPS reserves funds after it has validated the transfer order so as to provide the execution of such order after it receives the Payee’s message on accepting the transfer order (the transfer cannot be rejected due to insufficient funds). If the Payee rejects the transfer order, IPS will cancel the reservation and reject the transfer order. Funds are also reserved in the connected RTGS account.
	Mandatory

	FR.64 
	IPS will reserve funds in a Payer’s IPS account and reduce the available funds (balance) in that account. Reserved funds are not available for execution or reservation under other orders, return of the funds or withdrawal of liquidity from the connected RTGS account.
IPS reserves funds after a successful validation of the transfer order so as to provide the execution of such order after it receives the Payee’s confirmation message (the transfer cannot be rejected due to insufficient funds). That lowers the balance in IPS account, as well as the RTGS account balance in IPS. If the Payee rejects the transfer order, IPS will cancel the reservation and reject the transfer order.
	Mandatory

	FR.65 
	IPS will reject the transfer order in case:
•	available funds in the Payer’s IPS account are less than the amount from the transfer order
•	RTGS account balance in IPS that is connected to the Payer’s IPS account is less than the amount from the transfer order.

No transfer orders will be executed if there are no available funds in IPS for the amount in that order. The transfer order can reduce available funds in IPS account to zero.
	Mandatory

	FR.66 
	IPS will notify the Payer in a message about rejecting the transfer order using a special error code, when it cannot reserve funds in the Payer’s IPS account or if there are no available funds in the balance of the connected RTGS account in IPS.
Rejection message should be localised in terms of language.
	Mandatory

	7.2.4. Transfer order forwarding (IPS.PMNT.04)

	FR.67 
	IPS will forward a transfer order to the Payee if it was successfully validated and reserved.
	Mandatory

	7.2.5. Payee’s response (IPS.PMNT.05)

	FR.68 
	The processing of a transfer order will continue after receiving a positive or negative response from the Payee or after the time foreseen for such response has expired, which is defined by the operating rules (it is configurable).
The transfer order is in standby mode in IPS until it receives a positive response (accepted order) or a negative one (rejected order) by the Payee or until the time has expired (timeout), which is defined by the operating rules for that response. The Payee sends its response in an appropriate message.
	Mandatory

	FR.69 
	IPS will reject a transfer order in case the configured time has expired and the Payee’s response was not received. Reference time for calculating timeout is the time set in the transfer order (field AT-50 in DS-02 SCT Inst).
When the time foreseen for the Payee’s response has expired, IPS rejects the transfer order. Waiting time is configured on IPS level and forms part of the IPS operating rules. In the SCT Inst scheme, the maximum waiting time is 20 seconds from timestamp from the transfer order.
The operating rules will clearly stipulate when an end-customer account can be credited by the Beneficiary institution taking into account the legal framework.
	Mandatory

	FR.70 
	For some Participants, IPS will credit the Payee’s IPS account without waiting for the Payee’s response. IPS allows the Operator to configure such a Participant in accordance with the operating rules and based on the functionalities described in section 7.9 “Participant unreachable function and pre-autorisation facility”.
	Mandatory

	FR.71 
	IPS will notify the Payee in an appropriate message in case of response timeout.
Message sent is in the defined format.
	Mandatory

	FR.72 
	IPS will notify the Payer in the message on rejecting a transfer order in case of Payee response timeout.
Message sent is in the defined format.
	Mandatory

	7.2.6. Validation of the Payee’s response (IPS.PMNT.06)
The Payee’s response is defined by the process of executing the transfer order. The Payee can accept or reject the transfer order

	FR.73 
	IPS will perform business validation of the Payee’s response. When the first error is detected, further processing of the Payee’s response will stop and the response will be rejected in an appropriate message.
IPS validates the Payee’s response and notifies it in case there is an error in business validation. More detailed business validations are specified below. In addition to these, technical validations are also carried out.
	Mandatory

	FR.74 
	IPS will validate that the Payee that sent the response is the Payee to which the transfer order was forwarded.
The Payee of the transfer order can be the only sender of the response. Validation is performed according to the BIC of the Payee from the original transfer order.
	Mandatory

	FR.75 
	IPS will pair the response message with pending transfer order using the Payee’s BIC (field AT-06 in DS-02 SCT Inst) of the forwarded transfer order and reference of that order (field AT-43 in DS-02 SCT Inst). If it cannot pair the mentioned data with the response, validation is cancelled.
IPS processes the Payee’s responses only for transfer orders that are forwarded to that Payee and are pending, i.e. for those transfer orders that did not get final status yet (executed or rejected). Since there are multiple participants in IPS, the Payee’s BIC is also used besides the transfer order reference in order to ensure uniqueness of identification of that transfer order.
	Mandatory

	FR.76 
	IPS will notify the Payee that sent the response about an existing error in an error message. The message will include the error code and localised error description in terms of language.
Besides notifying the Payee, IPS will notify the Payer that sent the transfer order that the order is rejected in a message about transfer order rejection. This message will be sent after reserved funds are released. The message is localised in terms of language.
	Mandatory

	FR.77 
	After validating the response, IPS will execute the transfer order or reject it depending on the response.
In case the Payee rejected the transfer order, reservation in the Payer’s IPS account will be released.
	Mandatory

	7.2.7. Release of funds (IPS.PMNT.07)

	FR.78 
	IPS will release funds in the Payer’s IPS account when it rejects the order that initiated that reservation. IPS will reduce the amount of reserved funds by the transfer order amount for which the reservation was made. The available amount in the IPS account will be increased by the same amount.
During transfer order execution, funds are reserved in the Payer’s IPS account as a guarantee that the order will be executed provided that the Payee’s response passes the validation and the Payee accepts the transfer order in its response. In case there is no execution (Payee’s response does not pass the validation, timeout expires or the Payee’s response is negative), the reserved funds should be released for other orders or for liquidity transfer.
	Mandatory

	FR.79 
	In releasing reserved funds in IPS account, IPS will also release funds in the connected RTGS account and increase the RTGS account balance in IPS by the transfer order amount for which the reservation was made
During transfer order execution, reserved funds reduce the RTGS account balance in IPS which guarantees that the order will be executed provided that the Payee’s response passes the validation and the Payee accepts the transfer order in its response. In case there is no execution (Payee’s response does not pass the validation, timeout expires or the Payee’s response is negative), the reserved funds should be released for other orders or for liquidity transfer.
	Mandatory

	FR.80 
	IPS will notify the Payer that sent the transfer order on releasing reserved funds in its IPS account, in a message on rejecting the transfer order. The rejection message should consist of the code that explains the reason for rejecting, or forward the code that the Payee forwarded in its response.
Unsuccessful validation, time expired for the Payee’s response or negative response of the Payee (for example, there is no such account of the end customer) can initiate the process of releasing reserved funds in IPS. In case the Payee rejects the order, IPS will forward the code from the negative response.
	

	7.2.8. Execution – settlement (IPS.PMNT.08)

	FR.81 
	IPS executes transfer orders individually, without netting, in gross amount.
IPS does not net amounts from the order considering the instant nature of the system.
	Mandatory

	FR.82 
	IPS will execute the transfer order through IPS account.
Execution is done by debiting and crediting appropriate IPS accounts.
	Mandatory

	FR.83 
	Executing a transfer order in IPS is done after successful validation of the Payee’s positive response.
The time of execution is written at the moment of execution on the date on which the transfer order was executed in IPS. The time of execution is according to the calendar date.
	Mandatory

	FR.84 
	IPS executes the transfer order in the full amount that was stated in that order.
If it is not possible to execute the transfer order in its full amount, it is rejected, orders are not executed partially.
	Mandatory

	FR.85 
	IPS uses reserved funds for the transfer order in IPS account that is debited.
IPS will execute the transfer order using reserved funds in IPS account that is debited for that transfer order and instantly approves those funds in IPS account that is credited (end customer – the payee can use these funds immediately after the Payee’s approval).
	Mandatory

	FR.86 
	IPS, by debiting/crediting the Payer’s/Payee’s IPS account reduces/increases the balance in their IPS accounts.
	Mandatory

	FR.87 
	IPS, by debiting/crediting the Payer’s/Payee’s IPS account reduces/increases the balance in RTGS accounts in IPS connected to those IPS accounts.
	Mandatory

	FR.88 
	IPS executes only transfer orders based on credit transfer. A transfer order can have a future date, but it can also be a standing order.
IPS accepts only transfer orders that debit the Payer’s IPS accounts. Any functionality that requires funds withdrawal is not a project subject in this phase (for example, transactions initiated by the Payee – direct debit).
	Recommended

	FR.89 
	IPS will notify the Payer and the Payee on a successfully executed transfer order by confirming the execution of that order.
The message is localized in terms of language.
	Mandatory

	FR.90 
	IPS will also notify the direct participant whose RTGS account is connected to the Payer’s / Payee’s IPS account (indirect participants) on successfully executed transfer order by forwarding copies of the original transfer order.
	Mandatory


7.3. Recalls
List of messages for processing recalls
	Message
	Description

	Recall
	Message sent by the Payer requesting a return of funds that were previously settled by the transfer order.

	Recall rejection
	Notification informing the Payer about an error in the recall message.

	Recall response
	Response to the recall (accepting or rejecting).

	Rejection of a recall response
	The message that notifies the response sender (Payee) that the recall response has an error or that it does not have enough funds (it is used only in cases when the payee sends pacs.004 – positive response).

	Recall response confirmation
	Message that notifies the Payee and the Payer that the recall has been settled successfully.


List of processes for processing recalls
	Process code
	Description

	IPS.RECALL.01
	Technical and business validation of the recall message

	IPS.RECALL.02
	Recall forwarding to the Payee

	IPS.RECALL.03
	Technical and business validation of the recall response message and notification of the Payer in case the recall response is negative.

	IPS.RECALL.04
	Processing a positive recall response and executing the return of funds.



	7.3.1. Validation of recalls (IPS.RECALL.01)

	FR.91 
	IPS will perform the business validation of recalls sent by the Payer. Validation will be cancelled and the recall rejected if IPS finds the first error.
In case the recall is rejected, the sender (Payer) will receive an appropriate message. In addition to these, technical validations are also carried out.
	Mandatory

	FR.92 
	IPS will validate the authorisation of the Payer to send the recall based on the BIC stated in the message (SCT Inst DS-02 field AT-06) of the transfer order that is part of the recall message (DS-05 SCT Inst).
The sender authorised to send recalls is at the same time the party which sent the original transfer order (Payer). IPS validates data from the original transfer order which is integral to the recall message. IPS validates the authorisation to send responses using reference data in the system.
	Mandatory

	FR.93 
	IPS will validate that the Recipient of the recall is available. The Recipient of the recall is the Payee from the original transfer order determined based on its BIC (dataset DS-02 SCT Inst field AT-23) as a part of the recall message (DS-05 SCT Inst).
IPS uses data from the copy of the original transfer order which is a part of the recall message in order to determine if IPS can reach the Recipient of the recall. IPS does not further validate data from the transfer order which form part of the recall message. For validation, IPS uses reference data in the system.
	Mandatory

	FR.94 
	IPS will check if the received transfer order has already been forwarded, that is, whether it is a duplicate. The check is performed based on the return of funds on a recall in the time interval defined at the system level (for example: 30 days). The check is performed based on the BIC of the Payee from the copy of the transfer order which was a part of the response to the executed recall and reference of the recall of the Payer from that response. The time interval relates to the period in which executed transfer orders are kept in the system (for example, 30 days).
Reference of the Payer does not have to be unique at the system level, so the Payee’s BIC and the Payer’s reference are used for uniqueness validation.
	Mandatory

	FR.95 
	IPS will reject the recall in case there is an error during validation and will notify the sender (Payer) of the recall in a recall rejection message. 
In case that the recall contains an error, the party that sent the recall is notified (Payer).
	Mandatory

	7.3.2. Forwarding of recalls (IPS.RECALL.02)

	FR.96 
	IPS will forward a valid recall to the Payee based on the Payee’s BIC (field AT-23 in DS-02 SCT Inst) in the recall (dataset DS-05 SCT Inst).
After the stated validations, IPS does not perform further processing, but only forwards the recall to the Payee.
	Mandatory

	7.3.3. Validation of recall responses (IPS.RECALL.03)

	FR.97 
	IPS will perform the business validation of the recall response sent by the Payee. When the first error is detected, further processing of the recall response will stop and it will be rejected with an appropriate message.
In case the recall response is rejected, the sender (Payee) will get an appropriate message. In addition to these, technical validations are also carried out.
	Mandatory

	FR.98 
	IPS will validate the sender’s (Payee’s) authorization to send the recall response.
The party authorized to send recall response is at the same time the party to which IPS has forwarded the recall. IPS uses data from the copy of the original transfer order which forms part of the recall response (if the Sender of the recall response is authorized to send the response). IPS validates the authorization to send responses using reference data in the system.
	Mandatory

	FR.99 
	IPS will validate that the Payer from the recall response is available.
IPS uses data from the copy of the original transfer order which forms part of the recall response (if the Payer that receives the recall response is available). For validation, IPS uses reference data in the system.
	Mandatory

	FR.100 
	IPS will validate that the recall response contains data on accepting or rejecting, in accordance with possible codes which are defined for recall responses (dataset DS-06 SCT Inst).
IPS processes accepting of recalls (the following requests in this part). If the recall response is negative (recall rejected), IPS forwards it to the Payer.
	Mandatory

	FR.101 
	In case the recall response is positive (recall is accepted), IPS will confirm that the response contains the Payer’s BIC and the Payee’s BIC within the transfer order (dataset DS-02 SCT Inst), which forms part of the message on accepting recall (dataset DS-06 SCT Inst).
Copy of the transfer order (DS-02 SCT Inst) will be a part of the accepted recall (dataset DS-06 SCT Inst).
	Mandatory

	FR.102 
	In case the recall response is positive, IPS will identify IPS accounts which it will use for executing the recall, based on the Payer’s BIC and the Payee’s BIC. IPS will also consider the account currency. The Payer’s BIC and the Payee’s BIC will exchange their roles in order to make a reversed cash flow.
Within the recall response message, there is a copy of the transfer order which contains the Payer’s and the Payee’s BICs (dataset DS-02 SCT Inst, which forms part of DS-06 SCT Inst). In order to return the funds, it is necessary to exchange the roles of stated participants.
	Mandatory

	FR.103 
	If the recall response is positive, IPS will check whether the credit account is blocked (the IPS account and connected RTGS account).
The account identified by IPS based on the BIC contained in the copy of the transfer order in a positive recall response may be blocked for crediting in the period between the processing of the original transfer order and processing of the response to the transfer order.
No recall for blocked accounts.
	Mandatory

	FR.104 
	If the recall response is positive, IPS will check whether the debit account is blocked (the IPS account and connected RTGS account).
The account identified by IPS based on the BIC contained in the copy of the transfer order in the positive response to the recall may be blocked for debiting in the period between the processing of the original transfer order and processing of the positive response to the transfer order.
No recall for blocked accounts.
	Mandatory

	FR.105 
	IPS will validate that the amount in the positive response to the recall does not exceed the amount configured for the currency of the transfer order, nor the amount of the original transfer order.
This request is identical to the request relating to the transfer order FR.60 in the retention period (e.g. 30 days).
	Mandatory

	FR.106 
	IPS will validate the dates of opening and closing of the accounts being debited and credited (the IPS account and connected RTGS account) in case of a positive recall response relative to the operating day of the system. It is validated that the operating day is later than the opening date and/or earlier than the closing date.
This request is identical to the requests relating to the transfer order FR.58 and FR.59
	Mandatory

	FR.107 
	The IPS will reject the recall response in case there is an error during validation and will notify the sender (Payee) by a recall response rejection message.
This message also contains the reason for rejection and is localized in terms of language.
	Mandatory

	FR.108 
	IPS will send to the Payer the Payee’s negative response to the recall that has been successfully validated.
IPS only notifies the Payer in case of a negative recall response. (The positive recall response is processed further).
	Mandatory

	7.3.4. Processing a positive recall response (IPS.RECALL.04)

	FR.109 
	IPS will use a positive recall response (accepted) to establish the appropriate elements for the transfer of funds from the Payee to the Payer.
In case of a positive recall response which has been fully validated, IPS automatically transfers the funds from the Payee to the Payer (in the amount stated in the positive response, without getting into the legal relationship between the Payer and the Payee, but not higher than the systemically configured amount for a transfer order).
	Mandatory

	FR.110 
	When transferring funds from the Payee to the Payer, IPS will use the recalled amount taken from the positive recall response (field AT-46 of dataset DS-06 SCT Inst).
The recalled amount is found in the mandatory field of the recall response (AT-46 dataset DS-06 SCT Inst). That amount cannot exceed the systemically configured amount for a transfer order).
	Mandatory

	FR.111 
	Requests already stated in the section for execution of transfer orders apply accordingly to transfer orders automatically generated by IPS during processing of a positive recall response, except in cases described below.
The recalled amount may differ from the amount in the original transfer order.
	Mandatory

	FR.112 
	IPS will reduce/increase the balance in the corresponding accounts (IPS and RTGS accounts) in relation to the recall.
	Mandatory

	FR.113 
	The IPS will reject positive recall responses due to insufficient funds in the following cases:
· the available funds in the Payee’s IPS account are lower than the amount of recall
· the balance in the RTGS account in IPS that is connected to the Payee’s IPS account is lower than the amount of recall
A positive recall response may reduce the available funds in accounts to zero.
	Mandatory

	FR.114 
	IPS will notify the Payee and Payer that the recall has been successfully executed by sending a confirmation of execution of that recall.

	Mandatory

	FR.115 
	IPS will notify the Payee (sender of the recall response) by sending a rejection message in case the execution did not occur (insufficient funds).
This message contains the reason for rejection.
	Mandatory

	FR.116 
	The IPS will notify the Direct Participant whose RTGS account is connected to the Payer’s/Payee’s IPS account (indirect participants) of the successful execution of recall by forwarding a copy of the Payee’s positive response to the recall request.
	Mandatory

	FR.117 
	IPS enables the configuration of the parameter concerning the number of days (e.g. 10) until which recalls may be sent for transfer orders whose date is later than the system date reduced by the configured number of days.
	Mandatory


7.4.  Transaction status validation (Investigation)
IPS enables the validation of the status of a transaction, which can be initiated by the Payer (the process is also a part of the SCT Inst scheme). Transaction status is the status of the execution of a transfer order.

List of messages for processing transaction status queries
	Message
	Description
	Message

	Query about the status of a transaction (transfer order)
	Message sent by the Payer requesting information about the current status of a sent transaction (transfer order).
	pacs.028

	Rejection of a transaction status query
	Message notifying (informing) the Payer about an error in the transaction status query.
	pacs.002

	Response to a transaction status query
	Message notifying the Payer about the status of a transaction containing the current status of that transaction.
	pacs.002



List of processes for processing recalls
	Process code
	Description

	IPS.IV.01
	Technical and business validation of a transaction status query.

	IPS.IV.02
	Response sent to the Payer.



	7.4.1. Validation of a transaction status query

	FR.118 
	The IPS should ensure that the Payer has the ability to validate the status of a previously sent transaction. Status validation will stop and query will be rejected on the occurrence of the first error in the query.
Message informing the Payer about unsuccessful query validation. In addition to these, technical validation is also carried out.
	Mandatory

	FR.119 
	The IPS will search for the transaction whose status is queried based on the data in the status enquiry message. If no matching transaction can be found, the status query is considered invalid.
Transaction status query message contains the Payer’s reference (field AT-43 of dataset DS-02 SCT Inst) and the timestamp of the transaction, which is used to find the transaction whose status is queried.
	Mandatory

	FR.120 
	IPS will ensure the availability of transactions (transfer orders) for status query for a configurable timeframe, which depends on the period for retention of transfer orders in the system.
IPS will provide data for the transaction status query for the period configured by the number of calendar days (e.g. 30), which is directly linked to the period for retention of transfer orders in the system, after which these data become unavailable. The above period may be changed in the operating rules, should the need arise.
	Mandatory

	FR.121 
	IPS will validate that the sender (Payer) is authorised to send that query based on the BIC from the transfer order whose status is requested. If this is not the case, the query will be rejected.
Only the Payer is authorised to send a transaction status query.
	Mandatory

	FR.122 
	IPS will notify the sender in case of an error occurring during the validation of the transaction status by sending a transaction status query rejection message.
	Mandatory

	7.4.2. Processing of transaction status query messages (IPS.IV.02)

	FR.123 
	IPS will respond to a status query by sending a transaction status message. This message will be a copy of the rejection message or a copy of the message on transfer order execution; these messages are sent to the Payer during the execution of a transfer order whose status is queried.

	Mandatory


7.5. Central alias service (IPS.CAS)
The central alias service (CAS) allows the Payer to obtain information required for creating a transfer order (the account number only, or other data required for identifying end customers of a payment service – customers) by using attributes such as the Biller’s ID, card number, mobile phone number, TIN, e-mail, etc.
For information necessary to identify end customers of payment services, the Payer submits a request for customer details in IPS using alias data. IPS will answer to the request by sending the mandatory data necessary for creating a transfer order. Participants in the system submit data on the customers with prior consent of end customers.
List of messages in CAS operation
	Message
	Description

	Request for customer details (using alias data)
	Message by which the Payer requests the data necessary to execute a transfer order (e.g. payer’s/payee’s account number).

	Message on an error in the request
	Message sent by IPS when it encounters a technical/business invalidity in a request for customer details

	Customer details (response to the request)
	Message sent by IPS with customer details necessary to execute a transfer order

	Request for recall of customer details
	Message recalling an entry in the CAS. With this message, the customer is deleted from the database and its details can no longer be obtained.

	Request for entry of customer details
	Message sent by a Participant in the system on behalf of its client, which assigns an alias and its content (key), which can be used to obtain details on that client necessary to create a transfer order. The alias is a symbolic sign of an attribute (for example: mobile phone number, tax identification number, email...). The same message is used to update data for existing CAS entries


List of processes
	Process code
	Description

	IPS.CAS.01
	Business and technical validation of a request for customer details

	IPS.CAS.02
	Sending of customer details (response to the request) or notification that the customer was not found

	IPS.CAS.03
	Processing of a Participant’s request for entry of customer details

	IPS.CAS.04
	Processing of a recall of customer details

	IPS.CAS.05
	Sending of a request for entry of customer details using batch files and their processing



	7.5.1. Technical and business validation of a request for customer details (IPS.CAS.01)

	FR.124 
	IPS will carry out business validation of a request for customer details sent by the Payer. On the occurrence of the first error, processing of a request for customer details will stop and the request will be rejected using the appropriate message.
IPS validates the received request for customer details and notifies the Payer in case of an error in business validation. More detailed business validations are specified below. In addition to these validations, technical validations are also carried out.
	Mandatory

	FR.125 
	IPS will validate that the request for customer details contains the alias configured in the IPS system, based on which customer details are requested.
IPS checks whether the alias in the field (??) of the message (??) is an alias configured in IPS. For example, the system can be configured so that an alias is: mobile phone number, tax identification number, email, etc. If the alias from the request for customer details is not configured, IPS will reject the request by sending an error message.
	Mandatory

	FR.126 
	For every request for customer details, IPS will validate customer existence in the CAS based on the alias and the content of the alias.
Based on the alias and the content of the alias (for example, the alias is the mobile phone number, and the content is 555-100), IPS will send a query to the CAS to validate that there is an entry corresponding to those attributes. If the appropriate entry is not found, the request is rejected by sending an error message.
	Mandatory

	FR.127 
	IPS will inform the Payer if an error has been detected during the processing of a request for customer details.
IPS will send to the Payer the notification of the error that occurred during the processing of a request for customer details. The error notification should be localised in terms of language.
	Mandatory

	7.5.2. Sending of customer details (IPS.CAS.02)

	FR.128 
	IPS will, at the request for customer details based on an alias and the content of the alias, deliver the elements necessary for creating a transfer order (BBAN, etc.).
IPS will send customer details to the Payer based on the alias and the content of the alias sent in the request. The message will contain the original identifier of the Payer’s request for customer details (BIC and message – request reference).
	Mandatory

	7.5.3. Processing of a Participant’s request for entry of customer details (IPS.CAS.03)

	FR.129 
	IPS will carry out business validation of a request for entry of customer details sent by the Participant. On the occurrence of the first error, processing of the request will stop and the request will be rejected. The Participant is obliged to submit all mandatory fields in line with the message format.
IPS validates the received request for entry of customer details and notifies the sender (Participant) in case of an error occurrence during business validation. Validations carried out are specified in more detail below. In addition to these validations, technical validations are also carried out.
Additional validations will be established based on the customer’s requests during the project.
	Mandatory

	FR.130 
	IPS will validate that the request for entry contains the alias configured in the IPS system, based on which entry of customer details is requested.
IPS checks whether the alias in the field (??) of the message (??) is an alias configured in IPS. For example, the system can be configured so that an alias is: mobile phone number, tax identification number, email, etc. If the alias from the request for entry of customer details is not configured, IPS will reject the request by sending an error message.
	Mandatory

	FR.131 
	For each request for entry of customer details, IPS will validate that the details concerning the customer’s account are in line with the Sender’s authorisation. The Sender may only send a request for entry pertaining to the customers that are its clients.
IPS determines the structure of customer accounts it maintains and validates that it corresponds to the elements of the message (account), based on the Sender’s BIC. If there is no correspondence, an error message is sent.
	Mandatory

	FR.132 
	For each request for entry of customer details, IPS will check whether the data for that alias and the content of that alias have already been entered and whether the entry of a new customer is required or data on an existing customer are updated (based on the flag from the message – field XX). IPS will reject a request for entry by sending an error message in the following cases:
· if an entry that already exists in the CAS is added,
· if an update of a customer not entered in the CAS is requested,
· if the sender is trying to update an entry it did not create.
Based on the alias and the content of the alias (for example, the alias is the mobile phone number, and the content is 79400072), IPS sends a query to the CAS to determine whether the entry exists and, based on the flag from the message, establishes whether the requested action is possible.
	Mandatory

	FR.133 
	IPS will notify the Sender (Participant) in case of an error in the processing of a request for entry of customer details, or that the entry was successfully entered in the CAS.
IPS will send to the Sender (Participant) the notification of the error that occurred during the processing of a request for entry of customer details. The error notification should be localised in terms of language.
If the entry is successful, IPS notifies the Participant thereof.
	Mandatory

	7.5.4. Processing of a recall of customer details (IPS.CAS.04)

	FR.134 
	IPS validates the received request for recall of customer details and notifies the Sender (Participant) in case of an error during business validation.
IPS validates the received request for recall of customer details and notifies the Sender (Participant) in case of an error during business validation. Validations carried out are specified in more detail below. In addition to these validations, technical validations are also carried out.
	Mandatory

	FR.135 
	For each request for recall of customer details, IPS will check whether the details concerning the customer were entered by that Sender. The Sender may recall customer details only if it created them. The system operator (administrator) may recall any customer details, regardless of who created them. Recalled customer details are deleted from the base.
IPS must not allow that customer details are changed by Participants that did not enter them, except for the system administrator in cases when the creator is unable to do so, when the creator refuses to do so at the customer’s request, and similar.
	Mandatory

	7.5.5. Data reading by batch processing (IPS.CAS.05)

	FR.136 
	IPS supports reading of files in one of the following formats: xml, csv, xls. The sender may send the file with details on customers which will be entered in the CAS. All the controls from the group (IPS.CAS.03) apply to the data in the file. The file must have a digital signature.
	Mandatory


7.6. Dispute Management Module (IPS.DM.01)
	FR.137 
	IPS has Dispute Management Module which allows Participants to initiate and resolve disputes after processing of transfer orders and recalls.
This module should enable:
· To initiate a dispute;
· To exchange with investigation requests and supporting information between concerned Participants;
· To close Dispute when resolved;
· To escalate dispute to System administrator in case of resolution is not achieved;
· To initiate Recall process if agreed between Participants;
· To provide Reporting on Disputes.
	Mandatory


7.7. Statistics, monitoring, reporting, alerts (IPS.SM.01)
	FR.138 
	IPS has an automated statistical collection during processing of transfer orders and recalls.
This module should enable:
· The module should perform automatic collection of data
· Updating the statistical data during the payment process
· The module should perform automatic analysis of data 
· Reporting based on collected statistical data for the defined template (since a list of records in this report can be very long, filtering restrictions can be applied)
· Online matching of Transfer Orders based on collected statistical data
· Alert mechanism of the System administrator (via report or User screen) or rejection of payment if this match has been detected.
	Mandatory

	FR.139 
	IPS provides monitoring facilities for Participants for unavailability schedules (announced by all Participants), current unavailability windows opened as well as sudden announcements
See requirements in section 7.9. “Participant “unreachable” function and pre-autorisation facility”
	Mandatory

	FR.140 
	IPS provides monitoring facilities for System Operator for unavailability schedules, current unavailability windows opened as well as sudden announcements
	Mandatory

	FR.141 
	IPS provides report for scheduled upcoming unavailability schedule 
	Mandatory

	FR.142 
	IPS provides historical report for unavailability start and finish activities (system-wise)
	Mandatory

	FR.143 
	IPS provides historical report for unavailability start and finish activities (Participant-wise)
	Mandatory

	FR.144 
	IPS issues alerts concerned Participants at pre-defined time before planned windows start and finish
	Mandatory

	FR.145 
	IPS issues alerts to Participants when unavailability windows start and finish
	Mandatory

	FR.146 
	IPS issues alerts to System Operator when unavailability windows start and finish
	Mandatory


7.8. [bookmark: _Toc378844937]Request To Pay and Payment Initiation Request (IPS.RTP)
List of messages in Request To Pay (RTP) and Payment Initiation Request (PIR) processing
	Message
	Description
	Message

	RTP initiated by Creditor
	Message for initiating the RTP by Creditor
	Pain.013

	Response on RTP
	Message for response on RTP initiated by Creditor
	Pain.014

	PIR by Third Party
	Message for initiating the RTP initiated by Third Party
	Pain.001

	Response on PIR 
	Message for initiating the RTP initiated by Third Party
	Pain.002


List of processes
	Process code
	Description

	IPS.RTP.01
	General conditions

	IPS.RTP.02
	RTP and PIR business process (validations)



	7.8.1. General conditions (IPS.RTP.01)

	FR.147 
	IPS processes Request to Pay received from Creditor, registers it and routes for Processing by Payer.
Payer may reject it or issue a transfer with a clear reference to Request to Pay. Payer may issue one transfer per each RTP. Multiple transfers for the same RTP are not allowed.
	Mandatory

	FR.148 
	IPS processes Payment initiation Request received from Third Party, registers it and routes for Processing by Payer.
Payer may reject it or issue a transfer with a clear reference to Payment initiation Request. Payer may issue one transfer per each PIR. Multiple transfers for the same PIR are not allowed.
	Mandatory

	FR.149 
	Payer shall issue transfer on RTP or PIR  within pre-defined timeout defined by processing rules.
IPS routes RTP or PIR immediately for Payer which shall process it and send transfer or rejection notice back to IPS. If a transfer order arrives after timeout expired it is rejected by the system. The system notifies Creditor that RTP or PIR has not been replied by Payer.
	Mandatory

	FR.150 
	RTP and PIR does not reserve and/or move any funds on Payer account.
Funds are reserved and/or moved only after transfer comes to the system and in case of transfer is successfully validated by the system.
	Mandatory

	FR.151 
	Transfer created on the basis of RTP or PIR must contain unique reference to initiating RTP or PIR.
If RTP or PIR reference is present in the transfer and RTP or PIR is not found then the transfer is rejected. Duplicated transfers created for the same RTP or PIR are rejected as well.
	Mandatory

	FR.152 
	The Payer will specify the data source in the field (xx) of the RTP created based on the data in the CAS.
The RTP order contains fields (flags) that serve to specify the data source for the payer and/or payee from the CAS.
	Mandatory

	FR.153 
	The Payee includes the required reference data of the received bill in the fields (xx) in the RTP created based on the data in the invoice payment process (BP).
RTP contains fields (flags) that serve to specify the data source for the payer and/or payee from the CAS.
	Mandatory

	FR.154 
	By sending a positive response to a transfer order created based on the data received in the RTP or PIR – invoice payment process (which contains the required reference data of the received invoice ), the Payee confirms that transfer order elements (the Payee’s BBAN, the Payee’s BIC, the amount, ... ) are in compliance with the BP request.
	Mandatory

	7.8.2. Validation (IPS.RTP.02)

	FR.155 
	IPS will perform business validation of a RTP or PIR sent by the Creditor or by Third Party. RTP and PIR processing will be terminated as soon as the first validation error is encountered and that order will be rejected with an appropriate message.
IPS validates a received RTP/PIR and informs the Sender of any errors that occurred during business validation. More detailed business validations are specified below. In addition to these, technical validations are also carried out.
	Mandatory

	FR.156 
	IPS validates the authorisation of a Sender to deliver a transfer order based on the sent BIC.
IPS validates the Creditor or Third Party in terms of validation of authorisation to issue RTP or PIR.
	Mandatory

	FR.157 
	For each transfer order, IPS will identify the IPS account for debiting Party. IPS account identification will be derived from the Payer’s BIC and the currency of RTP/PIR.
The Payer’s BIC from the RTP/PIR is uniquely linked to the IPS account.
	Mandatory

	FR.158 
	For each transfer order, IPS will identify the IPS account for crediting Party. IPS account identification will be derived from the Payee’s BIC and the currency of RTP/PIR.
The Payee’s BIC from the RTP/PIR is uniquely linked to the IPS account.
	Mandatory

	FR.159 
	For each transfer order, IPS checks whether the Payer and Payee is a system participant. The Payer’s and Payee’s BICs will be used for Payer’s and Payee’s identification.
IPS will reject every transfer order if it is determined that the Payer or Payee is not in the system or cannot be identified based on the RTP/PIR.
	Mandatory

	FR.160 
	IPS validates that the RTP/PIR currency corresponds to the currency of the debit and credit accounts.
IPS routes RTP/PIR to Payer provided that the debit and credit accounts are in the same currency as the transfer order.
	Mandatory

	FR.161 
	IPS will validate that attributes of a transfer order created on the basis of RTP/PIR correspond to RTP/PIR.
IPS will validate that attributes of a transfer order created on the basis of RTP/PIR correspond to RTP/PIR.
	Mandatory

	FR.162 
	IPS will validate that the transfer order has correct syntax of account numbers of the Payer and Payee – end customers.
Account numbers of the payers and payees – end customers are compulsory fields in RTP/PIR. IPS will only validate their presence and syntax, but not their content.
	Mandatory

	FR.163 
	IPS will notify the Sender in case the RTP/PIR has an error by sending an RTP/PIR rejection message.
IPS will send the Sender information on the error which occurred during the RTP/PIR validation.
	Mandatory

	FR.164 
	IPS will notify the Sender in case the RTP/PIR has been rejected by Payer by sending an RTP/PIR rejection message.
IPS will send the Sender information on the rejection of RTP/PIR by Payer.
	Mandatory

	FR.165 
	For some Participants, IPS will debit the Payer’s IPS account without waiting for the Payer’s response. IPS allows the Operator to configure such a Participant in accordance with the operating rules and based on functionalities described in section 7.9 “Participant unreachable function and pre-autorisation facility”.
	Mandatory


7.9. Participant “unreachable” function and pre-autorisation facility
Given the required 360/7/24 availability for the participants in IPS system, a mechanism to deal with planned and unexpected “participant out of reach” situations is needed.
Functionalities described in this section are intended to allow:
i. Scheduled maintenance window (planned “unreachability”) management (announce/delete) by Participants;
ii. Scheduled maintenance window (planned “unreachability”) management by IPS Operator;
iii. Start/finish management of scheduled and unexpected “unreachability” window by Participants;
iv. Start/finish of scheduled and unexpected “unreachability” window by IPS Operator;
v. To provide monitoring facilities for Participants for “unreachability” schedules (announced by all Participants), current “unreachability” windows opened as well as unexpected announcements via existing monitoring workstations;
vi. To provide monitoring facilities for IPS Operator for “unreachability” schedules, current “unreachability” windows opened as well as unexpected announcements via existing monitoring workstations;
vii. To issue alerts to Participants and IPS Operator when “unreachability” windows start and finish;
viii. To implement automated pre-authorisation service functions to allow pre-authorization of certain payments (on predefined criteria) for some pre-defined types of payments, or during “unreachability” window, or in case of RTP/Transfer order timeout event.
To achieve this goal, the following functions shall be implemented in the IPS system:
i. “unreachability” window registration and management in IPS system
ii. implementation of automated pre-authorisation service as a separate module.
Interconection with other IPS scheme processes:
i. RTP and Transfer order payment processing shall be modified in case of “unreachability”window is opened for concerned Participant;
ii. RTP and Transfer order payment processing shall be modified in case of timeout event occurred during RTP or Transfer oreder payment processing.
List of processes for “unreachability” window 
	Process code
	Description

	IPS.OUT.01
	In case of scheduled unreachabilty, Business process starts from registration of future unreachability event (window) in the IPS

	IPS.OUT.02
	At predefined time interval before planned time, IPS (optionally) issues a system event notification to “unreachable” Participant that unreachability shall be started soon

	IPS.OUT.03
	Participant shall initiate (start) unreachability window at time when unreachability starts and finish it at time when unreachability finishes. IPS doesn’t start/finish unreachability window automatically. IPS system records actual window start and finish time in the IPS database. In case Participant requests for “unexpected” unreachabily, IPS system registers unreachability window and immediately starts it. As for IPS system doesn’t finish this window automatically and Participant shall perform this operation. Participant shall announce planned unreachability finish time even for unexpected unreachability windows  

	IPS.OUT.04
	When RTP or Transfer order payments arrives, the system verifies if the unreachability is started for the Participant and process RTP/TO payment accordingly. 
In case of pre-authorisation module is used, then a request is sent to this module. RTP pre-authorization criteria are applied for Debiting Participants, i.e. the module generates a payment on behalf of Debiting Participant. Transfer order payment pre-authorization criteria are applied for Crediting Participants, i.e. the module generates a payment authorization on behalf of Crediting Participant. In case of module is not used then RTP or payment are simply rejected with an appropriate rejection reason


List of processes for automated pre-authorisation:
	Process code
	Description

	IPS.AUTH.01
	Business process assumes that Participants register in advance pre-authorization criteria for RTP and Transfer order payments. IPS system consults if payment can processed without authorization by concerned Participant based on these predefined criteria (at any time, or during unavailability window, or in case of RTP/Payment timeout event). These criteria include:
· Sender
· Receiver
· Individual amount
· Aggregated amount (daily)
· Type of instrument
· Transaction Purpose (if available).




The overall business process is presented at the diagram below:
[image: P:\Users\AVC6\Pictures\Screenshots\IPS flowchart.PNG]
	7.9.1. Unavailability schedule management (IPS.OUT.01)

	FR.166 
	IPS allows Participant to announce scheduled maintenance window (“planned unavailability”) 
Participant shall be available to do it via API call. 
Planned window contains following attributes (at least):
· Unavailability type (planned/sudden)
· Unavailability reason (system dictionary)
· Planned (scheduled) unavailability start time
· Planned (scheduled) unavailability finish time
· Narration data with description
· Audit information
· Pre-authorization conditions in pre-authorization module.

	Mandatory

	FR.167 
	IPS allows System Operator to announce scheduled maintenance window on behalf of Participant
System Operator shall be available to do it via DBO workstation
	Mandatory

	FR.168 
	IPS allows Participant to manage unavailability schedule (delete scheduled maintenance window announced earlier) 
Participant shall be available to do it via API call
	Mandatory

	FR.169 
	IPS allows System Operator to manage unavailability schedule (delete scheduled maintenance window announced earlier) on behalf of Participant 
System Operator shall be available to do it via DBO workstation
	Mandatory

	7.9.2. Unavailability window start and finish announcement (IPS.OUT.03)

	FR.170 
	Participant initiates unavailability window start for scheduled maintenance window
Participant shall be available to do it via API call
	Mandatory

	FR.171 
	System Operator initiates on behalf of Participant the unavailability window start for scheduled maintenance window
System Operator shall be available to do it via DBO workstation
	Mandatory

	FR.172 
	Participant announces and starts unplanned maintenance window and its start in case of sudden technical issues
Participant shall be available to do it via API call
	Mandatory

	FR.173 
	System Operator announces and starts on behalf of Participant the unplanned maintenance window in case of sudden technical issues 
System Operator shall be available to do it via DBO workstation
	Mandatory

	FR.174 
	Participant finishes unavailability window (announced earlier)
Participant shall be available to do it via API call
	Mandatory

	FR.175 
	System Operator finishes on behalf of Participant the unavailability window (announced earlier) by Participant 
System Operator shall be available to do it via DBO workstation
	Mandatory

	7.9.3. Pre-authorization service  (IPS.AUTH.01)

	FR.176 
	To allow Participant to configure (add/modify/suspend/delete) “pre-authorization” profiles for Payments and RTP requests under normal conditions
	Mandatory

	FR.177 
	To allow Participant to configure (add/modify/suspend/delete) “pre-authorization” profiles for Payments and RTP requests during the time when “unavailability window” is opened
	Mandatory

	FR.178 
	To allow Participant to configure (add/modify/suspend/delete) “pre-authorization” profiles for Payments and RTP requests for timeout events (if response for RTP or Payment didn’t come in pre-defined timeout)
	Mandatory

	FR.179 
	To allow System Operator to monitor “pre-authorization” profiles defined by Participants
	Mandatory


7.10. Billing
	FR.180 
	The IPS must contain a framework with possibility to define fees for services provided by the IPS, including but not limited to the following fee types:
· transaction fee (by type of transaction)
· fee for registration of participants
· monthly/yearly fee
· penalties
· possibility to define fees for “unavailability window” management functions (announce/delete/start/finish). 
· possibility to define fees for pre-authorization services (for timeout / unavailability window)

	Mandatory






8. NON-FUNCTIONAL REQUIREMENTS
[bookmark: _Toc378844968]Non-functional specifications establish requirements not directly related to the functionality provided by the solution sought, but determine its ability to be used, maintained and adjusted to business needs over time. The tendered solution in this procurement, shall meet the non-functional requirements set below.
8.1. Requirements
	Req. ID
	Requirements
	Classification

	1. Requirements for the main characteristics of the solution

	NF. 1 
	The architecture of the solution shall be aligned to best practices and standards to meet the highest criteria for integrity, compatibility, performance and reliability.
	Mandatory

	NF. 2 
	The solution will have an open and modular architecture, which will allow easy implementation and integration with different systems.
	Mandatory

	NF. 3 
	The technological architecture of the application must have a high level of resistance to failures, and should not contain single points of failure (SPOF).
	Mandatory

	NF. 4 
	The IPS system must provide native integration capabilities with other systems such as automatic interbank payments systems (AIPS), Participant systems,  etc.
NBM expects that Vendor will explain in details how proposed IPS solution:
· Supports STP approach for interaction with external systems
· Distribute information to external systems
	Mandatory

	NF. 5 
	Due to high amount of processed data, to ensure increased productivity, the solution shall have native integrated capabilities such as in-memory processing, multi-thread processing, parallel execution of jobs, etc.
	Mandatory

	NF. 6 
	The solution shall ensure a high level of stability and operational performance. In this regard, the solution shall have effective mechanisms for handling errors, in order to avoid data loss, system-wide blocking processes, system failure etc.
	Mandatory

	NF. 7 
	The application architecture must ensure the integrity and accuracy of the data when data are being accessed and modified simultaneously by multiple entities (users, internal processes, external applications), with notification of user.
	Mandatory

	NF. 8 
	The solution shall have the ability to be timely adapted to the new business needs. It is very important that this will be possible only through parameterization and configuration adjustments in the applications (versus changes in code), thus minimizing adjustment costs supported by the IPS. 
	Mandatory

	NF. 9 
	The solution shall be easy maintainable. In this regard, the solution architecture shall allow implementation of new versions delivered by the software provider without affecting the architecture of existing customizations, components implemented by the NBM and interfaces with other external applications.
	Mandatory

	NF. 10 
	The solution will be based on web interfaces, shall have user-friendly interfaces, be simple and intuitive in use.
	Mandatory

	NF. 11 
	The solution shall ensure a very high level of security, taking into account the integrity, confidentiality, availability and non-repudiation concerns regarding the data to deal with, so that control measures provided at the system level is proportional to the risks involved. 
In this regard, the most important objectives security to be achieved are:
a. ensure an adequate level of confidentiality, authenticity, integrity and availability of data during its entire lifecycle and ensure non-repudiation of each single transaction in the system;
b. ensure an effective control of logical access and prevent any unauthorized access to its data;
c. ensure an effective auditing by monitoring and logging user activities at the system level;
d. prevent loss, modification or misuse of information within the system;
	Mandatory

	2. Detailed requirements

	2.1. Architecture requirements

	NF. 12 
	NBM opts for an open and modular architecture, based on pre-integrated components. These principles must be visible at all levels of the architecture of application that is part of the offered solution.
	Mandatory

	NF. 13 
	The architecture of the solution will be service-oriented (SOA).
	Mandatory

	NF. 14 
	The architecture of application will be client-server type, organized in at least 3 vertical layers, clearly divided so that each higher level will depend only on its lower level.
	Mandatory

	NF. 15 
	Communication between all application components will be done in a secure manner, using for this purpose of the internal interfaces of the application components.
	Mandatory

	2.2. Requirements for interoperability

	NF. 16 
	The IPS must have native integration capabilities which will easily allow the integration with different systems. 
In the project scope will be included the integration with the AIPS (RTGS module) system installed at NBM, via online messaging interfaces. There will be also available the option to integrate with other IT systems of the NBM, via web services and XML file formats.
	Mandatory

	NF. 17 
	Interaction based on Web-services must be available as an integration capability in IPS. 
List of interfaces available and integration approach must be specified by Vendor.
	Mandatory 

	NF. 18 
	The IPS must be capable to interact with external systems via SWIFT network.
Vendor is requested to:
· Explain how proposed solution is connected to SWIFT network
· Provide full list of SWIFT protocols and services supported by proposed solution
	Mandatory

	NF. 19 
	The IPS must support  SWIFT MX ISO 20022 messages for interaction with external systems.
	Mandatory

	NF. 20 
	The IPS must be capable to interact with external systems by means of web services via private network.
	Mandatory

	NF. 21 
	System must support a set of standard interfaces with Participants and other systems.
Vendor must provide full list of standard interfaces being a part of the proposal.
	Mandatory

	2.3. Requirements for flexibility

	NF. 22 
	The solution shall allow at least the following user configurable operations:
a. define/customize business rules;
b. define/customize automated actions based on different events, time schedule;
c. define new business workflows, or customize the existing ones;
d. define new reports, based on customizable templates. 
	Mandatory

	NF. 23 
	The application will allow to customize views and user forms. The application will allow to create new user forms for accessing the business logic of the application.
	Mandatory

	NF. 24 
	The application will allow customizing existing reports (e.g. adjust data set, formatting).
	Mandatory

	NF. 25 
	The application will allow the definition and management of normative reference information used within the application. The data source for reference information may be internal or external (e.g. external database, external web service, external file).
	Mandatory

	NF. 26 
	The solution must provide friendly GUI interfaces for administrators to allow the customization/configuration activities, where most operations can be performed by click and drag-and-drop.
	Mandatory

	NF. 27 
	The application will allow the definition and customization of external interfaces of the application (e.g. setting available business function, setting the format of input/output data, setting communication protocols, access control settings, etc.).
	Recommended

	2.4. Requirements for usability

	NF. 28 
	All business functions available to users of application must be accessible through web interfaces.
	Mandatory

	NF. 29 
	All user interfaces must be in English language.
It is recommended the user interfaces to be available also in Romanian language.
	Mandatory

	NF. 30 
	Application will have user-friendly interfaces that are intuitive and convenient to use for business users and users with administrative roles.
	Mandatory

	NF. 31 
	The system shall be intuitively clear for the users so that it will allow the use of the system with a minimal training. 
	Mandatory

	NF. 32 
	Documentation related to the solution shall contain complete guides, detailed and updated for all groups of users. 
	Mandatory

	NF. 33 
	Users shall have access to context-sensitive help.
	Recommended

	NF. 34 
	The solution shall allow saving intermediate work and operations initiated by the user (automatically or at user request).
	Recommended

	NF. 35 
	The solution shall allow users to customize its own workspace (e.g., adding menu items to favorites, displaying the latest hits, save searches, save templates, etc.).
	Recommended

	NF. 36 
	User interfaces shall allow easy navigation through solution forms, by using complementary mechanisms (e.g., mouse and/or keyboard and/or special functions).
	Mandatory

	NF. 37 
	The application must provide a mechanism for centralized displaying (e.g. dashboard) of all actions that user has to perform within the application.
	Recommended

	2.5. Requirements for security

	2.5.1. Security architecture

	NF. 38 
	The solution must implement a Multi-layered security approach at the application level and have the ability to integrate into institutional model of NBM (further into institutional model of CSD) for information security management (based on ISO 27000 family of standards).
	Mandatory

	NF. 39 
	All access credentials used by the application shall be configurable in the administrative interface. Applications shall not contain hardcoded credentials for access.
	Mandatory

	NF. 40 
	None of the solution components shall contain stored access credentials in open form (in databases, configuration files).
	Mandatory

	NF. 41 
	All solution related system processes shall run with minimum privileges needed to execute the tasks assigned.
	Mandatory

	NF. 42 
	All external interfaces of application will be accessed by using secure authentication methods (e.g. X.509 certificate-based authentication).
	Mandatory

	NF. 43 
	The solution will be able to encrypt sensible data stored in the database.
	Recommended

	2.5.2. Authentication

	NF. 44 
	Application will permit registration of users and their profile information (e.g. ID, password, first name, surname, email, etc.).
	Mandatory

	NF. 45 
	Application should support strong authentication mechanisms, including two factor authentication. 
Vendor will describe all supported mechanisms for user authentication.
	Mandatory

	NF. 46 
	User passwords must be protected within the application. The method of protecting passwords must ensure the impossibility of their interception, deduction or retrieval.
	Mandatory

	NF. 47 
	Application will allow:
a. Setting password policy requirements for at least: the complexity of password, password change requirement, password lifetime, repeated use of passwords, the number of failed login attempts and dictionary of prohibited passwords. In this case, the application will timely provide the user with information regarding the use of password usage policies (e.g. a message about password expiring in n days).
b. Application will allow segregated use of password usage policies for different user groups.
c. Application will enable their users to change the password via user interface. 
	Mandatory

	NF. 48 
	Application will allow to block, disable or suspend user accounts at the application level.
	Mandatory

	NF. 49 
	Application will allow users to access application only through an authentication procedure.
	Mandatory

	NF. 50 
	Application will allow differentiated use of authentication methods, depending on different categories of users.
	Recommended

	NF. 51 
	Application will permit to set the number of simultaneous connections that can be initiated by a user. 
In case this feature is not supported, the solution will not allow more than one connection per user.
	Mandatory

	NF. 52 
	Application will permit to set user session timeout in case of inactivity.
	Mandatory

	NF. 53 
	Application will provide mechanisms to prevent unauthorized take-over of active sessions initiated by legitimate users.
	Mandatory

	NF. 54 
	Application will provide the necessary mechanisms for implementation of Single Sign-On (e.g. Kerberos).
	Mandatory

	2.5.3. [bookmark: _Toc379282495][bookmark: _Toc379293562]Authorization

	NF. 55 
	Authorization method in the application will be based on the principle "everything not expressly permitted is forbidden".
	Mandatory

	NF. 56 
	Application will allow definition of user groups and roles within the application, and association of users of the application with these groups and roles.
	Mandatory

	NF. 57 
	Application will allow the granting of access rights for user, user groups and user roles. A group can contain multiple subgroups / roles. A user can be assigned to one or more groups or roles, access rights being determined cumulatively.
	Mandatory

	NF. 58 
	Application will allow temporary delegation of rights held by one user to another user. The delegation will be made with keeping or suspending of rights owned by the user to whom these rights are being delegated.
	Mandatory

	NF. 59 
	Application will provide views and reports regarding existing access rights within the application. They can be parameterized by at least the following parameters: user group / role within the applications, user ID, business entity, property related to business entity, permitted operations.
	Mandatory

	NF. 60 
	The solution must support multi-level authorization framework for verifications and approvals, based on configurable business workflows. At least three levels must be available by default.
	Mandatory

	2.5.4. Input and output validation

	NF. 61 
	Application will provide appropriate mechanisms to prevent manipulation of the input data (user inputs, inputs from external applications).
	Mandatory

	2.5.5. PKI

	NF. 62 
	IPS infrastructure must ensure the protection of the integrity of messages exchanged between IPS system participants and the operator.
Integrity protection should be ensured using PKI and digital signatures for sender messages as well as the validation of the digital signature by the recipient.
	Mandatory

	NF. 63 
	The IPS infrastructure must ensure the protection of confidentiality of data exchanged between IPS system participants and the operator.
Confidentiality protection is provided by using PKI and traffic encryption between system participants and the operator at application level.
	Mandatory

	NF. 64 
	Client application modules need to be ensured that enable the integration of participants into the PKI of the IPS system.
Adequate software support should be ensured for each of the proposed methods for connecting participants to the IPS system.
	Mandatory

	NF. 65 
	The solution for the electronic signature and PKI will meet the following technical requirements:
•	Centralized management of public key certificates, based on a widely-adopted protocol (e.g. LDAP), with posibilites for scaling up and integration with other solutions.
•	Acceptance of third-party certificates as Root of Trust (RoT).
•	Acceptance of certificates with RSA public key of length up to 4096 bit, SHA-256 as signature/hash algorithm and up to 4 levels of certification path.
•	Private key and private key’s password / PIN will be protected against being tampered with or eavesdropped during the creation of electronic signatures.
•	Modern and commonly used standards and specifications will be used for creation of signature, such as RSA of minimum 2048 bit for end user keys, SHA-256, AES-256.
•	Possibility for integration with Hardware Secure Modules (HSM) and other electronic signature creation means by using PKCS#11 (v.2.20+) standard.
•	Addressing the requirements of security standards in the field of digital payment protection, such as PCI SSC, will be considered as an important advantage.
	Mandatory

	2.5.6. Auditing and security monitoring

	NF. 66 
	For auditing and security monitoring, the following requirements are applicable:
a. The proposed solution will have audit components that will centrally collect and manage audit records at each component level. 
b. Audit component shall allow granular configuration of audit policies.
c. The proposed solution shall allow determining the specific characteristics of events that must be registered (e.g. products in a certain period, certain events, facts).
d. Application shall allow auditing of any event within the application.
e. Each audit record shall contain at least:
i. Moment in time of the event;
ii. Subject of the event (User ID);
iii. Categories of affected data/parameters;
iv. Event that happened;
v. IP address of the source that initiated the event, or any other information permitting to identify the source;
f. Audit records will not include confidential business information (eg. inserted passwords at failed attempts)
g. The application will allow to fix historical versions of the data, which will be considered extremely sensitive.
h. The application will be able to automatically generate the notifications to those responsible for the production of certain security events, according to set up configurations.
i. Audit component shall use the system clock set to the operating system that runs the audit component.
j. The proposed solution shall have secure mechanisms to protect the integrity of audit information recorded.
	Mandatory

	NF. 67 
	The solution shall have also its own user interfaces for accessing and processing recorded log events, including filtering of audit records by any field owned and their export in the usual format.
	Mandatory

	NF. 68 
	Audit component shall be able to be integrated with solutions based on open standards, such as SIEM (Security Incident and Event Management) to take over the audit records produced in the solution by SIEM.
	Recommended

	NF. 69 
	The audit component will own a mechanism for historical audit records archiving. The archiving process can also be parameterized by (frequency, data seniority, archiving format, destination, etc.).
	Mandatory

	2.6. Requirements for Maintainability

	NF. 70 
	The offered solution should be easily maintainable and meet the following basic characteristics: 
a. Unified technology platform (a single database management system, a single hardware/software infrastructure);
b. A single vendor for software modules that are part of the offered solution;
c. A minimum number of development environments used for the development of application which is part of the offered solution;
d. Effective mechanisms to identify and monitor problems appeared during the exploration of the solution.
	Mandatory

	NF. 71 
	For application to be available and accessible to business users at agreed level, they must be continuously monitored and maintained. Application must enable proactive problem identification and prevention by facile going of operational maintenance activities across all application components.
	Mandatory

	NF. 72 
	The solution will allow to monitor its own business-related parameters: the processing time for input/output messages, transaction processing time, etc. and generate appropriate notifications when certain parameters exceed critical thresholds.
	Recommended

	2.7. Requirements for performance, continuity and resilience

	NF. 73 
	The solution must have the ability to process in a timely manner the transactions performed by IPS, according to volumes resulting from its activity. Technology platform architecture proposed by the Tenderer must provide the following minimum performance levels for application:
a. IPS must be designed to enable the execution of 5,000,000 transactions (transfer orders) in A2A mode;
b. IPS must be designed to enable the execution of about 100 transactions (transfer orders) in A2A mode per second in the peak times;
c. IPS will complete the established tasks in the transfer order execution in less than 1 second. The established tasks executed by IPS within the defined deadline entail: Validation of the received message and forwarding it to the Recipient; Validation of the inbound Recipient’s response, execution (in case of a transfer order) and forwarding the response (network delays and recipient’s response delays are not accounted for this purpose).
The Vendor shall indicate in his offer the guaranteed minimum values ​​of performance characteristics of the application, taking into account the technology platform recommended by Tenderer.
	Mandatory

	NF. 74 
	IPS must support a configuration to operate on a 24/7 basis.
IPS must be configured in such a way as to enable operations in 24/7 mode with the availability higher than 99.99% per month. All the system components must function in active-active mode. 
Vendor shall describe continuous availability options and proposed technologies for disaster recovery supported by the solution. Recovery times for different options have to be  described.
	Mandatory

	NF. 75 
	IPS must enable changes to the configuration on-the-fly with near to zero downtime.
IPS should be designed to enable the upgrade process on-the-fly, including changes to the set of messages and processes in the system as well as addition of new functionalities. The system should have the possibility to operate with multiple message versions simultaneously.
	Mandatory

	NF. 76 
	IPS must ensure that changes to hardware configuration meet the new capacity requirements.
IPS should be designed to enable acceleration of message processing only by adding the hardware.
	Mandatory

	NF. 77 
	IPS must ensure a RPO (Recovery point objective) value of zero.
In case of a system failure, IPS must not lose a single transaction executed.
	Mandatory

	NF. 78 
	IPS must ensure a RTO (Recovery time objective) not longer than 15 minutes.
In case of a system failure, maximum recovery time must not be longer than 15 minutes.
	Mandatory

	NF. 79 
	The IPS system will have suitable instruments for executing backup procedures and the management of the historical backup copies.
	Mandatory

	NF. 80 
	The IPS system will have defined operational recovery procedures, to ensure the availability and accessibility of the solution in case of major incidents.
	Mandatory

	2.8. Requirements for scalability

	NF. 81 
	During the use of the IPS system, it is possible that the number of processed transactions to increase or decrease significantly from time to time. To make a rational use of processing resources the solution required by NBM should be easily scalable (up and down).
	Mandatory

	NF. 82 
	Solution will allow to increase the processing capacity without disrupting the business activity. To this end, application will support horizontal expansion of processing capacity (e.g. hardware infrastructure upgrade, adding new servers for application servers and performing load balancing).
	Mandatory

	NF. 83 
	Application can be configured for automatic load distribution and automatic scaling at the level of key components (lag sensitive applications). Scaling of the application will take place both up and down.
	Recommended

	2.9. The technological and infrastructure requirements

	NF. 84 
	The technological and infrastructure architecture represents all software and hardware components necessary to ensure the operating environment in which all solution components shall run. The technological platform includes development platforms, database management systems, operating systems that can run solution components, specific system software required to be installed for correct run of the solution, hardware platform that can run solution components, etc.
In order to be scalable, flexible and easily maintainable, it is recommended that all solution components have a minimum level of dependence on the technological platform on which it runs.
	Recommended

	NF. 85 
	Platform technologies presented in the solution architecture shall be open technologies or widely used technologies.
	Mandatory

	NF. 86 
	To run the application it will require only standard equipment, available to be purchased by NBM freely on the market.
	Mandatory

	NF. 87 
	The application must support the creation, modification, processing, storage and access for text data in Unicode format.
	Mandatory

	NF. 88 
	The IPS system must include clearly defined system administration procedures, which should be automated as far as possible.
	Mandatory

	NF. 89 
	The IPS system must include clearly defined system maintenance procedures.
Vendor shall describe required maintenance procedures and periodicity of those procedures.
	Mandatory

	NF. 90 
	The proposed solution will meet the minimal infrastructure requirements stated in Chapter 8.2. Additional information related to non-functional requirements, Table 2 - Minimal infrastructure requirements.
Vendor shall include in his offer detailed information on the recommended technology platform, taking into account the needs of NBM defined in this tender specification. If the case of the winning bid, this will be taken as basis for determination of technology platform related to the application.
	Mandatory

	2.10. Data Retention and Archiving

	NF. 91 
	IPS must be able to store all operational data for a minimum of two years, without affecting its performance.
	Mandatory

	NF. 92 
	IPS must ensure that the system operator is able to retrieve transaction data and data on participants in the system up to 10 years.
Different access methods should be implemented for “recent” and “old” transactions.
	

	NF. 93 
	The IPS system must support the efficient data archiving procedures.
Vendor has to describe archiving approach and automated/manual procedures
	Mandatory

	NF. 94 
	The IPS system must maintain sufficient information for audit purposes for a period of at least seven (7) years.
	Mandatory

	NF. 95 
	The IPS system must provide an efficient data archiving solution for data protection based on flexible backup-restore approach
	Mandatory

	2.11. Requirements for environments

	NF. 96 
	IPS will operate at least the following environments for the tendered solution:
· Production – This will be the main environment to deploy the solution for production;
· Testing and Developments - IPS will maintain the development and the test environments even after going into production, for development and testing purposes;
· Back-up - For resilience and back-up purposes IPS intends to implement an active/ active failover node architecture.
In this regard, the Tenderer will consider these facts, when calculating the number of licenses.
	Mandatory

	NF. 97 
	The solution will have in place mechanisms to assure the transfer of data between different environments.
	Mandatory

	NF. 98 
	The solution shall have in place some mechanisms to assure puzzling or depersonalization of the data when copied from production to test environment.
	Recommended

	2.12. Source Codes

	NF. 99 
	The Tenderer undertakes to provide for the application that is part of the offered solution (including third parties) guarantees regarding the transmission of source codes in cases where for some reason the software supplier will not be able to maintain it (eg. liquidation, bankruptcy, reorganization etc.). In the event that the source code can not be transmitted, it is necessary to provide an escrow commitment.
	Mandatory


8.2. Additional information related to non-functional requirements
Table 2: Minimal infrastructure requirements
	Client side:
	HW requirements
	Requirements for HW should be as minimal as possible. It must run on VDI infrastructure of NBM without any visible impact on the performance of the virtual desktop machine.

	
	Operating environments
	Windows 10/ VDI Citrix XenDesktop 7.5 and newer operating systems

	
	Software type:
	Recommended: Thin client running on standard Web browser (IE, Chrome, Mozilla)

	Server side:
	Supported HW platform 
	x86 platform

	
	Supported operating systems 
	Linux or Windows Server family 

	
	Supported versions for operating systems 
	OS must be maintained by their manufacturers and to be one of the last two major versions

	
	Supported database systems
	Oracle 19c or MS SQL 2019, or newer versions

	
	Requirements for virtualization
	Must support virtualized infrastructures based on Xen or VMware hypervisors

	
	The minimal accepted requirements for cryptographic algorithms in NBM
	a. AES-256 for encryption of electronic data;
b. SHA-2 for message digest;
c. RSA 2048bit for end-point private keys.



9. 
IMPLEMENTATION REQUIREMENTS

This section comprises the requirements concerning the services which are to be provided for the succesfull implementation of the IPS, including project approach and applicable timeframes, project management, phases and deliverables for software development lifecycle, data migration, go-live and final acceptance.
9.1. Project management requirements
	Req. ID
	Requirements
	Classification

	1. General project management requirements

	IR.1. 
	The goal of project management is to provide the necessary skills for project organizing and management to successfully achieve the set objectives. During the project life cycle there should be assured efficient resource planning and allocation, progress control during each stage, quality monitoring and evaluation of the deliverables, etc.
	Mandatory

	IR.2. 
	The Tenderer is responsible for the implementation project management, as well as for execution of activities and project plan mutually agreed with the Beneficiary. 
The Tenderer is responsible for identifying and mobilizing the adequate resources to execute the project plan activities in his responsibility, at the agreed quality level.
	Mandatory

	IR.3. 
	The Beneficiary is responsible for all procedural and administrative matters relating to the launching, contracting and financial management of the project (including payments) related to project implementation activities.
	Mandatory

	IR.4. 
	A well-known project management methodology or standards (e.g. PRINCE2, PMBOK etc.), or an internal developed methodology, based on these standards or methodologies, shall be used for the implementation project and shall be appointed specifically.
	Mandatory

	IR.5. 
	In order to organize the project, the Tenderer shall appoint a Project Manager, who will manage the project team.
	Mandatory

	IR.6. 
	A detailed project organizational chart covering the key roles will be provided as part of the tender. For each role, the Tenderer shall describe the main responsibilities. Members of the Steering Committee, Project Management team, Functional teams, Technical experts, Support team etc. will be clearly identified in the project organizational chart. This chart shall be part of Project Initiation Document (Initial Project Management Plan).
	Mandatory

	IR.7. 
	The Tenderer Project Manager has the authority and responsibility to coordinate project implementation, so as to successfully achieve the project objectives set. The main responsibility of Project Manager is to ensure that all required deliverables are submitted on time and meet the expected quality standards.
	Mandatory

	IR.8. 
	The Project Manager will ensure a proper management of project risks, quality and progress control of deliverables at every stage of the project. It will also be provided a control of interdependencies between the project components to minimize any risk of project stagnation.
	Mandatory

	IR.9. 
	The Project Manager will ensure an effective communication within the project, through progress reports with a weekly frequency toward project manager of Beneficiary and with a monthly (or when is necessary)  frequency toward Steering Committee Group of the Beneficiary, and also phase report for end of each project stage. Simultaneously, the Tenderer shall provide an adequate level of transparency in project management through adequate documentation (e.g. minutes of meeting, weekly progress report, etc.) of all project management aspects.
	Mandatory

	IR.10. 
	The Project Manager of the Tenderer has the authority and responsibility to conduct daily project activities.
	Mandatory

	IR.11. 
	The Project Manager of the Beneficiary has the role to organize the Beneficiary’s resources so that they are useful to the project and available as needed to the project plan. The Project Manager of the Beneficiary provides official interface of communication of daily issues and of reporting regarding project progress between the Project Manager of the Tenderer and Beneficiary
	Mandatory

	IR.12. 
	Team leaders may be appointed by the Tenderer, having the role of an intermediary in the communication and control process. The Beneficiary shall appoint one or more members of those teams made by the Tenderer. This will facilitate communication between the parties and will minimize official contact points between the teams. The primary responsibility of a Team Leader is to ensure the achievement of deliverables under the conditions set by the Project Manager of the Tenderer.
	Mandatory

	IR.13. 
	The Tenderer is required to ensure timely resolution of identified issues related to its direct responsibility and include in its tender a description of the mechanism of escalation / resolution of identified issues.
	Mandatory

	2. Project management activities and deliverables requirements

	IR.14. 
	The main Project Management activities:
a. Provide the initial project management plan covering at least the following initial items: project plan (stages, phases, milestones, duration, responsibilities, etc.), roles description, quality management plan, risk management plan (including initial identified risks and related remediation measures), resource management plan, change management plan, communication plan, annexes (forms of all project management documentation, e.g. of reports, minutes of meeting, acts, etc.).
b. Adjust the project management plan at the project start, based on agreement with NBM.
c. Adjust the project management plan on a need base during the project timeframe, based on agreement with NBM.
d. Organize the kick off meeting and the project meetings (ex. Steering Committee meetings etc.) together with NBM.
e. Execute and monitor the project and provide weekly and monthly/or as needed recurrent project reporting, end of phase reporting in a format agreed by parties. 
f. Close the major project phases and provide the draft of the acceptance documents to NBM prior to formal acceptance.
g. Preparation and presentation the end of phase report.
h. Preparation and presentation of the progress report on a monthly basis (or when is necessary) to the Steering Committee Group
	Mandatory

	IR.15. 
	The main Project Management deliverables: 
a. Initial project management plan. The detailed requirements concerning the project management plan are listed further.
b. Updated project management plan.
c. Support presentation for the kick off meeting and for other project management meetings such as Steering Committee presentations. 
d. Weekly reporting comprising status report (including decisions that need to be taken at project management and/ or Steering Committee level), issue list, risk register, changes register. The weekly progress reports will comprise at least the following: date, reporting period, implementation schedule status, performed activities, forecasted activities, completed deliverables, identified issues and risks, remediation measures, deliverables to be completed during the next reporting period, raised change and their impact analysis, ”to do” list.
e. End of phase reports to contain the following: overview of the completed phase, overview of the project plan for the next period, deviations from the project plan, acceptable deliverables, risk analysis, status of project issues, project quality register. The end of phase reports will be presented in the format agreed with the Beneficiary.
f. Monthly (or when required) report – special reporting for the Steering Committee of the project. The Progress report on a monthly (or as required) basis to the Steering Committee Group must reflect an overview of the status of the project at the time of reporting, completed stages, deliverables, next project activities, deviations from the project plan, risks , problems and remedial measures, change requests (if any) and other relevant elements for the beneficiaries of this report. Progress reports on a monthly or as-needed basis to the Steering Committee Group will be submitted in the format agreed with the Beneficiary. 
g. Exception Reports to contain the following information: description of the causes of deviations, the impact of deviations, proposed problem-solving options and their impact on the general tolerances of the project, recommended option by the Project Manager of the Tenderer.
The Tenderer shall include in his Tender models samples for each of these reporting items.
	Mandatory

	IR.16. 
	Acceptance criteria for project management deliverables:
a. The deliverables are provided to NBM according to the agreed terms.
b. NBM has no observations regarding completeness and correctness of the document in accordance with quality and other agreed criteria.
	Mandatory

	3. Project management plan requirements

	IR.17. 
	The Tenderer shall submit as part of his tender the initial version of the initial management Plan of the project. The Content of these documents will be:
1. Introduction – project context
2. Project description:
a. Project objectives
b. Project scope of work and out of scope
c. General approach (methodology and tools used, own team or subcontracting, etc.)
d. Project deliverables and other expected results
e. Constraints 
f. Key success factors
3. The project organizational chart – chart and description of roles and responsibilities
4. The work breakdown structure
5. The major deliverables description sheets
a. The deliverables description shall cover: deliverable name and/ or code, goal, contents, format and presentation, deliverable responsible, quality criteria for the deliverable and the method in which the quality will be tested by the quality responsible, resources required for testing the quality of the deliverable.
b. The presented quality criteria will not be ambiguous and present measurable aspects.
c. Criteria for deliverables approval shall be: 
i. Compliance with requirements submitted to the deliverable.
ii. The extent to which responds to the objectives of the project.
iii. Performance indicators as appropriate.
6. Project plan
a. The initial project plan will list the major phases and work packages, major activities, start and end date, duration, milestones, together the responsibilities, interdependences, external dependencies; also the critical path will be shown. 
b. In case the Tenderer will subcontract the activities to obtain some deliverables, he will present Work Packages associated to these activities. The structure of a Work Package will comprise: date, responsible, description of the work package, quality inspection methods to be used, level of resources that will be allocated, begin and end date, constraints, method of reporting. The work packages will be signed by both the subcontractor and the prime Tenderer.
c. The project plan will clearly show the total planned duration of the IPS implementation project. The project plan will also include the  activities such as review and coordination of deliverables and acceptance documents by the parties (Bidder and Beneficiary), with the allocation of the necessary time terms
d. The working hypotheses for drafting the initial plan will be presented. Given the complexity and long duration of the project, the months of July and August will be considered as a holiday period for the NBM team.
e. The Tenderer will present the tolerances for the overall project plan and for each of the major phases. The Tenderer will present the method by which the Project Manager will ensure the tolerance control at each stage and procedure that will be applied when these tolerances are exceeded. For this project, the cost tolerances are not permitted, the project budget being fixed.
f. Time tolerances for the entire lifetime of the project is plus 40 working days. The tolerances level phases/activities shall be distributed as needed throughout the project by mutual agreement of the Parties, at the project manager level of both Parties. If a stage is completed later from the time tolerance account, the next stage can be started later on account of this tolerance, but the tolerances for the whole project cannot exceed 40 working days.
g. A Gantt diagram is required for the project plan. Along the project, the project Manager shall use a dedicated project management software/ instrument which will be indicated in the tender.
h. During the contract execution, each stage of the project will be preceded by a review and update and, where appropriate, a further detail of the stage plan to ensure its optimal management.
7. Quality management plan
a. The quality management plan will comprise:
i. Responsibilities for quality assurance.
ii. Reference to the standards to be met.
iii. Identifying the key quality criteria to be achieved.
iv. Control and audit methods for quality of project management deliverables and for those technically specialized.
v. Other tools for quality assurance.
b. In order to register the quality checks to be made on deliverables, the Tenderer shall keep a Quality Register, which will contain the following: deliverable, quality inspection method, results of verification, corrective activities, planned date and actual date of approval.
8. Resource management plan
a. The resource management plan will include for each proposed activity the amount of resources (expressed in man-days/hours) expected to be allocated by the Tenderer, on-site and off-site, and number of persons by categories to be allocated. 
b. The resource allocation plan will also detail the reserve component mentioned in Chapter 4, section 1 “1.4. Financial tender and other costs”. 
c. The resource management plan will include for each activity proposed the necessary resources to be involved from the Beneficiary, describing the functions and duties of each team member of the Beneficiary and the estimated workload for each task for each staff category.
9. Risk management plan 
a. The risk management plan will describe the risk management processes, risk management strategies, risk management responsibilities and specific procedures for risk identification, reporting, escalation etc.
b. The Tenderer shall submit the initial Risk Register as part of project management plan. The Risk Register will be filled in with project specific risks and will contain for each identified risk, at least the following information: risk ID, type of risk, identification date, date of last revision, risk description, probability, impact, severity, counter-measures, the risk responsible, risk status (e.g. open, closed). The risk register will structure the risks identified based on categories, e.g. Project management/ Resources/ etc. and also based on project phases, e.g. Analysis/ Design/ etc. 
10. Change management plan 
a. Change management plan will treat the situations that might appear due to scope change, inclusive scope extension based on reserved resources according to Chapter 4, section 1 “1.4. Financial tender and other costs”. 
b. The Tenderer shall provide a change process map and also shall describe the process - the steps, roles involved and templates to be used, including the mechanism of identifying/ monitoring/ reporting/ approving/ rejecting change requests, responsibilities and escalation procedure.
c. The Tenderer must include an impact analysis in the change process.
d. The Tenderer shall provide an example of change requests register.
11. Communication plan
a. The communication plan refers to the interactions between the Beneficiary’s project manager, the Tenderer /project manager and other project stakeholders.
b. The communication plan will comprise:
i. identifying the project stakeholders
ii. information needed per each group of stakeholders
iii. information source
iv. frequency of communication
v. content of the communication
vi. the responsible persons for the development and the transmission of communications.
12. Project controlling and monitoring mechanism
a. Description of the how the project monitoring & controlling will be performed during the project (e.g. Reporting mechanisms – weekly and monthly reporting, end of phase reporting, exception reporting).
b. Description of weekly/monthly reports comprising model
c. The procedure for handling project deviations and exceptions
d. Contingency plans
13. Approval plan, which will present in a condensed form each type of deliverable and how this deliverable is approved.
14. Project library – description of how the project documents and deliverables will be stored, found and retrieved.
15.  Appendixes – will include all the templates used for project management (e.g. minutes of the meeting, weekly report, end of phase report, risk registry, questionnaires, etc.)
	Mandatory



9.2. Software development lifecycle requirements
It is expected that software development lifecycle will be the standard V-model with elements of prototyping and incremental development. The following requirements are applicable for each of implementation stage.

	Req. ID
	Requirements
	Classification

	1. Business Analysis Phase

	IR.18. 
	Phase objectives:
1.	The purpose of this phase is to create common understanding of the target solution, explain the priorities within review them against the chosen solution and to create detailed software requirements specification (SRS) and acceptance criteria of the solution. This documentation shall ensure a common understanding of the processes, requirements and major gaps in the chosen solution in order to implement a solution that meets the expectations of the NBM.
2.	It is expected, that this phase will build upon requirement specifications available in already in this RFP and on the proposal of the Tenderers, which will identify to which extent the target solution will cover the requirements within out of the box functionality and which will require customization/custom development of the target solution.
3.	Each one requirement will be identified and tracked through the whole development lifecycle in order to be able to map it anytime to the functional specification, acceptance criteria, test cases/scripts and particular parts of the system itself. The responsibility for the requirements traceability is on the Tenderer and this activity must be executed continuously during the implementation.
	Mandatory

	IR.19. 
	Main activities: 
1.	NBM will present thoroughly current and future requirements regarding the project scope. 
2.	For each part of the designed process and requirements successful Tenderer will demonstrate vanilla version of the solution and explain the way how the system works. For all core functionalities, Tenderer will prepare prototyped screens adjusted to NBM requirements.
3.	All gaps identified during the RFP will be reviewed in detail and adequate solution will be proposed by the Tenderer.
4.	Define the data quality assurance strategy / model. 
5.	Analyze the information about users and their roles.
6.	Review the existing IT and network technical infrastructure and to develop proposals / recommendations for architecture and related infrastructure of the Solution, considering keeping under control the complexity of IT infrastructure and reusability of existing resources.
7.	The work will be performed mainly via interviews, workshops with business and technical staff from the NBM, analysis of relevant detailed documentation. The Tenderer shall describe the methodology and instruments used for analysis phase and shall provide sample of deliverables.
	Mandatory

	IR.20. 
	Deliverables: 
At the end of this phase, the following will be delivered:
1.	Detailed software requirements specification of the solution proposed for the implementation with clear link/track of the particular requirements to the process(es). 
2.	Detailed acceptance criteria.
3.	Concept of data model of the Solution.
4.	Conceptual architecture of the solution and infrastructure diagrams.
5.	Detailed and updated (within given timelines) project plan for the rest phases of the implementation.
6.	Detailed, accurate and up-to-date task/issue/risk log.
7.	Updated set of deliverables.
8.	Other documents according to the best-practice and delivery methodology of the Tenderer necessary for the achievement of project objectives.
	Mandatory

	IR.21. 
	Acceptance criteria: 
1.	The acceptance criteria shall be revised and agreed with the NBM at the beginning of the initiation stage. The below mentioned criteria are minimal and shall not be subject of elimination. 
2.	The deliverables of the analysis phase shall be provided to the NBM as in accordance with the project plan.
3.	NBM shall not have any objections regarding the completeness and correctness of the document, in accordance with agreed quality and other criteria.
4.	Deliverables meet the NBM expectations and requirements in terms of clarity, level of detail, structure, content, etc.
5.	Deliverables are aligned with internal standards of the successful Tenderer and best practices.
6.	Deliverables are easy to use and understandable to the intended beneficiaries.
7.	Deliverables are aligned with quality standards agreed between the NBM and the successful Tenderer.
8.	 Acceptance documentations for the analysis phase are approved by the Parties.
	Mandatory

	2. Design Phase

	IR.22. 
	Phase objectives: 
1.	The purpose of this phase is to define the design and settings of the solution proposed to be implemented. During this phase, the successful Tenderer shall translate functional requirements into a workable design (functional specification), support the analysis by delivering prototypes of designed features and shall prepare the necessary environment for the development / configuration of the solution.
	Mandatory

	IR.23. 
	Main activities:
1.	Define and produce a functional specification that would meet the requirements, given the functional and technical constraints imposed. 
2.	Document design specifications for solution functionalities based on the software requirements specification (including the link of them to keep clear traceability).
3.	Document detailed specifications of the solution: interaction interfaces and diagrams (Data Flow Diagrams), Use Cases, retrieval scenario, validation scenario, data uploading scenario, analysis scenario, etc. 
4.	Document test strategy and test analysis in connection to the acceptance criteria and functional specification.
5.	Establish the applicable configuration parameters.
6.	Transform data model from previous phases into logical and physical data model.
7.	Review the changes to be made in the data model.
8.	Review and confirm data sources.
9.	Define the specifications for customization, configuration and integration with other sources of data/applications.
10.	Develop/improve the system architecture to support technical requirements of the previous stage. 
11.	The Tenderer shall describe the methodology and instruments used for the design phase and shall provide a sample of deliverables.
	Mandatory

	IR.24. 
	Deliverables:
1.	Document on the detailed functional specification of the solution, which shall cover both technical and functional aspects. From a technical standpoint, the deliverable shall document the solution architecture (applications/tools, model integration of these, data model, interfaces and interaction diagrams, security, etc.), and technology platform agreed and signed by both parties. The document shall include the following information:
a. solution overview (diagrams that provide an overview of the solution architecture accompanied by a narrative description);
b. integration platform of solution components, interfaces (the name that will be integrated with the solution, the type of interface (e.g., supplier, consumer, symmetric), solution and the impact of the failure of the interfaces);
c. solution architecture attributes (software and hardware technologies, services, components, portability, capacity, availability and reliability, scalability);
d. Continuity plan and disaster restoration - BCPDR (specifying architectural attributes necessary to meet solution requirements for BCPDR);
e. data architecture (context diagrams, logical data model);
f. security architecture (overview of security solution);
g. other aspects.
2.	Document on solution configuration/setting up, which will document in detail all the parameters set for all components of the solution.
3.	Document High Level Test Plan (HLTP) and test analysis that will link to and cover all above mentioned specifications. The HLTP shall prescribe the scope, approach, resources and schedule of the testing activities. It shall also identify the items to be tested, the testing tasks to be performed, the person responsible for each task and the risks associated with the test plan.
	Mandatory

	IR.25. 
	Acceptance criteria:
1.	The acceptance criteria shall be revised and agreed with the NBM at the initiation phase. The below mentioned criteria are minimal and shall not be subject of elimination. 
2.	The design phase related deliverables shall be provided to the NBM as per the project plan.
3.	NBM shall have no objections regarding the completeness and correctness of the document in accordance with the agreed quality and other criteria.
4.	Deliverables are in line with the NBM expectations and requirements – in terms of clarity, level of detail, structure, content, etc.
5.	Deliverables are aligned with successful Tenderer’s internal standard and with the best practices.
6.	Deliverables are easy to be used and understood by the targeted beneficiaries.
7.	Deliverables are in line with quality standards agreed between the NBM and the successful Tenderer.
8.	NBM shall have no objections regarding chosen solutions.
9.	An acceptance report shall be signed by both parties within the agreed time period.
	

	3. Build Phase

	IR.26. 
	Phase objectives 
The purpose of this phase is to transpose functional requirements into application functionalities by applying the agreed solutions in analysis and design phase.
	Mandatory

	IR.27. 
	Main activities
1.	Install the production, test, development and training environments (OS/DB/apps). 
2.	Implement customization, integration and configuration of the solution, according to specifications of the deliverables accepted at design phase.
3.	Prepare backup and maintenance procedures.
4.	Produce the blueprint for the logical and physical architecture of the application and database servers.
5.	The Tenderer shall describe the methodology and instruments used for build phase and shall provide sample of deliverables.
6.	Test analysis is further detailed – complete set of test scripts is elaborated and finalized.
	Mandatory

	IR.28. 
	Deliverables 
1.	Solution, configured and installed in:
a. Production Environment
b. Test and development environment
c. Training environment
2.	Solution shall meet the requirements agreed in the above chapters and that shall include:
a. Functional and non-functional requirements provided in the analysis document;
b. Validation rules, workflows, analysis scenarios, reports provided in the analysis document;
c. Interfaces specified in the analysis document;
d. Security (user rights, backup);
e. Documentation provided as per NBM request; 
3.	Solution architecture document updated as necessary
	Mandatory

	IR.29. 
	Acceptance criteria:
1.	The acceptance criteria shall be revised and agreed with the NBM at the initiation phase. The below-mentioned criteria are minimal and shall not be subject to elimination. 
2.	Deliverables shall be provided to the NBM as per the project plan.
3.	 NBM shall have no objections regarding the completeness and correctness of the document.
4.	Deliverables are in line with the NBM expectations and requirements – in terms of clarity, level of detail, structure, content, etc.
5.	Deliverables are aligned with successful Tenderer’s internal standard and with the best practices.
6.	Deliverables are easy to be used and understood by the targeted beneficiaries.
7.	Deliverables are in line with quality standards agreed between the NBM and the successful Tenderer.
8.	An acceptance report shall be signed by both parties within the agreed time period.
	Mandatory

	4. Testing Phase

	IR.30. 
	Phase objectives: 
1.	The purpose of this phase is to test the quality of all the functional and technical elements of the solution. During this phase, the successful Tenderer shall establish the testing method and shall prepare testing scripts for all testing activities that will cover the entire software development and implementation lifecycle.
2.	The successful Tenderer shall include the proposed approach and methodology for testing in the technical proposal in line with the testing principles described below. The proposed testing approach shall be validated/ agreed with the NBM at project initiation phase. The successful Tenderer shall indicate in its technical proposal the software instruments that will be used in order to track and monitor the potential open tickets for defects repair. It is obvious must that NBM representatives need to have access to this application.
3.	The successful Tenderer is also advised that for non-functional requirements testing, where applicable (e.g., performance testing, stress testing, etc.) an automated test solution shall be provided to the NBM. 
4.	In case test results are poor (high rate of “failed” tests, more than 3 failed tests per application module), the entire module shall be considered “unaccepted” and sent back to successful Tenderer for testing purposes.
	Mandatory

	IR.31. 
	Main activities:
1.	Testing shall be performed according to the best practice (for ex. ISO/IEC/IEEE-29119or similar, and the test activities covered shall include: test planning, test specifications, test execution, recording of results, checking for test completion.
2.	All testing to be performed shall be appropriately planned, prior to being executed. For each application, a High Level Test Plan (HLTP) shall be created (in design phase), according to the best practice (for ex. ISO/IEC/IEEE – 29119-3:2013)  or similar - The Standard for Test Documentation. The HLTP shall prescribe the scope, approach, resources and schedule of the testing activities. It shall also identify the items to be tested, the testing tasks to be performed, the person responsible for each task and the risks associated with the test plan.
3.	Test Specifications shall be developed, which are detailed descriptions of the tests to be carried out and are prepared on the basis of a HLTP. These shall include the test data specification to be used, the actual test steps, including actions and expected results. The test manager shall sign off test specifications prior to test execution. Test scripts shall be created from the test specifications. 
4.	Activities that will include validation of the test environment, running/re-running the test scripts, logging any issues and production of test reports. The test result shall be recorded for each test in the test script and the expected results shall be unambiguous, so that the testing process to be simple to determine whether each step has passed or failed. The result of each test shall be recorded and shall include the identity and version of each item subject to testing. The actual outcome shall be compared with the expected outcome and discrepancies logged.
5.	Activities that are used to determine when testing is complete. Test results are compared with the exit criteria detailed in the test specification and when these correlate testing can be deemed complete.
6.	The proposed strategy of testing is presented below:
7.	Unit test shall be carried out by the successful Tenderer’ developers. This testing shall be performed directly at code level and shall be related to the ability of individual components of a system to function in the desired manner.
8.	Integration testing shall cover the components that are assembled into subsystems and subsystems are linked to form complete systems. This type of testing shall be performed by successful Tenderer’s team.
9.	System testing covers the activities of testing to determine whether the system meets specified requirements. It shall be subdivided into functional and non-functional system testing: 
a.	Functional System Testing ensures that the system operates in the way in which the business requires it to do so, while keeping in line with the design of the business process for which it was created. 
b.	Non-functional system testing ensures that the system operates to a predefined quality level. The following set of tests shall be performed:
i.	Load – testing to ensure that a system can handle large volumes of users and data in line with the specification from Tender Documents. 
ii.	Performance – performance testing to verify the performance of a system against expected numbers of users and transactions, measured against expected performance criteria.
iii.	Stress – as performance testing but the limits of a system are identified by increasing the frequency of transactions, the number of users and the amount of data flowing through the system until any further increase in load results in system degradation and/or failure. 
iv.	Security – testing to ensure that data security (confidentiality, integrity, availability, non-repudiation) is provided in accordance with the stated requirements, respectively all security mechanisms are working properly.
v.	Usability – testing based on whether the users will actually like the system, includes screen and report layouts and the practicality of running the day to day business processes. 
vi.	Storage – testing to ensure that the database at the backend of the system is capable of handling the expected amount of data once the system goes live, allowing for archiving frequencies and unexpected data requirements. 
vii.	Volume – testing that subjects the system to large amounts of data to ensure it can be handled and there is no unacceptable degradation of system performance. 
viii.	Installation – testing to ensure that the system can be installed as required on all supported platforms/environments.
ix.	Documentation – testing to check whether the system documentation matches the actual software, including training and support documents. 
x.	Recovery and continuity – testing to check the procedures to recover the system after a crash.
10.	Developer (successful Tenderer) shall be responsible for documenting and delivering system tests scenarios with logs and results, as a prerequisite for the NBM acceptance process. During system testing, the NBM testing team shall participate as an observer (if applicable and/or possible).
11.	Integration testing shall be performed to expose faults in the interfaces and in the interaction between integrated components. It will be carried out after functional system testing and prior to acceptance testing. Developer (successful Tenderer) shall be responsible for performing these tests.
12.	Acceptance testing shall be the final stage of validation in the software development lifecycle (SDLC). NBM, with the successful Tenderer’s support, shall perform this activity and the main objective is to ensure that the final system matches the original requirements defined by the business. NBM may choose to do any tests it needs, based on the usual business process. Testing shall be carried out based on users’ requirements. It shall be performed under the responsibility of NBM to enable their determination as to whether accept the system software or not. 
13.	Developer (successful Tenderer) shall support NBM in UAT efforts to help identify problems and communicate them to the relevant team(s) for resolution. Developer’s (successful Tenderer) Business Analysts shall act as the first line of support to the NBM testing team and help to resolve system usage problems and minor issues.
14.	Re-Testing shall cover the repetition of a failed test after a fix has been implemented to ensure that the fix has worked. All tests that have failed shall be formally re-tested and signed off by the test manager. 
15.	Regression testing shall be performed to ensure that fixes introduced to software have not had side effects on the unchanged software and that the modified system still meets the original requirements. Regression testing shall be performed whenever the software or its environment is changed. 
16.	The successful Tenderer shall ensure the necessary services for all testing levels described above and also services that will cover at least:
a.	Prepare UAT documentation/ test scenarios, which shall be revised by the NBM and business consultants. After the NBM validates the test scenarios, these documents can be used for testing purposes.
b.	Agree acceptance criteria and testing strategy. 
c.	Conduct acceptance test. 
d.	Documentation of the testing results.
e.	Agree the issue list by categories. 
f.	Agree the action plan for solving the issues.
17.	The successful Tenderer shall describe the methodology and instruments used for testing phase and shall provide sample of deliverables.
	Mandatory

	IR.32. 
	Deliverables:
1.	Acceptance test plan agreed and ‘signed-off’ by both parties.
2.	UAT documentation/ test scripts and scenarios agreed and ‘signed-off’ by both parties.
3.	Test results documents.
	Mandatory

	IR.33. 
	Acceptance criteria
1.	All tests shall be completed without severity levels 1 or 2. The severity of the problems found shall be defined according to the criteria below: 
	No.
	Severity
	Description

	1
	Critical
(fatal problem)
	Central system functions fail completely and constantly or are missing. Complete and continuous central system failure.

	2
	High
(serious problem)
	Vital or critical functionality for the intended use is missing or failing continuously or repeatedly. Vital or critical functionality for the intended use cannot be activated or fails continuously.

	3
	Medium
(general problem)
	Important but non-critical or vital for the intended use system functionality is completely missing or failing continuously or repeatedly.

	4
	Low
(minor problem)
	Certain functions are missing or failing. System works correct but esthetical problems occur. Certain functions work but not completely correct.



2.	Issues with severity level 1 and 2 shall require immediate bug fixing, and it shall be mandatory for testing process to be continued. 
3.	Testing process shall consist of as many test cycles as necessary until all severity 1 and 2 is-sues will be eliminated. After a Severity 1 or 2 problems will be fixed, it is for the NBM testing team to decide whether test cycle will be restarted or continued.
4.	The number of outstanding defects is below an acceptable upper limit (to be agreed before the acceptance phase) or the faults are minor.
5.	Acceptance document agreed and ‘signed-off’ by both parties.
	Mandatory

	5. Training

	IR.34. 
	Phase objectives: 
1. The Tenderer shall conduct staff training to ensure an adequate level of knowledge and skills to use and manage efficiently the solution. 
2. The Tenderer shall conduct training sessions for the administration and maintenance and also for development teams designated by the Beneficiary to ensure a proper level of knowledge and skills as to be able to efficiently use the development tools available within the solution and to design and develop individually new scenarios for data source integrations, validation rules, data model, reports, screen forms, etc.
3. For some modules, the NBM reserves the right to require the Tenderer to test the participants' knowledge of the training. Modules for which the NBM will require the testing of knowledge will be agreed upon during the implementation of the project. For such cases, the Tenderer will prepare appropriate questionnaires.
	Mandatory

	IR.35. 
	Main activities:
1. The Tenderer shall develop and agree with the Beneficiary the following elements of the training component:
-	Tenderer’s strategy on training and knowledge transfer (including categories of users, optimal stages for their delivery, etc.);
-	Structure and content of the training course and manual for each user category.
2. The training course shall consist of different types of training, such as:
-	Training courses;
-	Presentations;
-	Workshops;
-	Self-learning materials or remote training;
-	Individual consultations.
3. The Tenderer shall use logistic facilities of the Beneficiary for organizing training sessions (room for presentations, projector, microphones, headphones for translation, Internet connection). If other technology or logistics facilities than those above-mentioned will be required when organizing training sessions, these shall be provided by the Tenderer.
4. The accepted languages for training sessions and documentation are Romanian or English.
	Mandatory

	IR.36. 
	Deliverables:
1. Plan / program and training curriculum.
2. Documentation of training by category.
3. Questionnaires for knowledge testing.
4. Results of training quality assessment.
	Mandatory

	IR.37. 
	Acceptance criteria: 
1. The training sessions have been organized.
2. Knowledge Testing Questionnaires demonstrate that end users have an acceptable level of knowledge.
3. The NBM has no objections regarding the integrity and the correctness of the training materials.
4. Deliverables correspond to the expectations and requirements of the NBM - in terms of clarity, level of detail, structure, content, etc.
5. An acceptance report shall be signed by both parties within the agreed time period.
	

	6. Go-live and final acceptance

	IR.38. 
	System operation in the production environment and final acceptance shall be made according to the following scheme:
a)	Go-live preparation phase; 
b)	Soak period;
c)	Final acceptance;
	Mandatory

	6.1. Go-live preparation phase

	IR.39. 
	Phase objectives: 
1.	The purpose of this phase is to facilitate the decision making process in regard with lunching the solution into production.
	Mandatory

	IR.40. 
	Main activities:
1.	Review and assess readiness from multiple perspectives:
a.	IT readiness criteria: 
i.	production system fully delivered and functional; 
ii.	configuration document and design specification written and a handover made to the future Service Manager of the software; 
iii.	User manual and Admin manual for the application delivered; 
iv.	maintenance process agreed; 
v.	backup process agreed, documented and tested; 
vi.	technical training delivered; 
vii.	no critical defects present after moving into productive environment, unless they are known and approved by the Beneficiary;
b.	Business readiness criteria: 
i.	all functionalities required are present in the application; 
ii.	no critical or high defects present; maximum of 15 medium and 30 low defects are acceptable;
iii.	reports are running and generating the correct output; 
iv.	the data loss possible if the application crashes is not exceeding the RPO; 
v.	help mechanisms for users are available; 
vi.	user rights implemented according to the specifications; 
vii.	user training performed. 
2.	Remediation Plan for defects is developed (defect list may contain defects with severity level 3 and 4).
3.	The Tenderer shall describe the methodology and instruments used for go-live preparation phase and shall provide sample of deliverables.
	Mandatory

	IR.41. 
	Deliverables:
1.	The solution is ready for launching into production (the solution was installed on production environment, testing was performed and no severity 1 and 2 defects were found). 
2.	Remediation plan for defects.
3.	Successful Tenderer’s self-assessment report of business and technical requirements (this document shall cover at least the following information: requirement identifier, solutions associated with the requirement, % of requirement coverage in the application).
	Mandatory

	IR.42. 
	Acceptance criteria: 
1.	All above-mentioned criteria (as assessment activity) have status “passed”.
2.	The remediation plan is defined and agreed by both parties.
3.	Successful Tenderer’s self-assessment report demonstrates that all business and technical requirements were fully delivered. 
4.	An acceptance report shall be signed by both parties within the agreed time period.
	Mandatory

	6.2. Soak period

	IR.43. 
	Phase objectives: 
1.	The purpose of this phase is to extensively test solution behavior in daily operation to determine whether the solution meets the required qualities of capacity and stability.
2.	This phase shall be performed during a minimum period of 20 business days. 
3.	During this phase, the NBM shall draft its own self-assessment report, which will be compared with that provided by the Successful Tenderer at the end of Go-live phase.
4.	In case significant discrepancies are found (between the NBM assessment and successful Tenderer assessment), NBM reserves that right to ask the successful Tenderer to fix or improve the coverage degree of certain business & technical requirements.
	Mandatory

	IR.44. 
	Main activities: 
1.	Provide extensive offsite and if needed onsite support during the entire soak period for bug fixes and performance issues: log inspection and analysis/ problem prevention/ fine tuning. 
2.	For defects identified during soak period, a remediation plan shall be agreed.
3.	Solving of defects identified in remediation plan approved prior to go-live phase and also identified during soak period. 
4.	Providing assistance (help desk support) for end users. 
5.	Assistance for active monitoring of system’s parameters. 
6.	If needed, the Tenderer shall provide any additional configuration or customization required in the solution, in order to comply with the formal requirements set.
7.	If needed, the Tenderer shall provide improvement works for system performance with regard to its accessibility and efficiency.
8.	The Tenderer shall assist the Beneficiary in system administration/management. During the soak period, the Tenderer shall ensure full transfer of knowledge to the Beneficiary for proper system administration/management. 
9.	The Tenderer shall assist the Beneficiary in providing I and II line support to the internal users of the Beneficiary and the reporting entities.
	Mandatory

	IR.45. 
	Deliverables:
1.	Remediation plan fully executed and all defects removed. 
2.	Status on remediation plan for defects occurred prior to and during soak period (weekly reports).
	Mandatory

	IR.46. 
	Acceptance criteria:
1.	All defects included in remediation plans are fully removed.
2.	No major bugs identified during soak period.
3.	No discrepancies found between the NBM self-assessment report and successful Tenderer self-assessment report. In case discrepancies found, these shall be removed prior to final acceptance of soak period. 
4.	An acceptance report shall be signed by both parties within the agreed time period.
	Mandatory

	6.3. Final acceptance

	IR.47. 
	Phase objectives: 
1.	The purpose of this phase is to formalize the complete delivery of system functionalities, documentation and services. 
2.	Such acceptance shall be signed after formally closing the soak period for the solution.
3.	After this final acceptance, the NBM shall approve the final instalment payment and the contract of guarantee will become active.
	Mandatory

	IR.48. 
	Main activities: 
1.	Review and assess the criteria defined below for final acceptance of the solution. 
2.	Criteria list for solution final acceptance is provided below. NBM shall align and detail together with the successful Tenderer the acceptance criteria at project initiation stage. 
a.	Documentation/ deliverables for analysis phase provided and accepted by the NBM; 
b.	Documentation/ deliverables for design phase provided and accepted by the NBM; 
c.	Documentation/ deliverables for build phase provided and accepted by the NBM; 
d.	Documentation/ deliverables for test phase provided and accepted by the NBM; 
e.	Documentation/ deliverables for soak phase provided and accepted by the NBM; 
f.	Documentation/ deliverables for training phase provided and accepted by the NBM; 
3.	Criteria list for general acceptance is provided below. NBM shall align and detail together with the successful Tenderer the acceptance criteria at project initiation stage: 
a.	All above-mentioned documentation & deliverables are updated and fully provided by the successful Tenderer. 
b.	Services included in the tender were fully executed by Successful Tenderer.
c. 	All deliverables meet the quality criteria (quality assessment) 
	Mandatory

	IR.49. 
	Deliverables:
1.	Criteria list revised and agreed by both parties.
	Mandatory

	IR.50. 
	Acceptance criteria: 
1.	All acceptance criteria were met.
2.	An acceptance report shall be signed by both parties within the agreed time period.
	Mandatory

	7. Solution documentation

	IR.51. 
	As deliverables of the project, the successful Tenderer shall provide at least the following documentation:
1.	User instructions and users guide: this document shall provide sufficient details, understandable by end users regarding functionalities, operations. The document shall describe the steps and actions to be performed in application and also print screens shall be included, tips & trick, FAQ etc. The purpose of the document is to represent a basis for learning process and also a reference point for users in case information about operating applications is needed. The user guide shall be provided in Romanian or English.
2.	System operating instructions - work instructions:
a.	Maintenance instructions/service management troubleshooting guide: this document shall include all known errors and solutions associated and shall provide sufficient technical details in order to correct potential errors. 
b.	Installation manuals, including system modifications at the level of application and database. The document shall cover installation requirements, installation steps and parameters setup for the NBM, post installation tasks, tips & trick, FAQ.
c.	Documentation relating to application administrators shall cover roles, tasks (e.g., back-up, tuning, patching), utilities, logging, tools for developers, etc.
d.	Documentation relating to application customization/development (conditions and methodology for solution customization by the NBM). 
e.	Backup & recovery processes and related documentation.
f.	Archive & retrieval processes and related documentation.
g.	Documentation relating to security, covering access control, user management, auditing and monitoring, security reports. 
h.	Documentation relating to system configuration – customized installation guide (if this information is not covered by item 2.b above). 
3.	Documentation relating to end users and technical trainings - support materials for end user and technical trainings.
The basic documentation for the solution will be provided at early stages of the project, at least before training and testing phases, in order to assure a better understanding of the solution by the key users.
	Mandatory




10. CONDITIONS FOR WARRANTY, MAINTENANCE AND POST-IMPLEMENTATION SUPPORT
[bookmark: _Toc378845037]The scope of post-implementation maintenance and support services is to ensure for the NBM the following objectives: 
a. The functionality provided by the application shall be timely aligned with the NBM changing business needs; 
b. The incidents and the problems occurred during the use of solution shall be addressed and resolved in a timely manner with minimal impact on the NBM activity; 
c. The difficulties in using the solution shall be properly and timely solved, according with the agreed SLA.
To achieve these objectives, the post-implementation maintenance and support services are going to be provided by the successful Tenderer in compliance with the following requirements:

	Req. ID
	Requirements
	Classification

	MnS.1. 
	As part of the initial contract for the delivery and implementation of the solution, the successful Tenderer shall provide a post-implementation guarantee, which involves the provision of support services and maintenance services for a period of 12 months from the date of final acceptance of the solution.
	Mandatory

	MnS.2. 
	Maintenance and support services shall be provided on basis of a Service Level Agreement, which shall be attached to the contract signed between the Parties. The agreement shall establish the post-implementation maintenance and support services level, based on the following minimal requirements:
a. Support days: 7 days per week
b. Support hours: 24/7
c. Response Time (RT) and Solving time: 
	Classification of the NBM request*
	Response Time (RT)
	Solving Time (ST)

	Critical
	30 min
	2 h

	High
	2 h
	6 hours

	Ordinary
	1 day
	4 days

	Low
	3 days
	The best effort


* NBM requests for post-implementation maintenance and support services are classified in terms of their importance for the NBM. The importance for the NBM is estimated by the impact (inflicted or potential) of the event that has created the need for the request on the quality parameters of the solution operation.
	Mandatory

	MnS.3. 
	The successful Tenderer shall have a customer support center where all requests from the NBM will be directed to. The work program and organization of the Support Centre shall ensure post-implementation maintenance and support services at the level established in these tender documents.
	Mandatory

	MnS.4. 
	The Support Centre shall be contacted at least by the following means: e-mail, phone, web, etc.
	Mandatory

	MnS.5. 
	Maintenance and support services shall be provided remotely. 
	Mandatory

	MnS.6. 
	For the provision of post-implementation maintenance and support services, the successful Tenderer shall provide NBM with access to a ticketing solution, available through the Internet. The ticketing system shall be properly secured. All interactions between the successful Tenderer and the NBM while providing post-implementation maintenance and support services shall be carried out by means of the respective platform.
	Mandatory

	MnS.7. 
	NBM expects that the proposal for post-implementation maintenance and support services will be based on best practices for Project Management and IT Service Management (e.g., ISO 20000, ITIL v3.0.).
	Recommended
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 PUBLIC PROCUREMENT

	

	CONTRACT NO. _________
of procurement through the procedure of Public Tender of goods
CPV CODE: 

“___”_____________20__	mun. Chisinau 


	Supplier of goods
	Contracting authority

	
______________________________________,
(full name of the enterprise, association, organization)
represented by________________________,
(position, name, surname)
acting on the basis of___________________,
(statute, regulation, decision, etc.)
hereinafter referred to as the Seller 
______________________________________,
(indicate the number and date of registration in the State Register)
on the one hand,
	
NATIONAL BANK OF MOLDOVA,
represented by _______________,
Deputy Governor, acting on the basis of the Law on the National Bank of Moldova no. 548 of 21 July 1995, as subsequently amended, hereinafter referred to as the Buyer, on the other hand,


both (named hereinafter Parts) have concluded this contract relating to the following:
a. The procurement of instant payments software solution (licenses, implementation services and warranty services), hereinafter referred to as Goods and Services, according to the procurement procedure of type ____________________, based on the decision of the working group of the NATIONAL BANK OF MOLDOVA from ___________________.
b. The following documents will be considered integral parts of the Contract:
1. Annex 1: List of goods and services (including list of deliverables that are to be delivered under the Contract);
2. Annex 2: Project Plan;
3. Annex 3: Project team of the Seller (association members or/and subcontractor);
4. Annex 4: Terms and conditions of support and maintenance for the first year post-implementation warranty;
5. Annex 5: The Specifications and requirements;
6. Annex 6: Technical Offer  and the answers to the clarification questions;
7. Annex 7: Commitment to comply with the Buyer's security requirements 
1. [other documents as needed, for example, drawings, graphics, forms, provisional and final reception protocol, etc.]

c. This Contract shall prevail over all other component documents. In case of discrepancies or inconsistencies between the component documents of the Contract, the documents provided for in the item letter b will have the order of priority listed above.

d. If in the course of carrying out of the Contract, it is found that certain elements of the Technical offer  (Annex 6) are under or do not comply with the requirements laid down in the Specifications and Requirements, provisions of the Specifications and Requirements will prevail (Annex 5).

e. As a countervailing duty of the payments to be made by the Buyer, the Seller undertakes to deliver Goods and provide Services to the Buyer and to suppress their faults in accordance with the provisions of the Contract in all respects.

f. The Buyer undertakes to pay to the Seller, as a countervailing duty of the delivery of Goods and provision of Services, as well as elimination of their faults, Contract price or any other sum which may become payable in accordance with the provisions of the Contract within the time limits and the way laid down in the contract.

1. Definitions
In this Contract following terms are to be interpreted as follows: 
a) contract – the agreement reached between the Buyer and the Seller, as formulated in this document, signed by the Parties, with all the annexes and additional documents incorporated and which are an integral part of it;
b) association –  the association between ___________ and __________, _________;
c) contract price – the price payable to the Seller by the Buyer, under the contract, for the appropriate and full execution of all obligations under the contract;
d) services – all the activities listed in Annex 1 to this Contract, performed by Seller in order to fulfill the obligations laid upon them by this Contract;
e) license – legal instrument (usually in the form of contract, the physical medium) governing the use or distribution of a software;
f) system/solution – involves licensed software solutions together with hard necessary infrastructure that offer the possibility of exploitation of IT solutions in certain parameters of quality (speed, functionality, etc.);
g) proiect – totality of interdependent activities carried on by a Seller and Buyer according to a well determined plan and within the limit of approved costs, in order to ensure achievement of objectives, as described in the Requirements (Annex 5), over a well determined period of time in accordance with the provisions of this contract;
h) deliverables – all documentation/ activities/ goods included in Annex/Annexes to this contract and that the Seller has the obligation to supply to Buyer in accordance with the contract;
i) force majeure – an event above and beyond the control of the Parties, which is not due to their incorrectness or either guilt, which could not be foreseen at the time of conclusion of the contract and which makes it impossible to run and, respectively, the fulfillment of the contract; they are regarded such events as: wars, revolutions, fire, flood or any other natural disasters, restrictions arising as a result of quarantine, embargo, the ingredients are not exhaustive, but declarative. It is not to be considered force majeure an event such of the above which, without creating an impossibility of performance, makes it extremely expensive the fulfillment of the obligations by one of the Parties;
j) month – calendar month; year – 365/366 days;
k) requirements – the document representing Annex 5 of the contract, which includes determination of the objectives of the Services/Goods are delivered, by specifying, where applicable, the methods and resources to be used by the Seller and the results to be achieved by him;
l) conflict of interests – any event influencing the ability of the Seller to express a professional opinion objectively and impartially, or which prevent it, at any time, to give priority to the interests of the Buyer or general public interest of the project, any reason in connection with possible contracts in the future or in conflict with other commitments, past or present, of the Seller. These restrictions are also applicable to any subcontractors, employees and experts that operates under the authority and supervision of the Seller;
m) day – the term of "day" or "days" or any reference to days shall mean calendar days unless otherwise indicated in the text of the Contract;
n) working day – day in which work may be performed in accordance with the legislation of the Republic of Moldova; fractions of working days can be cumulated for billing;
o) communication plan – part of the project initiation documents, which represents a detailed planning of the communication during the project, and contains information about the parties involved in the project, their requirements and source of information, the frequency and the content of the communication, the means of communication;
p) tolerance – the spare time period to the time limit which is allocated formally in order to mitigate/ eliminate impact of random factors on the extent of compliance with the project plan;
q) acceptance of the solution - the decision to launch the IT solution in production (acceptance for the Launch stage (Go live));
r) final acceptance of the solution - acceptance stage that takes place after the experimental run of the IT solution and confirms:  that there are no tickets for defects with severity grade 3 or 4 (details in Annex 5), and the achievement of all project objectives in agreed parameters. 
s) act of acceptance related to the phase – the document concluded by the parties according to the Contract which confirms the completion, delivery and implementation by the Seller of the deliverables of the project related to a certain stage / specific module and their correspondence in terms of quantity and quality with the requirements of the Contract.
t)  final acceptance act - the document concluded by the parties according to the Contract which confirms the completion, delivery and implementation by the Seller of all project deliverables related to the IT solution and their correspondence in terms of quantity and quality with the requirements of the Contract.
u) bug - is a malfunction of the IT solution, caused by a programming error;
v) progres report – the document developed by the Seller or Buyer (as appropriate), coordinated by the Parties in accordance with the provisions of the quality assurance plan to certify and monitor the activities (e.g. consultancy, implementation, technical assistance, etc.), the responsibilities of the persons involved in the project and the progress achieved to a certain stage and / or in relation to a specific activity. 
w) Man/hours for further developments and change requests - 300 man / hours for handling change requests requested by the Buyer during the implementation and warranty period, in accordance with a change management procedure agreed by the Parties.
x) standard maintenance and support offered by the manufacturer of licenses – is a component of the original contract, for the first 12 months after activating the licenses, the cost of which is included in the license price and ensures: 
· upgrade version of installed products ;
· technical assistance services ;
· amendment of anomalies arisen in the functioning of information products and of anomalies in the data records – proven to be caused by information product. 
The maintenance and standard support offered by the license manufacturer begins to run from the final acceptance of the solution at the end of the project.
y) post-implementation warranty services – is a component of the initial contract by which the Seller ensures: 
a) any other support, if necessary, for reasons that affect the normal functionality of the offered solution, which has been caused by actions of the Seller.
b) support for any additional configuration or customization required by the solution to comply with the formal requirements established in the Contract and the tender documents (e.g. deficiencies that Seller has agreed with).
The detailed description of the content, as well as the quality parameters of warranty services offered by Seller are presented in Annex 4 to this Contract. Warranty services begins to run from the date of the final acceptance of the solution at the end of the project and can be of two types: On Site – made at Buyer's premises or Remote - through a secure Internet connection from the Seller's/ premises.

2. Object of the Contract
2.1. Seller is committed to deliver the goods and to provide the services specified in Annex 1, which is an integral part of this Contract.
2.2. The Buyer comits itself, in its turn, to receive and pay goods and services supplied by the Seller in accordance with the conditions of the contract.
2.3. The subject of the contract is the provision by the Seller in favor of Buyer of instant payments software solution (licenses, implementation services and warranty services), according to the provisions referred to in Annexes 2, 5 and 6 to this contract, and also, warranty services (maintenance and support) for a period of 12 months from the date of signing the final acceptance of the solution at the end of the project, according with specifications from Annex 4 of this Contract.
2.4.  All the provided licenses related to the solution covered by this contract will allow the Buyer to use the licensed software indefinitely and will be active from the date of final acceptance of the solution.

3. Terms and Conditions for delivery/performance
3.1. Delivery of goods and/or services shall be made by the Seller within the deadlines of the project plan (Annex 2) and shall be calculated from the effective date of this Contract. After the entry into force of this Contract, the Buyer shall submit a written notification to the Seller, indicating the effective date of the Contract.
3.2. If throughout the contract the Seller does not comply with the project plan (Annex 2), it shall notify the Buyer about the risk of non-compliance in a timely manner. Depending on the circumstances leading to the respective deviations, the Buyer will decide on the measures to be taken, according to the provisions of this Contract.
3.3.  Goods and Services will be delivered at the Buyer ’s premises: MD-2005, mun. Chisinau, bd. Grigore Vieru 1, NATIONAL BANK OF MOLDOVA. It is acceptable for the project activities to be carried at the Seller’s premises only if it is not necessary to involve the Buyer personnel and this doesn’t diminish the quality of the deliverables covered by this Contract.
3.4. To ensure management and control of the project the Seller shall provide to the parties identified in the Communication plan at least the following reports as required by the Tender Specifications (Requirements) (Annex 5):
a. Project management plan (including Project plan), adjusted – within 15 working days from the effective date of the contract. Project management plan after approval by the Parties shall be an integral part of this Contract;
b. Progress reports – weekly/monthly (if applicable). Ensure correlating with the provisions of Project management plan;
c. Phase ending reports – at the end of each phase of the project;
d. Exception reports – in case any deviations from planned activities are identified.
3.5. If the Buyer wants additional services / deliverables against those specified in this Contract to be delivered, the Buyer may place orders for services within the limit of reserve man-hours specified in the Requirements (Annex 5). When launches an order the Buyer shall send the Seller a request for offer specifying the nature and quantity of the services requested. Since receipt of the request for offer of the Seller shall have a maximum of 10 working days to deliver estimating effort and time required to perform the services requested. The Buyer can confirm the request by ordering the service or cancel the request. 
3.6. The documentation accompanying the Goods and/or Services includes:
a) Fiscal invoice;
b) The Acceptance Act (according to the phase);
c) The Act of provision of warranty service;
d) Payment invoice.
3.7. The original documents referred in item 3.6. will be presented to Buyer at the latest upon delivery of the goods and services to the final destination. Delivery is considered completed when the all mentioned above documents are submitted and approved.
3.8. The Seller shall state that its staff and any subcontractors’ staff have training, experience and qualifications required for the performance of services offered by this Contract and have all possible approvals/permits/documents (including legal ones) in order to provide services covered by this Contract.
3.9. In case the Seller’s staff or any subcontractors’ staff that was allocated to this project is no longer available for plausible reasons (e.g., due to illness), this may be replaced by a person with similar experience and qualifications only with prior written consent of the Buyer.
3.10. The Buyer reserves the right to request a change of team member of the Seller or its subcontractors if such member does not comply with the quality required for the services described in the Contract. Insufficient quality/training shall be documented in the form of records to be attached to the request.
3.11. Within 15 days, the Seller shall provide a candidate with experience and qualifications in accordance with the Tender Document.

4. Price and payment terms.
4.1. The price of goods and services supplied under this Contract is set in EUR/USD/MDL (as the case), as indicated in Annex 1 of this Contract.
4.2. The total indicative amount of this Contract included/ not included VAT, is set in EUR/USD/MDL (as the case) and amounts: ______________________(______________) EUR.
4.3. Payment for the delivered Services and Goods according to this Contract shall be in EUR/USD/MDL (as the case). If the Seller  is a resident of the Republic of Moldova, payment will be made in MDL.
4.4. If the Seller is not a resident of the Republic of Moldova, he will be liable for all taxes / taxes applicable in his / her own country, including those withheld to the payment source, related to the Services / Goods provided / delivered under this contract. If the income tax on the payment source is to be withheld under tax legislation of the Republic of Moldova, the withholding of tax will be made when the Buyer pays the invoice.
4.5. The payments for the contract  will be distributed as follows:
· 15% of the total cost of the contract, without the cost of 300 man/hours for additional developments and change requests, after accepting deliverables of analysis and design phases;
· 25% of the total cost of the contrac,t without the cost of 300 man/hours for additional developments and change requests, after accepting deliverables of build phase;
· 45% of the total cost of the contract, without the cost of 300 man/hours for additional developments and change requests, after accepting deliverables of training, testing and go-live phases;
· 10% of the total cost of the contract, without the cost of 300 man/hours for additional developments and change requests, after the final solution acceptance at the end of the project;
· 5% of the total cost of the contract, without the cost of 300 man/hours for additional developments and change requests, will be paid semi-annually in 2 installments during the warranty period of the solution, after signing the Acts of acceptance of the warranty services.

The total volume of 300 man-hours for further developments and change requests will be used at the request of the Beneficiary throughout the whole project, including the warranty period of the solution and will be paid, for the actual volume used, according to the payment scheme indicated above.
4.6. Payment will be made by the Buyer based on the invoice issued by the Seller, after the acceptance by the Buyer of the respective phase listed in p. 4.5 (details in Annex 1) and the signing by the Parties of the respective Acceptance Act, within 15 working days from the date of receipt of the invoice by the Buyer.
4.7.  The payments will be made via bank transfer on the account of the Seller indicated in this Contract. In case of association, issuance of invoices and payments can be made by / to the leader of the association. Where invoices will be issued by members of the association on their value, payment will be made by the Buyer, the payments will be made only after receiving of the last invoice related to the installment.
4.8. The payment date is the date on which the Buyer authorizes the payment order (SWIFT / message) for the transfer of funds to the Seller.
4.9. Sending an invoice with the wrong item and / or calculation errors identified by the Buyer, following its receipt, entails the obligation of the Seller to cancel it and send a new invoice.


5. Delivery-receipt conditions 
5.1. Goods and Services shall be deemed delivered by Seller and accepted by the Buyer if:
a. The quantity of goods and services correspond to information specified in Annexes 1 and 2 of this contract and the accompanying documents in accordance with item 3.6 of this contract;
b. quality of Goods and / or Services correspond to information given in the Quality management plan, the Requirements (Annex 5), other relevant documents specified in Requirements and Project management plan.
5.2. The reception and quality of goods and services is attested by the signing of corresponding acceptance Acts if the proposed deliverables for acceptance correspond to quality criteria approved in the Project management plan.
5.3. The terms for presentation of the final version of deliverables by the Seller and time tolerances for each deliverable are listed in the Project plan agreed by the Parties.
5.4. Upon completion of a deliverable or set of deliverables, the Seller shall deliver to the Buyer an electronic copy thereof for acceptance, together with the Act of Acceptance for signature by the Buyer.
5.5. The Buyer shall review the deliverable/set of deliverables or shall send electronically to the Seller comments/proposals for amendment of deliverables that would make them acceptable, within 5 working days of the date of delivery, if the Parties do not agree otherwise. The Seller shall review and consider the comments/proposals for amendment of the deliverables submitted by the Buyer and deliver to the Buyer the modified version within 5 working days from the receipt thereof, unless the Parties agreed otherwise.
5.6. The process of coordination and acceptance of deliverables shall have a reasonable number of iterations, until their final acceptance by Buyer. However, there may be no more than 3 acceptance procedures. If after three consecutive procedures for acceptance, unless otherwise agreed by the Parties, Buyer still has objections based on the quality / quantity of goods / services, it is considered that the Seller has not met the obligations and the quality level to which references this Contract. In this case the Buyer has the right to apply the measures / sanctions stipulated in this contract in Chapters 10 and/or 12.
5.7. If the Buyer does not sign the Act of Acceptance of deliverable / set of deliverables within 5 working days or other period as agreed by the Parties, from the date of delivery or does not send any comments / proposals for amendment of deliverables that would make them acceptable, in electronic format, the Seller shall be entitled to consider that the deliverable / set of deliverables is tacitly accepted. Accordingly, the Buyer will be required to sign the Acceptance act and the Seller shall be entitled to issue the relevant invoice (if applicable) and the Buyer will be required to pay the price of services invoiced according with item 4.6 of this Contract.
5.8. Approval of all deliverables / milestones under this Contract by signing the relevant Acts of acceptance or their tacit acceptance cause the successful supply / delivery of services / of goods within the scope established by the Contract.
5.9. The Seller is required to submit to the Buyer an original copy of the respective Acceptance Act singned by the representatives of the both Parts and of the invoice after delivery of the goods and/or service of the corresponding phase, according with items 4.6/4.7 of this Contract, for payment. For non-compliance with this clause by the Seller, the Buyer reserves the right to increase the payment deadlines set out in items 4.6 / 4.7 for the number of late working days and to be exempted from paying the penalty set out in Chapter 12.

6. Standards
6.1. The goods/services delivered under the Contract shall comply with the standards presented by the Seller in his technical proposal and/or stipuleted in the Requirements.
6.2. When no applicable standard or regulation is mentioned, the standards or other regulations authorized in the country of origin of the Goods/Services shall be met.

7. Obligations of the Parties 
7.1. Under this Contract, Seller undertakes:
a. to deliver goods and provide services under the terms of this Contract on standards and / or performances presented in the technical proposal, attached to the Contract, and in accordance with the Requirements and this Contract;
b. to ensure appropriate conditions for receiving the Goods and / or Services by the Buyer, within the deadlines established in accordance with the requirements of this Contract;
c. to be responsible for the appropriate management of the project by applying a very clear methodological approach to the project management over the entire Service provision / Goods delivery process, the execution of the Services and the Project Plan in accordance with the project plan agreed with Buyer. The Seller is responsible for identifying and mobilizing the experts to carry out the activities foreseen in the project plan.
d. to start perform the Services on the effective date of the contract, mentioned in the notification of the Buyer about the entry into force of the Contract, under the condition that the Seller is informed 10 working days before the effective date, unless a shorter term is agreed by the Parties.
e. to prepare and deliver to the Buyer all deliverables for implementation of services and goods specified in Annex 1 in accordance with the project plan agreed with Buyer and with the quality standards set out in the Requirements and Project initiation documents.
f. to provide materials, tools, methodologies, equipment, and any other similar needs, either temporary or permanent, necessary to perform the Contract as far as the need to ensure them is provided in the Contract or may be inferred from Contract.
g. to ensure proper management of project risks, quality deliverables and progress control at each phase of the project. At the same time, the Seller shall provide a control of the interdependencies between the project components to mitigate any risk of stagnation of the project. 
h. to ensure timely resolution of the identified problems related to its direct responsibility, according to the mechanism described in the Technical proposal.
i. to ensure the composition of the experts’ team in accordance with the tender submitted in the procurement procedure. The team members’ names, functions, roles and responsibilities within the project are shown in Annex 3. Availability of proposed team members shall be provided until the completion of delivery of implementation services. In case of a change a team member, this change shall be made after the coordination and written approval of the Buyer in accordance with the conditions specified in the Chapter 3 of this Contract. New nominees shall present evidence of compliance with at least the same criteria of experience and professional competence as of those they will replace.
j. is responsible both for the safety of all operations and methods used for providing services, as well as for the qualifications of the staff involved throughout the Contract.
k. has responsibility for each person involved in the performance of services under this Contract to comply with the Buyer’s policies of security, fire protection, safety at work, as they shall be duly notified by the Buyer, along with any related legal requirements.
7.2. Under this Contract, Buyer undertakes:
a. to notify the Seller in written form after the entry into force of this Contract, within 5 working days, by fax/email or registered letter, of the date of commencement of this Contract.
b. to be responsible for all administrative and procedural aspects related to the launch, contracting and financial management of the project (including payments) related to the activities performed for project implementation and for technical implementation.
c. to organize its resources so that they are useful for the project and be available as needed by the project plan, taking into account the availability constraints provided in the Requirements.
d. to provide the Seller any information/data/resources/equipment required for the project performance in the terms and conditions of this Contract.
e. to provide the necessary logistics (access to Buyer premises, workspace, internal communication means, etc.) to conduct the on-site work (at the location of the Buyer) and meetings, workshops and other events organized with the participation of the Buyer representatives according to the approved Project plan.
f. to take all necessary measures to ensure receipt in due time of the delivered goods and / or provided services in accordance with the requirements of this Contract.
g. to ensure payment for the delivered goods and/or services complying with the arrangements and terms specified in this Contract.
h. if necessary, in order to efficiently implement the project, the Buyer reserves the right to postpone theGo-live phase with  up to 3 months period and has the obligation to notify the Seller with 30 working days before.

8. Relations of association/subcontracting (if applicable)
8.1. There shall be expressly established the concrete activities for each associate member that are to be provided. The associate members shall have appointed a leader, in the person of_________________, who shall represent the association in relation to the Buyer.
8.2. The leader shall assure the management and implementation of the project in accordance with the contract provisions, local legislation and in accordance with the Buyer requirements, with maxim professionalism, efficiency and in accordance with the best practices in the field. The leader shall be responsible on his own name and on behalf of associated members to the Buyer for the implementation of the project.
8.3. In case some of the Services provided under this Contract are subcontracted by the Seller, a copy of the subcontracting contract that contains the name, office, subcontractor role, contact data of the project team members and the Services that are subject of this Contract to be executed by himit, shall be submitted by the Seller upon signing this Contract.
8.4. Seller is required to conclude the subcontracting contract under the same conditions that the Seller has signed this Contract with the Buyer and those stipulated in the Technical proposal.
8.5. Seller shall be fully responsible to the Buyer for the goods/services that are the subject of this Contract and shall be performed by the subcontractor.
8.6. Seller shall have the right to change the subcontractor only if it does not fulfill its obligations under the subcontracting contract. The change/exclusion of the subcontractor or project team members nominated by it can be done only with the written consent of the Buyer and does not alter the price of this Contract.

9. Force majeure

9.1. The Parties are exonerated from liability for partial or complete non-fulfillment of obligations under this Contract, if it is caused by force majeure events (wars, natural disasters: fires, floods, earthquakes, as well as other circumstances that do not depend on the will of the Parties).
9.2. The Party invoking the force majeure clause is obliged to inform immediately (but not later than 10 calendar days) the other Party about the occurrence of force majeure circumstances.
9.3. The occurrence of force majeure circumstances, the moment of triggering and the time limit for action must be confirmed by a certificate, duly issued by the competent body of the country of the Party invoking such circumstances.
9.4. The temporary suspension and resumption of the delivery of Goods and provision of the Services shall be carried out on the basis of the minutes signed by the Parties.

10. Termination
10.1. The termination of the Contract may be made by mutual agreement of the Parties.
10.2. The Contract may be terminated unilaterally by the:
a. Buyer in case of refusal of the Seller to deliver the Goods/ and / or services provided to in this Contract;
b. Buyer in case of non-compliance by the Seller of the established delivery terms;
c. Seller in case of non-compliance by the Buyer of the payment terms of the Goods/Services;
d. Seller or Buyer in case of dissatisfaction by one of the Parties of the claims submitted under this Contract.
10.3. The Party initiating the termination of the Contract is obliged to communicate within 5 working days to the other Party about his intentions by a motivated letter.
10.4. The notified Party is obliged to respond within 5 working days from the receipt of the notification. If the dispute is not resolved within the set time limits, the initiating Party shall initiate the resolution.
10.5.  The termination of this Contract shall have no effect on the obligations already due between the Parties.

11. Complaints
11.1. Complaints regarding the quantity and/or quality of the delivered Goods and/or provided Services may be submitted to the Seller after submission of deliverables for validation to the Buyer, being confirmed by a document drawn up jointly with the representative of the Seller.
11.2. The Seller is obliged to examine the claims submitted within 5 working days of receipt thereof and communicating Buyer of decision taken.
11.3. Within 5 days, the Seller is required to deliver / provide to Buyer the undelivered quantity of goods and services, and in case of finding poor quality - to replace them or correct them in accordance with the requirements of the Contract. The Seller is obliged to remedy the errors found without prejudice to Buyer.
11.4. The Seller shall be responsible for the losses and/or damages caused by the actions and/or inactions and/or omissions of the Suplier, its employees or subcontractors within the value limits of this Contract.
11.5. Seller shall be responsible for the quality of goods and / or services, including hidden defects throughout the support period. Elimination of hidden defects shall follow the same method of remediation (response time, classification, etc.) as for the rest of the support services during the post-implementation period.

12. Sanctions
12.1. The form of performance Guarantee of the contract agreed by the Buyer is the bank guarantee:
a) amounting to 5% of the total value of the contract related to the implementation period of the solution. Validity period of the bank guarantee will exceed by at least 30 business days the planned date of signing the Act of final acceptance of the solution at the end of project, including the accepted tolerances, in accordance with the Project Plan;
b) amounting to 1% of the total value of the contract related to the warranty period. Validity period of the performance guarantee will exceed by at least 30 business days the period between the date of signing the Final Acceptance Act and the end of the guarantee period for the IT solution.
12.2. The performance guarantee of the contract shall be returned by the Buyer within 10 working days from the fulfilment of one of the following conditions, regardless of which will be met first:
a) Expiration of the validity period;
b) Signing the Act of final acceptance of the solution and presentation of the Performance Guarantee indicated in section 12.1. (b).
12.3. The Buyer shall have the right to use the performance guarantee to ensure the Contract execution, if the Seller fails to fulfil its obligations under this Contract. Prior to issue a claim on the performance guarantee, the Buyer shall notify the Seller, specifying the obligations that were not met and also giving a reasonable term for the performance and resolving the nonconformities, the term shall not be less than 10 calendar days from the receipt of notification. The use of the performance guarantee of the contract shall be made only if the Seller has failed to fulfil its obligations and has not remedied the nonconformities in due time.
12.4. For the warranty period specified in section 2.3. of this contract, the Seller guarantees to the Buyer that he will substantially perform the functions described in Appendix 4 to this Contract. The cost of warranty services is included in the price of this Contract and represents the cost of warranty services (maintenance and support).
12.5. For the refusal to sell the Goods and/or to provide the Services specified in this Contract, the performance guarantee of the contract will be forfeited.
12.6. If the Seller will be late in performing the tasks related to the deliverables specified in Annex 1 and the presentation of the respective deliverables, both in the form of a project and a final one, beyond the deadlines foreseen in The Project Plan agreed by the Parties, including the time tolerances agreed therein, the Seller will bear and pay to the Buyer a penalty of 0,1% of the value of the tasks not executed in due time for each delayed working day, but no more than 5% of the total amount of this Contract. If the delay exceeds 30 business days, it is considered as a refusal to deliver the Goods and/or provide the Services specified in the present Contract and the performance guarantee for the Contract will be retained from Seller. The delays incurred by the Seller as a result of the Buyer's breach of the terms set out in item 7.2. will not be covered by this item.
12.7. The Seller, for violation of the terms of service provision specified in Annex 7 "Terms and conditions of support and maintenance for the first year of warranty" of this Contract, bears a penalty of 0,1% of the amount for the reported period, but not more than 5% of the total value of the Maintenance and Support Services: 
· for each hour of delay for critical and high priority incidents;
· for each day of delay for normal priority incidents. 
12.8. For the late payment, Buyer is liable to 0,1% of the unpaid payment for each working day of delay, but no more than 5% of the total amount of this Contract.
12.9. The payment of penalties shall not relieve the Parties from the obligation to perform their commitments under this Contract.

13. Confidentiality
13.1. All information provided by one Party to the other Party for the performance of this Contract shall be deemed to be confidential unless otherwise expressly established by the Party disclosing that the information provided is public.
13.2. Neither Party shall have the right to use or make public any confidential information relating to the services/goods provided/delivered, the activities of the other Party, received from the other Party or from other sources provided for in this Contract, except for information on which the other Party agrees in writing for disclosure.
13.3. Each Party assumes the responsibility that each person involved in the provision of the Services provided for in this Contract must comply with the following conditions for maintaining the confidentiality of information:
a. not disclose, transmit or use in the interest of any person other than the other Party or persons authorized by him, any confidential or material information that he or she will receive from the other Party, except for material or information previously in the records of that person or which may have been obtained before such disclosure, transmission or use from third parties or the public sector
b. comply with all policies or instructions given by the other Party with respect to ensuring the security of information, classification, use or disposal of any information with limited or confidential access by signing a commitment to comply with security requirements by each delegated representative of this Party;
c. not to use any information with limited or confidential access for personal gain.
13.4. Each Party is obliged to respect the confidentiality regarding the methodologies / tools / techniques applied by the other Party in the provision of the Services, except for the public ones.
13.5. The Parties will not disclose, publish and disseminate confidential information to anyone other than their own employees who need to know this information. If the involvement of a third party (consulting companies or subcontractors) is required, this will be done with the consent of the other Party and confidentiality agreements will be concluded before the authorization of any third party.
13.6. The Parties will limit access to such confidential information to their employees, officials and managers who need to know it, and will inform such persons of the obligations assumed by this Contract.
13.7.  Each Party shall keep in full security all storage media transmitted and containing information pertaining to the other Party, whatever their form of storage or registration.
13.8. Any loss or suspicion of loss of any document containing confidential information shall be notified immediately by the Party that detected the loss.
13.9. At the request of one of the Parties, the other Party is obliged to return to him all (storage) media containing confidential information, including any copy made after it, and any information on the media that cannot be destroyed will be deleted.
13.10. All obligations created by this chapter will continue after the change or termination of the business relationship between the Parties for an unlimited period.

14. Intellectual property rights
14.1. This Contract does not grant the Buyer the right to use any copyright related to scientific work, including any patent, trademark or other similar property or rights, designs or models, plan, secret formula, process, or any information regarding the experience in the industrial, commercial or scientific domain belonging to the Seller/Provider.
14.2. Seller shall remain the owner of all methodologies, know-hows, ideas, inventions, patents, and existing software used for the provision of services under this Contract. (as the case)
14.3. Seller has the obligation to compensate Buyer for any:
a. complaints and legal actions resulting from infringement of intellectual property rights (patents, names, trademarks, etc.) relating to the equipment, materials, plant or equipment used for or in connection with the purchased products; and 
b. related damages, costs, fees and expenses of any kind, unless such breach results from compliance with the Buyer's Tender specification.
14.4. The Buyer will notify the Seller of such requests, causes of action, presumed debts or liabilities as soon as possible and in written form. The Seller must assure appropriate support for the defense.
14.5. In the event of a violation of any industrial/intellectual property right or copyright, without excluding other Buyer claims based on claims/pretentions of third parties relating to a such breach, the Seller shall, at its own expense, modify or replace his own performance results in such a way that there is no longer any violation of industrial/intellectual property right or copyright of third parties.
14.6. The Seller shall cover any damage caused to the Buyer as a result of the above-mentioned infringements.

15. Final provisions
15.1. The disputes that may arise under this Contract shall be resolved amicably by the Parties. Otherwise, these shall be submitted for examination to the competent court under the legislation of the Republic of Moldova.
15.2. The contracting Parties have the right, during the Contract implementation, to agree on the Contract clauses amendment, by addendum, only in case of circumstances that affect their legitimate commercial interests and that could not be foreseen at the Contract conclusion. The amendments and additions to this Contract shall be valid only if they were made in writing and signed by both Parties. 
15.3. Neither Party has the right to transfer its obligations and rights under this Contract to third party without written consent of the other Party..
15.4. The Contract shall be interpreted under the laws of the Republic of Moldova.
15.5. This Contract is drawn up in two copies in the Romanian language also in English, one copy to the Seller and one to the Buyer. In case of disagreement between the Parties concerning the interpretation of this Contract, priority must be given to the version drawn up in the Romanian language of this Contract.
15.6. This Contract is concluded and shall enter into force upon signature by the Parties, being valid the full execution of all obligations under this Contract or under any conditions stipulated  expressly in this Contract.
15.7. This Contract represents the will of both Parties and is considered signed on the date of the last signature applied by either Party.
15.8. To confirm the above, the Parties have signed this Contract in accordance with the laws of the Republic of Moldova.

16. Legal, postal and banking data of the Parties
	

	The supplier of goods
	The contracting authority

	Postal adress:
	Postal adress:

	Phone:
	Phone:

	IBAN:
	IBAN:

	Bank:
	Bank:

	Bank postal adress:
	Bank postal adress:

	Code:
	Code:

	Fiscal Code:
	Fiscal Code:

	

	17. Signatures of the Parties

	The supplier of goods
	The contracting authority

	Authorized signature:
	Authorized signature:

	S.P.
	S.P.
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