CAIET DE SARCINI
Servicii de mentenantd a Sistemului informational integrat de Evidenta Contabila (SIIECAP)

Ministerul Muncii si Protectiei Sociale



1. Generalitati

Sistemul Informational Integrat de Evidentd Contabild in Autoritatile Publice (in continuare
SIIECAP) reprezintd un sistem informational complex, constituit dintr-un ansamblu de resurse
hardware, software, baze de date, infrastructurd tehnologicd, proceduri si metodologii
interconectate, destinat asigurarii proceselor de inregistrare, stocare, prelucrare, generalizare,
raportare si utilizare a informatiilor contabile in cadrul institutiilor publice.
Evidenta contabila in cadrul SIIECAP este organizata in conformitate cu Legea contabilitatii,
planul de conturi contabile si metodologia aprobate de Ministerul Finantelor al Republicii Moldova,
precum si cu alte acte normative in vigoare.
Prezentul caiet de sarcini stabileste:

« cerintele functionale si nefunctionale ale sistemului;

« cerintele de securitate informationala;

« cerintele fata de serviciile de mentenanta, suport, consultanta si actualizare;

« modul de prestare si monitorizare a serviciilor.
Beneficiarul si detindtorul dreptului de utilizare al SIIECAP este Ministerul Muncii si Protectiei
Sociale (MMPS), sistemul fiind utilizat in baza licentelor de server si de utilizator.

2. Cadrul normativ de referinta

Functionarea SIIECAP este reglementata de urmatoarele acte normative:
1. Constitutia Republicii Moldova
Codul fiscal nr. 1163/1997
Legea nr. 1069/2000 cu privire la informatica
Legea nr. 467/2003 cu privire la informatizare si la resursele informationale de stat
Legea nr. 71/2007 cu privire la registre
Legea contabilitatii nr. 113/2007
Legea nr. 133/2011 privind protectia datelor cu caracter personal
Legea nr. 181/2014 privind finantele publice si responsabilitatea bugetar-fiscala
. Legeanr. 93/2017 cu privire la statistica oficiala
10 Legea nr. 124/2022 privind identificarea electronica si serviciile de incredere
11.HG nr. 717/2014 privind Platforma de Dezvoltare a Serviciilor Electronice
12.HG nr. 201/2017 privind cerintele minime obligatorii de securitate cibernetica
13.HG nr. 128/2014 privind Platforma Tehnologica Guvernamentala Comuna (MCloud)
14.HG nr. 712/2020 privind serviciul guvernamental de plati electronice (MPay)
15.HG nr. 149/2021 privind organizarea si functionarea MMPS
16.HG nr. 957/2023 privind agentiile teritoriale de asistenta sociald
17.Alte acte normative si standarde in vigoare din domeniul contabilitatii si TIC.
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In cazul modificarii cadrului normativ, Prestatorul este obligat si asigure conformarea SIIECAP
fara costuri suplimentare pentru Beneficiar.



3. Cerintele functionale generale

SITECAP trebuie sa:
« fie integral conform Ordinelor MF nr. 208/2015, 215/2015 s1 216/2015, inclusiv modificarile
ulterioare;

 sustind integral procesul de executie bugetara;

 asigure interoperabilitatea cu sistemele Ministerului Finantelor si Trezoreria de Stat;
« aplice automat clasificarea bugetara in vigoare;

« permitd adaptarea rapida la modificari legislative;

 asigure trasabilitatea completa a tuturor operatiunilor;

o+ dispunad de interfatd in limba roména.

4. Cerintele functionale specifice

SITECAP) trebuie sa asigure o acoperire functionald completd a tuturor proceselor de
evidenta contabila desfasurate in cadrul Ministerului Muncii si Protectie1 Sociale si al institutiilor
subordonate, in conformitate cu cadrul normativ national aplicabil sectorului bugetar.

1.Sistemul va include un mecanism unitar si centralizat de administrare a nomenclatoarelor,
care constituie baza informationala pentru toate operatiunile contabile. Sistemul trebuie sa permita
gestionarea nomenclatoarelor aferente persoanelor fizice, agentilor economici, bunurilor materiale,
mijloacelor fixe, conturilor bancare, precum si a altor entitati utilizate in procesele contabile.
Nomenclatoarele trebuie sa fie normalizate din punct de vedere al structurii datelor, sa asigure
integritatea referentiald si sd prevind introducerea de inregistrari duplicate. Orice modificare
efectuata asupra unui nomenclator va fi nregistratd automat intr-un istoric de modificari (audit
trail), cu indicarea utilizatorului, datei, orei si naturii modificarii, fard a afecta datele istorice
utilizate in raportari anterioare.

2.SITECAP trebuie sa asigure evidenta contabila separatd, dar interoperabild, pentru aparatul
central al MMPS, cele 10 Agentii Teritoriale de Asistentd Sociald, 33 Structuri Teritoriale de
Asistenta Sociala inclusiv 23 institutii publice subordonate. Fiecare structura organizationala va
functiona ca entitate contabila distincta, cu propriile date, utilizatori si drepturi de acces, asigurandu-
se in acelasi timp posibilitatea consolidarii automate a informatiilor la nivel ierarhic superior.
Sistemul trebuie sa permitd generarea rapoartelor contabile si financiare atat la nivel individual, cat
si consolidat, cu posibilitatea detailarii (drill-down) pe subdiviziuni, articole bugetare, surse de
finantare si perioade de raportare, fara a compromite consistenta datelor.

3. Documente: totalitatea miscarilor, operatiunilor inregistrate in instanta, sistematizate, prin
intermediul carora se inregistreaza automat formulele contabile si se perfecteazd note de
contabilitate.

4. Nota de contabilitate nr. 1 (borderou cumulativ privind operatiunile de casa f.nr.NC-1;
contine: ordine de plata, ordine de Incasare, registru de casa, delegatie, descifrare delegatie).

5. Nota de contabilitate nr. 2 (borderou cumulativ privind circulatia mijloacelor in conturile
curente f.nr.NC-2; contine: ordine de plata, extrase din cont, export automat a ordinelor si notelor
de plata catre Trezorerie, formarea automatd a borderoului de plata, cu posibilitatea descifrarii
zilnice de fiecare operatiune bancard).

6. Nota de contabilitate nr. 3 (borderou cumulativ privind calcularea veniturilor aferente
mijloacelor colectate f.nr.NC-3; contine: ordine de plata, extrase din cont).



7. Nota de contabilitate nr. 5 si nr. 5a (centralizarea statelor de retributii a muncii si burse
f.nr.NC-5 si borderou centralizator privind retinerile din salariu f.nr.NC-5a; contin: cerere privind
scutirile, introducerea tarifara, tabele de evidenta a timpului de munca, calcularea automata a
salariului, Indreptarea spre achitare automata a salariului, achitarea automata, export automat spre
Trezorerie sau/si Banca a fisierului cu lista de plata, formarea automata a formularelor nr. 22, 23 si
rapoartelor IPC18, IALS14, rapoarte statistice si alte rapoarte necesare).

8. Nota de contabilitate nr. 6 si nr. 7 (borderou cumulativ privind decontéri cu furnizorii
f.nr.NC-6 si borderou cumulativ privind creantele cu clientii f.nr.NC-7).

9. Nota de contabilitate nr. 8 (borderou cumulativ privind decontarile cu titularii de avans
f.nr.NC-8).

10. Notele de contabilitate nr.9, 10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 21.

11. Rapoarte-forme de tipar, care automat se formeaza in baza operatiunilor, documentelor
inregistrate si anume: a. Balanta de solduri; b. Balanta de solduri a contului; c. Analiza contului; d.
Fisa contului; e. Rulajele contului; f. Fisa personala, anexa nr. 8; g. Informatie privind venitul si
impozitul pe venit; h. Formularul IALS14 anuala; 1. Darea de seama IPC21 lunard; j. Generalizator
pe salariu; k. Nota justificativa; 1. Registre de salarii; m. Fise de calcul la salariu; n. Listele de
inventariere; o. Implementarea bar codurilor si efectuarea inventarierii utilizand bar codurile
mijloacelor fixe; p. Actul de verificare a decontarilor;

r. Rapoarte financiare si informatii (FD-041, FD-042, FD-043, FD-044, FD-045, FD-045A,
FD-046, FD-047; FD-048, FD-049, FD-050, FD-053).

5. Securitatea si protectia

SITECAP trebuie sa asigure:

« autentificare si autorizare pe baza de roluri;

o audit si jurnalizare complets;

« protectia impotriva modificarilor neautorizate;

« criptarea comunicatiilor si backup-urilor;

« separarea mediilor de test si productie.
Backup:

« zilnic, automat;

 stocare pe suport separat;

 testarea periodica a restaurarii.

6. Cerinte fata de serviciile de mentenanta
Serviciul de mentenanta va fi asigurat de catre Prestator pana la 31.12.2026 si va include:

mentenanta preventiva

o Intretinere planificata, ce are ca scop mentinerea sistemelor tehnice, in conditii normale
de functionare, prin inspectie sistematica, detectie a riscurilor de functionalitate a SI;

e Consultatii zilnice la solicitare a tuturor specialistilor ce utilizeaza SI minim 100
persoane.

e Servicii de consultantd si suport institutional in procesul planificarii, tinerii evidentei
contabile si elaborarea rapoartelor financiare. Consultantd economicd-financiard in scopul



optimizadrii proceselor. Asistenta in utilizarea sistemelor informationale necesare pentru evidenta
contabila.

e Vizita la sediul clientului va fi efectuatd in cazul imposibilitatii solutionarii
deficientelor de la distantd;

e Ajustarea SIIECAP in conformitate cu legislatia Republicii Moldova si actele
normative de evidenta contabila in vigoare;

e Sa transmita,, Beneficiarului” noile versiuni ale SIIECAP;

e Administrarea lunara a serverelor, bazei de date 1C, modulelor existente ne-standarde,
interconectate.

e Efectuarea zilnica a copiilor de rezerva cu stocarea pe alt server fizic sau suport de
stocare.

e Administrarea serverului central - Monitorizarea serviciilor IT pe serverul central,
necesar pentru functionalitatea intregului sistem informational;

e Administrarea serverului Bazei de date MS SQL;

e Administrarea Server 1C;

e Administrarea licentelor 1C;

e Administrarea utilizatorilor si drepturile acestora inclusiv in 1C;

mentenantd corectiva — 1identificarea, analiza s1 remedierea incidentelor, erorilor,
neconformitatilor si deficientelor aparute in procesul de exploatare a SIIECAP, cu un impact minim
asupra activitdtilor curente ale Beneficiarului.

Prestatorul va asigura un mecanism formal de gestionare a incidentelor, care sd includa
inregistrarea, clasificarea, prioritizarea, investigarea, solutionarea si documentarea acestora. Fiecare
incident va fi analizat din perspectiva root cause analysis, iar solutiile implementate vor preveni
reaparitia problemelor similare.

Remedierea incidentelor va fi realizatd in conformitate cu prioritatile stabilite de Beneficiar,
iar in cazul in care solutionarea necesitd modificari de cod sau configurari complexe, Prestatorul va
prezenta o estimare de timp si resurse inainte de implementare. Orice modificare aplicata va fi
testata in prealabil intr-un mediu controlat si implementatd in mediul de productie doar cu acordul
Beneficiarului.

7. Descrierea serviciului:

Serviciile prestate in baza prezentului caiet de sarcini au ca obiect asigurarea exploatarii
operationale continue, sigure si conforme cu legislatia in vigoare a Sistemului Informational
Integrat de Evidenta Contabila in Autoritatile Publice (SIIECAP), precum si mentinerea capacitatii
acestuia de a sustine procesele critice de evidentd contabild si raportare financiara ale
Beneficiarului.

Prestatorul va furniza un set coerent si integrat de servicii specializate, care acopera intregul spectru
al activitatilor necesare functiondrii unui sistem informational critic, incluzand suport operational,
mentenantd tehnica si functionald, adaptare legislativd, optimizare continua si consultanta de
specialitate.

7.1 Managementul solicitarilor si al incidentelor

Prestatorul va asigura gestionarea completd a tuturor solicitarilor de servicii si incidentelor aparute
in exploatarea SITECAP, utilizdnd un proces formalizat care include inregistrarea, clasificarea,
prioritizarea, investigarea, solutionarea si inchiderea acestora.



Fiecare incident va fi analizat din punct de vedere tehnic si functional, iar in cazul incidentelor
recurente sau cu impact major, Prestatorul va efectua o analiza a cauzei radacind, cu documentarea
masurilor corective si preventive aplicate. Gestionarea incidentelor se va realiza astfel incat sa fie
asigurata continuitatea operationala a activitdtilor Beneficiarului si minimizarea timpilor de
indisponibilitate a sistemului.

7.2 Analiza tehnico-functionala si optimizare operationala

Prestatorul va desfasura activititi de analizd aprofundatd a functionarii SIIECAP, incluzand
evaluarea fluxurilor de date, a regulilor contabile implementate, a parametrilor de performanta si a
modului de utilizare a sistemului de cétre utilizatori.

In baza acestor analize, Prestatorul va formula si implementa masuri de optimizare tehnica si
functionala, menite sd Tmbunatateascd eficienta proceselor contabile, sd reduca riscurile
operationale si sd creasca fiabilitatea sistemului, fard a afecta integritatea datelor si conformitatea
legala.

7.3 Implementarea modificarilor si managementul schimbarilor

Prestatorul va asigura implementarea tuturor modificarilor necesare in SIIECAP, indiferent daca
acestea sunt generate de modificari legislative, reorganizari institutionale sau necesitati operationale
identificate de Beneficiar.

Toate modificdrile vor fi supuse unui proces controlat de management al schimbarilor, care va
include analiza impactului, testarea in medii dedicate, validarea rezultatelor si implementarea in
mediul de productie exclusiv cu acordul prealabil al Beneficiarului. Prestatorul va garanta ca
modificdrile nu vor compromite functionalitatile existente si nu vor genera inconsistente in datele
istorice.

7.4 Managementul versiunilor, actualizarilor si securitatii

Prestatorul va gestiona ciclul de viata al versiunilor SIIECAP, asigurand actualizarea regulatd a
tuturor componentelor software, inclusiv aplicarea patch-urilor de securitate si a actualizarilor
functionale necesare.

Actualizarile vor fi realizate astfel incat sa fie mentinut un nivel ridicat de securitate informationala,
protejand sistemul impotriva vulnerabilitatilor cunoscute, accesului neautorizat si pierderii de date.
Fiecare versiune livrata va fi insotita de documentatie tehnica si functionald corespunzatoare.

7.5 Asigurarea calitatii si testarea continua

Prestatorul va implementa un proces continuu de asigurare a calitdtii, care include testarea
functionala, tehnica si de regresie a sistemului, in special in urma modificérilor sau actualizarilor
efectuate.

Testarea va viza corectitudinea calculelor contabile, coerenta rapoartelor, performanta sistemului si
compatibilitatea cu cerintele operationale ale Beneficiarului. Implementarea modificarilor in mediul
de productie va avea loc doar dupa confirmarea indeplinirii criteriilor de acceptanta stabilite.

7.6 Suport operational, consultanta si expertiza de domeniu

Prestatorul va asigura suport operational permanent pentru utilizatorii SIIECAP, punand Ia
dispozitie specialisti cu competente tehnice si experientd relevantd in evidenta contabild bugetara
pentru institutiile publice.

Suportul va include consultantd in utilizarea corecta a sistemului, interpretarea prevederilor
legislative aplicabile si aplicarea acestora in cadrul SIIECAP, precum si recomandari pentru
optimizarea proceselor contabile si de raportare.



7.7 Instruire, transfer de cunostinte si suport metodologic

Prestatorul va organiza activitati de instruire initiala si periodica pentru utilizatorii sistemului,
adaptate nivelului de competenta al acestora si modificarilor intervenite in SIIECAP. Instruirile vor
contribui la cresterea gradului de utilizare eficientd a sistemului si la reducerea dependentei
operationale de suportul extern.

7.8 Asistenta pentru date, migrare si conformitate

Prestatorul va acorda asistentd Beneficiarului in activitati legate de migrarea, importul, corectarea
si validarea datelor contabile, inclusiv introducerea soldurilor si reconcilierea informatiilor. Toate
aceste activitdti vor fi realizate cu respectarea strictd a cerintelor de securitate, integritate si
confidentialitate a datelor.

7.9 Raportare, documentare si trasabilitate

Prestatorul va asigura documentarea completa si sistematica a serviciilor prestate, inclusiv evidenta
incidentelor, modificarilor, versiunilor si activitatilor de suport. Raportarea periodica catre
Beneficiar va permite monitorizarea calitatii serviciilor, a nivelului de conformitate si a riscurilor
operationale.

8. Modalitatea de prestare a serviciilor de mentenanta

Prestarea serviciilor de mentenantda si suport pentru Sistemul Informational Integrat de
Evidenta Contabila in Autoritatile Publice (SIIECAP) se va realiza intr-un cadru operational clar
definit, controlat si documentat, care sa asigure transparenta activitatilor, continuitatea operationala
a sistemului si respectarea cerintelor functionale, tehnice si de securitate stabilite prin prezentul
caiet de sarcini.

Serviciile vor fi prestate pe intreaga durata a contractului, in baza solicitarilor Beneficiarului
si a planurilor de mentenanta aprobate, cu respectarea prioritatilor stabilite si a impactului asupra
activitatilor operationale ale institutiei.

8.1 Organizarea prestarii serviciilor

Prestatorul va desemna o echipd dedicata pentru prestarea serviciilor aferente SIIECAP,
formata din specialisti cu competente tehnice si functionale relevante. Structura echipei va asigura
acoperirea tuturor domeniilor necesare, inclusiv administrare de sisteme, baze de date, aplicatii,
securitate informationald si evidentd contabila bugetara.

Prestatorul va desemna un responsabil de contract, care va constitui punctul unic de contact
pentru Beneficiar si va coordona toate activitatile desfasurate in cadrul serviciilor prestate.

8.2 Modalitati de solicitare si comunicare

Solicitarile de servicii si raportarile de incidente vor fi transmise de catre Beneficiar prin
canale de comunicare agreate, inclusiv telefon, e-mail sau sistem de ticketing. Fiecare solicitare va
fi inregistratd si identificatd Tn mod unic, permitdnd urmarirea stadiului de solutionare si
documentarea completa a activitatilor intreprinse.

Prestatorul va asigura comunicarea permanentd cu Beneficiarul pe durata solutionarii
solicitarilor, furnizand informatii privind progresul, eventualele riscuri identificate si termenele
estimate de finalizare.

8.3 Clasificarea si prioritizarea incidentelor



Incidentelor si solicitdrilor li se va atribui un nivel de prioritate, stabilit de Beneficiar, in
functie de impactul asupra functionarii SIIECAP si asupra activitatilor institutiei. Clasificarea va
permite alocarea adecvatd a resurselor si stabilirea termenelor de raspuns si remediere.

In cazul incidentelor critice care afecteaza functionarea generali a sistemului sau procesele
contabile esentiale, Prestatorul va initia imediat procedurile de interventie, mobilizand resursele
necesare pentru restabilirea functionalitatii in cel mai scurt timp posibil.

8.4 Fluxul de gestionare a incidentelor si solicitarilor

Gestionarea incidentelor si solicitarilor va urma un flux operational standardizat, care
include urmatoarele etape:

« inregistrarea si confirmarea receptiondrii solicitarii;
« analiza preliminara si clasificarea acesteia;
 Investigarea tehnica si functionals;

« 1dentificarea si implementarea solutiei;

 testarea solutiei;

« validarea de catre Beneficiar;

« 1inchiderea solicitarii s documentarea finala.

Acest flux va asigura trasabilitatea completd a fiecarei solicitari i va permite evaluarea
performantei serviciilor prestate.

8.5 Prestarea serviciilor la distanta si la sediu

Serviciile de mentenanta si suport vor fi prestate, cu prioritate, la distanta, utilizand mijloace
de comunicare si acces securizat. Interventiile la sediul Beneficiarului vor fi efectuate doar in
situatiile Tn care solutionarea problemelor nu este posibila prin acces la distantd sau in cazurile
expres solicitate de Beneficiar.

Costurile aferente deplasarilor sunt incluse in tariful serviciilor si nu vor genera cheltuieli
suplimentare pentru Beneficiar.

8.6 Implementarea modificarilor in mediul de productie

Orice modificare adusd SIIECAP care afecteaza mediul de productie va fi realizata in mod
controlat si documentat. Prestatorul va asigura testarea prealabild a modificarilor si va obtine
acordul Beneficiarului tnainte de implementare.

Implementarea va fi planificata astfel incat sa minimizeze impactul asupra activitatilor
operationale si, dupa caz, va fi realizata in afara orelor de program.

8.7 Monitorizarea si raportarea serviciilor

Prestatorul va asigura monitorizarea continud a activitatilor de mentenanta si suport si va
furniza Beneficiarului rapoarte periodice privind:

« solicitdrile si incidentele gestionate;

« timpii de raspuns si solutionare;

« modificarile si actualizarile implementate;

« recomandarile pentru imbunatatirea functionarii SIIECAP.

Rapoartele vor constitui baza pentru evaluarea calitatii serviciilor prestate si pentru luarea
deciziilor privind optimizarea acestora.

8.8 Managementul neconformitatilor

In cazul identificirii unor neconformititi intre cerintele functionale stabilite si
comportamentul sistemului, Prestatorul este obligat sa notifice Beneficiarul in scris, prezentand
descrierea detaliatd a neconformitdtii si propunerea de solutii pentru remediere.



Remedierea neconformitatilor va fi realizatd cu prioritate, iar implementarea solutiilor va

avea loc conform procedurilor stabilite, cu respectarea termenelor convenite.

Termenii de reactie pe care
Prestatorul trebuie sa-i
asigure in cazul
incidentelor raportate de
Beneficiar se prezinta mai
jos.

Incident

Critic

Inalt

Mediu

Jos

Descriere

Problema  serioasa, care
impiedica functionarea
intregului sistem conform

destinatiei sale.

Probleme, ce au influenta
inalta  asupra  asigurarii
functionalitatii  sistemului.
Astfel de neconcordante pot
conduce la restrictionarea
utilizarii a unei parti a
sistemului.

Probleme ce tin de dereglarile
functionalitatii sistemului si,
care pot fi solutionate fara
riscul pierderii de date sau
prejudicierea functionalitdtii
sistemului.

Probleme cu impact mic sau
foarte mic asupra
functionalitatii sistemului. De
exemplu, probleme legate de
afisarea  mesajelor  sau
modificari in documentatie.

Timp max. de recuperare /
timp max. pentru
solutionare o  singura
problema(ore de lucru, zile)

Timp max. de recuperare: 2
ore. Timp max. pentru
corectare a cauzei: 4 ore

Timp max. de recuperare: 4
ore. Timp max. pentru
corectare a cauzei: 8 ore

Timp max. de recuperare: 8
ore. Timp max. pentru
corectare a cauzei: 24 ore

Timp max. de recuperare: 3
zile. Timp max. pentru
corectare a cauzei: 4 zile



