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I. ANEXE  
1.1. Informație generală 
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Confirmarea certificării online: Accredible • Certificates, Badges and Blockchain (credential.net).  

Confirmarea certificării poate fi și efectuată prin expedierea unei solicitări in adresa reprezentatilor Offensive 

Security: Submit a request – Offensive Security Support Portal (offensive-security.com). Este necesară 

comunicarea următoarelor identificatoare: 

- Identificatorul certificării OSCP: OS-101-49547 

- Identificatorul membrului offensive security: OS-91103 

 

 

  

https://www.credential.net/6b0ad310-0113-4b58-a2a6-bb8f62bed204
https://help.offensive-security.com/hc/en-us/requests/new
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CISSP 

 
 

Notă: Pentru verificare poate fi utilizat următorul link: (ISC)² Member Certification Verification (isc2.org) 

 

  

https://www.isc2.org/MemberVerification?LastName=Plesca&MemberNumber=741806
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CISA 

 
 

Notă: Certificările ISACA sunt reînnoite anual. Validitatea la moment a certificării profesionale poate fi 

verificată online, pe pagina web oficială a ISACA, precum urmează: 

Web: Verify a Certification | ISACA 

- Certification type: CISA 

- Certification Number: 16129812 

- Last Name: PLESCA 

 

 

 

  

https://www.isaca.org/credentialing/verify-a-certification
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ITIL-I 
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TOGAF 
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PRINCE2 
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1.2. Documente oficiale 

Copii ale documentelor oficiale. 
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Informație în timp real din Registrul de Stat în Întreprinderilor: https://servicii.fisc.md/contribuabil.aspx  

 
 

https://servicii.fisc.md/contribuabil.aspx
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1.3. Portofoliu de proiecte similare relevante 

ID Project name  Beneficiary Activities and key results 

A B C F 

1.  Penetration Testing 
for Internet-Banking 
and Mobile-Banking 

BC ProCreditBank 
SA 

✓ External testing of Internet-Banking and Mobile-Banking System 

2.  Penetration testing 
for Internet-Banking 
and Mobile-Banking 

BC Mobiasbanca 
– OTP Group 

✓ External testing of Internet-Banking and Mobile-Banking System 

3.  Security 
penetration testing 
of Mobile-Banking 

BC FinComBank 
SA 

✓ Security penetration testing of the Mobile- system; 

4.  Servicii de audit TI 
pentru ProBanking 
și Mobile Banking 

BC ProCreditBank 
SA 

✓ External IT audit for ProBanking and Mobile Banking (with security tests) 

5.  Servicii de 
pentesting pentru 
Mobile-Banking 

BC ProCreditBank 
SA 

✓ External  testing of Mobile-Banking system; 

6.  Penetration Testing 
of Mobile Banking 
and Internet 
Banking 

BC Mobiasbanca 
– OTP Group 

✓ Security penetration testing of the eBanking and Mobile-Banking system; 

7.  Servicii de testare a 
securității 
sistemului 
informativ BNM 

Banca Națională a 
Moldovei 

Complex Penetration Testing exercise. 

✓ Security testing of Web Applications, Network Infrastructure (exposed to Internet and 

InterBank Network); 

✓ Wi-Fi security testing. 

8.  Security 
penetration testing 
for eBanking  

BC Mobiasbanca 
– OTP Group 

✓ Security penetration testing of the eBanking system; 

9.  Security 
penetration testing 
for eBanking 

BC FinComBank 
SA 

✓ Security penetration testing of the eBanking system; 

10.  Consulting services 
for ICT risk 
optimization 

BC FinComBank 
SA 

✓ Develop and support implementation of ICT risk management policies, methodologies 
and procedures; 

✓ Develop security standards and baseline security requirements for IT systems and 
processes (including, but not limited software development, change management, 
system acquisition, etc.); 

✓ Develop and support implementation of standard operation procedures for IT 
(including, but not limited to software development, user acceptance testing, version 
management, architecture management, etc.); 

✓ Provide support with ICT risk assessment for critical IT systems; 
✓ Develop systems technical specifications, prepare tendering documentation and 

support with proposals evaluation; 

11.  Key information 

systems concept 

development and 

ICT transformation 

plan update 

Ministry of 

Internal Affairs 

(UNDP financed) 

✓ Develop MIA’s Integrated Information System Concept; 
✓ Perform current state assessment for the 4 of the MIA’s key Information Systems; 
✓ Develop technical concepts for the 4 of the MIA’s key Information Systems; 
✓ Update current ICT Architecture Document; 
✓ Develop desired ICT Architecture Document; 
✓ Develop ICT architecture principles (data architecture, application architecture, 

technology architecture); 
✓ Develop standard non-functional specifications for MIA’s Information Systems; 
✓ Develop MIA’s ICT Transformation Plan; 

12.  Internal IT Audit of 
the Bank 

BC Victoriabank 
SA 

✓ Perform business applications audits (software quality review, security testing, 

operational and service model review); 

✓ Perform IT infrastructure audits (security review, operational model review); 

✓ Perform IT projects audits (requirements review, project management); 

✓ Manage audit findings register, follow-up on previous audit findings and ensure 
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proper remediation; 

13.  Security 
penetration testing 
for eBanking and 
network security 
audit 

BC ProCreditBank ✓ Security penetration testing of the eBanking system; 

✓ Security audit of the corporate network; 

14.  Security 
penetration testing 
for eBanking 

FinComBank SA ✓ Security penetration testing of the eBanking system; 
 

15.  Consulting services 
for ICT risk 
optimization  

BC Moldova 
Agroindbank SA 

✓ Develop and support implementation of ICT risk management policies, methodologies 
and procedures; 

✓ Perform ICT risk analysis for critical IT Systems of the Bank (business applications, IT 
infrastructure, new system implementation); 

✓ Provide support with business continuity and IT disaster recovery testing; 

16.  Internal IT Audit of 
the Bank 

FinComBank SA ✓ Perform business applications audits (software quality review, security testing, 

operational and service model review); 

✓ Perform IT infrastructure audits (security review, operational model review); 

✓ Perform IT projects audits (requirements review, project management); 
✓ Manage audit findings register, follow-up on previous audit findings and ensure 

proper remediation; 

17.  Primary Health Care 
Information 
Systems 
Implementation 
Review (SIA AMP) 

Ministry of Health 
(World Bank 
financed) 

✓ Software quality testing for compliance with functional specifications; 

✓ Software security testing for compliance with non-functional specifications; 

✓ Quality review for project management applied procedures and project management 

deliverables; 

✓ Problems and issues with system functioning and operation investigation and 

analysis; 

✓ Information system operational and service model review; 

18.  eParliament 
specifications 
development and 
tendering 
documents. 

 

The Parliament of 
Moldova, 
Republic of 

✓ Define and validate business vision related to eParliament development and 
implementation; 

✓ Identify business processes, define ePaliament scope and perform business analysis; 
✓ Develop current ICT Architecture Document; 
✓ Develop desired ICT Architecture with eParliament system part of; 
✓ Develop ICT Transformation Plan for the Parliament;  
✓ Develop technical specification for eParliament system (functional and non-functional 

requirements); 
✓ Develop implementation and post-implementation services requirements; 
✓ Develop tendering documentation for eParliament; 

19.  Maintenance of 

Information 

Security 

Management 

System  

Central Electoral 

Commission 

✓ Information Security Management System annual review; 

✓ Information security management framework adjustment; 

✓ Adjustment of key SMSI processes; 

✓ Adjustment of internal normative documents, politics, procedures, instructions, risk 

analysis plans, etc.; 

✓ Personnel training and implementation of ISMS processes; 

✓ Investigation of security incident; 

20.  Internal IT Audit of 
the Bank 

BC <demo> SA ✓ Perform business applications audits (software quality review, security testing, 

operational and service model review); 

✓ Perform IT infrastructure audits (security review, operational model review); 

✓ Perform IT projects audits (requirements review, project management); 

✓ Manage audit findings register, follow-up on previous audit findings and ensure 

proper remediation; 

21.  ICT Transformation 

for MIA 

Ministry of 

Internal Affairs 

✓ Current ICT architecture inventory; 
✓ Current ICT state evaluation; 
✓ Future ICT architecture development; 
✓ Definition of project portfolio for transition from current state to future state; 
✓ ICT Transformation Plan development; 

22.  Security audit of 

corporate network 

ÎS CADASTRU ✓ Security audit of corporate network; 

✓ External penetration testing of informational resources of the enterprise; 

✓ Evaluation and estimation of information security risks for corporate network; 

✓ Elaboration of Risk treatment plan for corporate network security. 
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23.  Low enforcement 
agencies ICT 
transformation  
 

Minister of 
Internal Affairs, 
Office of the 
Prosecutor 
General, National 
Anticorruption 
Center, Minister 
of Justice, 
Customs Service 

✓ Current ICT architecture state inventory; 
✓ Current ICT domain state evaluation; 
✓ Future ICT architecture design; 
✓ Definition of project portfolio for transition from current state to future state; 
✓ ICT Transformation Plan development; 

24.  Project 

Management and 

Quality Assurance 

SA RED Nord-Vest ✓ Project management for implementation of eCore solution, including: maintaining 

project plan, maintaining stage plan, risk management, implementation of 

communication plan, activity supervision, progress reporting and monitoring, 

exception escalation; 

✓ Quality assurance for project deliverables, inclusively: development of quality 

assurance plan, development of testing plan, development of test cases, organization 

of testing process, participation at testing, validation of implementation and 

migration plan, validation of training plan, validation of launching to production, 

organization of acceptance testing; 

25.  Transform BNM National Bank of 

Moldova 

✓ Current ICT architecture inventory; 

✓ Current ICT architecture analysis; 

✓ Future ICT architecture design; 

✓ Elaboration of transformation plan to future ICT architecture; 

✓ Contribution to RFP for new applicative systems. 

26.  Implementation of 

Information 

Security 

Management 

System 27001 

Central Electoral 

Commission 

✓ Current information security state analysis; 

✓ Definition of an action plan for implementation of ISMS in conformance with ISO 

27001; 

✓ Definition of information security management framework; 

✓ Definition of key ISMS processes; 

✓ Development of internal normative documents, politics, procedures, instruction, risk 

analysis plans, etc.; 

✓ Personnel training and implementation of ISMS processes; 

27.  Implementation of 
security risk 
management 
process 

BC 
MoldIndConBank 
SA 

✓ Analysis of current state of information security risk management; 
✓ Development of an information security management framework; 
✓ Elaboration of procedures for analysis and evaluation of security risks; 
✓ Performing 3 missions of risk analysis and evaluation; 
✓ Personnel training. 

28.  Elaboration of 

request for proposal 

for core business 

applicative system 

SA RED Nord-Vest ✓ Analysis of key business processes and elaboration of process map; 

✓ Definition of functional specifications related to business processes; 

✓ Analysis of current ICT architecture; 

✓ Elaboration of a request for proposal for new applicative system; 

✓ Support on evaluation of proposals and supplier contracting; 

29.  Implementation of 

Information 

Security 

Management 

System 27001 

 

Center of Special 

Telecommunicati

ons 

✓ Analysis of current state of information security; 

✓ Definition of an action plan for implementation of ISMS in compliance with ISO 27001; 

✓ Definition of information security management framework; 

✓ Definition of key ISMS processes; 

✓ Elaboration of internal normative documents, politics, procedures, instructions, risk 

analysis plans, etc.; 

✓ Personnel training and implementation of ISMS processes; 

30.  Security audit of 

internet-banking 

system 

BC Mobiasbanca – 

Groupe Societe 

Generale 

✓ Performing security audit of eBanking system; 

✓ Offering improvement recommendations for system security and offering support on 

their implementation; 

✓ Performing follow-up audit; 

✓ Presentation of an audit report, follow-up audit report and final audit opinion; 

31.  Implementation of 

Business Continuity 

Management 

System 

BC 

MoldIndConBank 

SA 

✓ Analysis of current state of business continuity management; 

✓ Definition of an action plan for SMCA implementation; 

✓ Implementation of business continuity management framework; 

✓ Analysis of impact in time for critical processes and continuity risk analysis; 
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✓ Elaboration of Business Continuity Plan and of specific restoration plans (inclusively 

IT); 

✓ Personnel training in the domain of business continuity; 

✓ Elaboration of programs for testing business continuity plans; 

32.  Internal IT audit in 

the Bank  

Banca Comerciala 

Romana Chisinau 

✓ Information Security Management System audit (4 missions); 

✓ Security audit of applicative systems (8 missions); 

✓ Technology architecture components audit (5 mission); 

✓ Support on implementation of audit recommendations; 
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1.4. Scrisori de recomandare 
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